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Audience

This book is written for store personnel, system integrators, and field engineers.

B Note

This document is NCR Voyix proprietary information and is not to be disclosed or

reproduced without consent.
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Safety Requirements

The NCR CX7 All-in-One POS (7772) conforms to all applicable legal requirements. To view
the compliance statements see the NCR POS Terminals Safety and Regulatory Information

(B005-0000-1589).

A Caution

The on/off switch is a logic switch only. The AC line voltage primaries are live at all
times when the AC power cord is connected to the AC outlet. Therefore, disconnect
the AC power cord from the AC outlet and wait 30 seconds before opening the unit

to install features or service this terminal.

Lithium Battery Warning

A Warning

Danger of explosion if battery is incorrectly replaced. Replace only with the same or
equivalent type as recommended by the manufacturer. Discard used batteries

according to the manufacturer’s instructions.

A Warning

Il'y a danger d'explosion s'il y a remplacement incorrect de la batterie. Remplacer
uniquement avec une batterie du méme type ou d'un type recommandé par le
constructeur. Mettre au rébut les batteries usagées conformément aux instructions du

fabricant.

Battery Disposal (Switzerland)

Refer to Annex 4.10 of SR814.013 for battery disposal.

Confidential and proprietary information of NCR Voyix.

Use and disclose solely pursuant to company instructions.
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IT Power System

This product is suitable for connection to an IT power system with a phase-to-phase voltage

not exceeding 240 V.

Peripheral Usage

This terminal should only be used with peripheral devices that are certified by the
appropriate safety agency for the country of installation (UL, CSA, TUV, VDE) or those which

are recommended by NCR Voyix Corporation.

A Warning

DO NOT connect or disconnect the transaction printer while the terminal is

connected to AC power. This can result in system or printer damage.

A Warning

DO NOT connect or disconnect any serial peripherals while the terminal is connected

to AC power. This can result in system or serial peripheral damage.

Confidential and proprietary information of NCR Voyix.
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Grounding Instructions

In the event of a malfunction or breakdown, grounding provides a path of least resistance for
electric current to reduce the risk of electric shock. This product is equipped with an electric
cord having an equipment-grounding conductor and a grounding plug. The plug must be
plugged into a matching outlet that is properly installed and grounded in accordance with all
local codes and ordinances. Do not modify the plug provided—if it will not fit the outlet, have
the proper outlet installed by a qualified electrician. Improper connection of the equipment-

grounding conductor can result in a risk of electric shock.

The conductor with insulation having an outer surface that is green with or without yellow

stripes is the equipmentgrounding conductor.

If repair or replacement of the electric cord or plug is necessary, do not connect the
equipment-grounding conductor to a live terminal. Check with a qualified electrician or
service personnel if the grounding instructions are not completely understood, or if you are

in doubt as to whether the product is properly grounded.

Use only 3-wire extension cords that have 3-prong grounding plugs and 3-pole receptacles

that accept the product’s plug. Repair or replace damaged or worn cords immediately.

Confidential and proprietary information of NCR Voyix.
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Warranty

Warranty terms vary by region and country.

All parts of this product that are subject to normal wear and tear are not included in the

warranty. In general, damages due to the following are not covered by the warranty.

* Improper or insufficient maintenance
* Improper use or unauthorized modifications of the product.

* Inadequate location or surroundings. Site installation must conform to guidelines listed
in the NCR CX7 All-in-One POS (7772) Site Preparation Guide (BCC5-0000-5364) and
the NCR Workstation and Peripheral AC Wiring Guide (BST0-2115-53).

For detailed warranty arrangements please consult your contract documents.
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Product Overview

CCP-76587

The NCR CX7 All-in-One POS (7772), powered by an Intel chipset (option of 8th Generation

Coffee Lake or 13th Generation Raptor Lake), features a sleek design, packed with superior

performance. The new, stylish design provides a wide range of configuration versatility. The

ability to configure with an 1/O board that accommodates environments with more USB

devices or an /O board that accommodates environments with more serial devices gives

customers the flexibility that prevents additional expansion boards or hubs.

The CX7 offers two 1/O configurations:

e USB Centric I/O
* Serial Centric |/O

USB Centric 1/0

1/0 Board Connectors

Serial Centric 1/0

(Retail) (Hospitality)
USB-C to Head 1 1
12V Powered USB 3 1
24V Powered USB 1 1

Confidential and proprietary information of NCR Voyix.
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USB Centric I/0 Serial Centric 1/0

1/0 Board Connectors

(Retail) (Hospitality)
Serial 1x RJ50 4xRJ12
1xDB9 2 x RJ45
USB 3.0 (5V) 2 2
DisplayPort 1 1
Cash Drawer (12/24 V) 1 (dual port) 2
LAN 1 1

Both I/O boards are connected to the CX7 core motherboard through a single USB Type-C
connector. In addition to the integration of the board in the base, each 1/0O can be
configured for a wall mount solution, pole mount solution, or ordered in a remote chassis to

permit placement under the counter.
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Base Models
CX7

Model Description

15" 4:3 Option

7772-1215-8801 15" 4:3 Display w/ Intel Celeron, 8GB DDR4 memory, No SSD, No Power
Supply

7772-1315-8801 15" 4:3 Display w/ Intel i3, 8GB DDR4 memory, No SSD, No Power Supply

7772-1515-8801 15" 4:3 Display w/ Intel i5, 8GB DDR4 memory, No SSD, No Power Supply

7772-2515-8801 15" 4:3 Display w/ Intel i5-9500TE, No memory, No SSD, No Power Supply

7772-3315-8801 15" 4:3 Display w/ Intel i3, 8GB DDR4 memory, No SSD, No Power Supply,

White

15.6" 16:9 (Wide Aspect) Optio

n

7772-1216-8801 15.6" PCAP RGB w/ Intel Celeron, 8GB DDR4 memory, No SSD, No Power
Supply

7772-1316-8801 15.6" PCAP RGB w/ Intel i3, 8GB DDR4 memory, No SSD, No Power Supply

7772-1516-8801 15.6" PCAP RGB w/ Intel i5, 8GB DDR4 memory, No SSD, No Power Supply

7772-2516-8801 15.6" PCAP RGB w/ Intel i5-9500TE, No memory, No SSD, No Power Supply

18.5"” Option

7772-1218-8801 18.5" PCAP RGB w/ Intel Celeron, 8GB DDR4 memory, No SSD, No Power
Supply

7772-1318-8801 18.5" PCAP RGB w/ Intel i3, 8GB DDR4 memory, No SSD, No Power Supply

7772-1518-8801 18.5" PCAP RGB w/ Intel i5, 8GB DDR4 memory, No SSD, No Power Supply

7772-2518-8801 18.5" PCAP RGB w/ Intel i5-9500TE, No memory, No SSD, No Power Supply

Confidential and proprietary information of NCR Voyix.
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CX7ii

Model Description

15" 4:3 Option

7772-5315-8801 CX7ii, 15" 4:3 Display w/ Gen13 Intel i3, No Memory, No SSD, No Power
Supply

7772-5515-8801 CX7ii, 15" 4.3 Display w/ Gen13 Intel i5, No Memory, No SSD, No Power
Supply

15.6" 16:9 (Wide Aspect) Option

7772-5316-8801 CX7ii, 15.6" PCAP RGB w/ Gen13 Intel i3, No Memory, No SSD, No Power
Supply

7772-5516-8801 CX7ii, 15.6" PCAP RGB w/ Gen13 Intel i5, No Memory, No SSD, No Power
Supply

18.5” Option

7772-5318-8801 CX7ii, 18.5" PCAP RGB w/ Gen13 Intel i3, No Memory, No SSD, No Power
Supply

7772-5518-8801 CX7ii, 18.5" PCAP RGB w/ Gen13 Intel i5, No Memory, No SSD, No Power
Supply

21.5"” Option

7772-5321-8801 CX7ii, 21.5" PCAP RGB w/ Gen13 Intel i3, No Memory, No SSD, No Power
Supply

7772-5521-8801 CX7ii, 21.5" PCAP RGB w/ Gen13 Intel i5, No Memory, No SSD, No Power
Supply
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Features

Feature Description CX7 CX7ii
Display FO13 15" 4:3 oTP LCD, PCAP, eDP, 1024x768, AG/AS, V4 v
400nit, 7772 EDID
FO16 15.6" oTP LCD, PCAP, eDP, 1920x1080, AG/AS, 50K v v
BL
FO18 18.5" LCD, PCAP, eDP, 1920x1080, AG/AS, 50K BL v v
FO22 21.5" LCD, PCAP, eDP, 1920x1080, AG/AS, 50K BL, X v
300nit
FO23 15" 4:3 oTP LCD, PCAP, eDP, 1024x768, AG/AS, v X
400nit, 7772 EDID, White
Memory F134 8GB, DDR4 2400MHz (Add On) v v
F136 16GB, DDR4 2400MHz (Add On) v v
F138 32GB, DDR4 (Two 16GB DDR4) v v
Storage Media F241 SSD 120 GB, M.2 SATA V4 v
F242 DUAL SSD 120 GB, M.2 SATA v v
F253 SSD 240 GB, M.2 NVMe (PCle) v v
F255 SSD 480 GB, M.2 NVMe (PCle) v v
Port A (Right Side) F140 No Peripheral Filler Plate V4 v
Features
F141 NCR Encrypted MSR v v
F149 External CX Keypad Module (15" 4:3 or 15.6" 16:9 or v v
18.5" Display)
F340 No Peripheral Filler Plate, White (15" 4:3 Display) v X

Confidential and proprietary information of NCR Voyix.
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Feature Description () v/ CX7ii
Port B (Left F150 No Peripheral Filler Plate v v
Side) Features
F151 Biometrics v v
F156 Imager v v
F157 Side Mount UV Bill Validator, CX7 v v
F350 No Peripheral Filler Plate, White (15" 4:3 Display) v X
Port C (Bottom/ F160 No Peripheral Filler Plate N N
Chin) Features
F161 2-in-1 Sign-in (Dallas Key/Addimat) (15" 4:3 or 15.6" v v
16:9 or 18.5" Display)
F166 Imager v v
F167 WiFi 6 Wireless Card and Antenna (15" 4:3 or 15.6" X v
16:9 or 18.5" Display)
F168 Wireless Card and Antenna (15" 4:3 or 15.6" 16:9 or v X
18.5" Display)
F169 External Speaker Module (15" 4:3 or 15.6” 16:9 or 18.5" | V v
Display)
F179 External Dual Speaker Module (15" 4:3 or 15.6" 16:9 or v v
18.5" Display)
F360 No Peripheral Filler Plate, White (15" 4:3 Display) v X
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Feature

Port D Features

Description () v/ CX7ii

F330 No Customer Display - Logo Badge, White (15" 4:3 or v X
15.6" 16:9 or 18.5" Display)

F450 No Customer Display - Logo Badge (15" 4:3 or 15.6" v v
16:9 or 18.5" Display)

F451 APA (All Points Addressable) Graphical Display (15" 4:3 v v
or 15.6" 16:9 or 18.5" Display)

F452 7" Non-Touch LCD (XL7) Customer Display (15" 4:3 or v v
15.6" 16:9 or 18.5" Display)

F453 7" Touch LCD (XL7) Customer Display (15" 4:3 or 15.6" v v
16:9 or 18.5" Display)

F460 5MP Camera (15" 4:3 or 15.6” 16:9 or 18.5" Display) v v

F461 2x20 Customer Display (15" 4:3 or 15.6" 16:9 or 18.5" v v
Display)

F462 Double Byte Customer Display (15" 4:3 or 15.6"” 16:9 or v v
18.5" Display)

F471 OSI APA (All Points Addressable) Graphical Display (15" | v v
4:3 or 15.6" 16:9 or 18.5" Display)

F490 No Customer Display - Logo Badge (18.5" Display) v v

F491 APA (All Points Addressable) Graphical Display (18.5" v v
Display)

F492 7" Non-Touch LCD (XL7) Customer Display (18.5" v v
Display)

F493 7" Touch LCD (XL7) Customer Display (18.5” Display) v v

F550 No Port D Peripherals (21.5" Display) X v

F551 5MP Camera (21.5" Display) X v
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Feature

Base Display

Description () v/ CX7ii
F357 No Base Display Option, White v X
F434 10" Touch (PCAP) LCD (TES) High Mount (USB-C) v X
F435 10" Non-Touch LCD (XL10) Base Display (DP) v v
F436 10" Touch (PCAP) LCD (XL10) Base Display (DP) v v
F437 10" Non-Touch LCD (XL10) High Mount (DP) v v
F438 10" Touch (PCAP) LCD (XL10) High Mount (DP) v v
F439 10" Non-Touch LCD (XL10) with Cube Imager (DP) v v
F446 10" Touch (PCAP) LCD (TES) Base Display v v
F455 10" Non-Touch LCD (XL10) Base Display v v
F456 10" Touch (PCAP) LCD (XL10) Base Display v v
F457 No Base Display Option v v
F465 10" Non-Touch LCD (XL10) with Cube Imager v v
F466 10" Touch (PCAP) LCD (XL10) with Cube Imager v v
F475 10" Non-Touch LCD (XL10) High Mount v v
F476 10" Touch (PCAP) LCD (XL10) High Mount v v

Confidential and proprietary information of NCR Voyix.

Use and disclose solely pursuant to company instructions.

26




Feature

Base and Power

Supply

Description () v/ CX7ii

F032 Base for USB Centric /O (Retail), Integrated Power v v
Supply (15.6” 16:9 or 18.5" Display)

FO33 Base for USB Centric I/O (Retail), Remote Power Supply v v
(15.6" 16:9 or 18.5" Display)

FO34 Base for Serial Centric I/O (Hospitality), Integrated v v
Power Supply (15.6" 16:9 or 18.5" Display)

FO35 Base for Serial Centric I/0O (Hospitality), Remote Power v v
Supply (15.6” 16:9 or 18.5" Display)

FO36 Integrated USB Centric |/O (Retail) Expansion (15.6" v v
16:9 or 18.5" or 21.5" Display)

FO37 Integrated Serial Centric 1/O (Hospitality) Expansion v v
(15.6" 16:9 or 18.5"Display)

FO38 Remote USB Centric I/O (Retail) Chassis (15.6” 16:9 or v v
18.5" or 21.5" Display)

FO39 Remote Serial Centric I/O (Hospitality) Chassis (15.6" v v
16:9 or 18.5" Display)

FO42 Base for USB Centric I/O (Retail), Integrated Power v v
Supply (15" 4:3 Display)

FO43 Base for USB Centric I/O (Retail), Remote Power Supply v v
(15" 4:3 Display)

FO44 Base for Serial Centric I/O (Hospitality), Integrated v v
Power Supply (15" 4:3 Display)

FO45 Base for Serial Centric I/0 (Hospitality), Remote Power v v
Supply (15" 4:3 Display)

FO46 Integrated USB Centric |/O (Retail) (15" 4:3 Display) v v

FO47 Integrated Serial Centric 1/O (Hospitality) (15" 4:3 v v
Display)
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Feature Description () v/ CX7ii
FO48 Remote USB Centric I/O (Retail) Chassis (15" 4:3 v v
Display)
FO49 Remote Serial Centric I/O (Hospitality) Chassis (15" 4:3 v v
Display)
F342 Base for USB Centric I/O (Retail), Integrated Power v X
Supply (15" 4:3 Display), White
Power Cord F100 US Power Cord v v
F101 International Power Cord v v
F102 UK Power Cord v v
F103 Australia Power Cord v v
F104 China Power Cord v v
F105 SEV Power Cord v v
F106 India Power Cord v v
F107 Taiwan Power Cord v v
F108 Argentina Power Cord v v
F109 Power Cord 120V Twist Lock v v
F119 No Power Cord v v
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Optional Features

Optional Feature Description CX7 CX7ii

Optional Stand FO40 Stand, CX7, Integrated |/O Mount, v v
without Power Supply

FO41 Stand, CX7, Integrated |/O Mount, v v
with Power Supply

I/O Security Cover FO50 CX 1/0O Security Cover N N
Ethernet Cable F110 7772 10/100/1000 Ethernet Cable v v
Serial Converter Cable F111 Serial Converter Cable v v
Remote Base Cable (for use with FO38, F112 USBC Cable, Remote, Keyed, Black, N4 v
FO39, FO48, or FO49) Tm

F113 USBC Cable, Remote, Keyed, Black, v v

2.5m
F115 USBC Cable, Remote, Straight v v

Offset, Black, 2.5m

TPM F130 Hardware TPM Security Module 2.0 v v
Firmware F510 CX7 1/O Cash Drawer Firmware N N
BIOS F420 UEFI BIOS - Coffee Lake -S v X
(Windows)
F421 UEFI BIOS - Raptor Lake (Windows X v
and Linux)
F422 UEFI BIOS - Coffee Lake - S (Linux) v X

Confidential and proprietary information of NCR Voyix.
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USBC Cable Options
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CCP-82546

ltem Cable Description Configuration Notes
1 1432-C847-0025 USBC Cable, Remote, Straight Offset, Use when connecting CX on third-party
7772-F115 Black, 2.5m bracket to remote 1/0
2 1432-C851-0003 USBC Cable, PSU Adapter for CX Use with RJ45 Ethernet Plug (1432-
C852-0003)
3 1432-C852-0003 Cable, RJ45 Ethernet Plug Use with USBC Cable, PSU Adapter for
CX (1432-C851-0003)

Confidential and proprietary information of NCR Voyix.
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CCP-82547

CX5/CX7 remote or integrated /0
(2.5m)

ltem Cable Description Configuration Notes
4 1432-C878-0013 USBC Cable — XL7W/XL10W pole Use when connecting XL7W/XL10W
mount connected to CX5/CX7 stand pole mounted to CX on table top stand
model (1.3m)
5 1432-C880-0010 USBC Cable, Remote, Keyed, Black, Use when connecting CX head to
7772-F112 Tm remote |/O
5 1432-C880-0025 USBC Cable, Remote, Keyed, Black, Use when connecting CX head to
7772-F113 2.5m remote |/O
6 1432-C883-0013 XL7W/XL10W USBC Cable for Use when connecting XL7W/XL10W
CX5/CX7 remote or integrated /0 pole mounted to CX with remote I/0O
(1.3m) or integrated I/O
6 1432-C883-0025 XL7W/XL10W USBC Cable for Use when connecting XL7W/XL10W

pole mounted to CX with remote I/O
or integrated |/O

Confidential and proprietary information of NCR Voyix.

Use and disclose solely pursuant to company instructions.
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Operating Systems

The OS image and base platform drivers will be pre-loaded on the solid state drive prior to

shipment. The POS must be configured with a solid state drive.

Configuration

Product ID  Product ID Description
Notes
7772-F700 | No Operating System Approval
required
7772-F701 No Operating System for CX7 Linux Users Approval
required
7772-F702 | No Operating System for CX7ii Linux Users Approval
required
7772-F710 | Windows 10 Professional Non Embedded 64 bit OS Pre-installed in
the factory
7772-F711 CX7ii Windows 11 Professional Non Embedded (64 bit) Pre-installed in
(UEFI BIOS) the factory
7772-F720 | Windows 10 loT Enterprise 2019 LTSC Value 64 bit (UEFI) | Pre-installed in
the factory
7772-F740 | Orderman Windows 10 loT Enterprise 2019 LTSC Value Pre-installed in
64 bit (UEFI) the factory
7772-F755 | NCRLinuxU 1.0 (Ubuntu 20.04.02 LTS based) Pre-installed in
the factory
7772-F756 | CX7 NCRLinuxU 2.0 Operating System (Ubuntu 22.04)— Pre-installed in
Coffee Lake Only the factory
7772-F757 | CX7ii NCRLinuxU 2.0 Operating System (Ubuntu 22.04)— | Pre-installed in
Raptor Lake Only the factory
7772-F758 | Orderman Windows 10 loT Enterprise 2021 LTSC Value Pre-installed in
(64 bit) (UEFI BIOS) the factory
7772-F760 | Windows 10 loT Enterprise 2021 LTSC Value (64 bit) Pre-installed in
(UEFI BIOS) the factory

Confidential and proprietary information of NCR Voyix.
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Configuration

Product ID  Product ID Description
Notes
7772-F762 | CX7ii Windows 10 loT Enterprise 2021 LTSC Value (64 Pre-installed in
bit) (UEFI BIOS) the factory
7772-F770 | CX7ii Windows 11 loT Enterprise LTSC Value (64 bit) Pre-installed in
(UEFI BIOS) the factory
7772-F780 | NCR Linux C (CentOS 8) Pre-installed in
the factory
7772-F781 NCR Linux C 3.0 (CentOS 7.9) Pre-installed in
the factory
7772-F790 | CX7 SUSE Linux Enterprise Server 15 (SLES15) x86 64 bit Pre-installed in
Operating System—Coffee Lake Only the factory
7772-F791 CX7ii SUSE Linux Enterprise Server 15 (SLES15) x86 64 Pre-installed in
bit Operating System—Raptor Lake Only the factory

Base client and third-party system software are also available on the public NCR Voyix Drivers

and Patches support website: https://www5.ncr.com/support/support_drivers

patches.asp?Class=External\display
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Specifications

CX7

Model Specs Best

Chipset Intel Q370 “Coffee Lake"”

Processor Intel® Celeron® Intel® Core™ i3- Intel® Core™ i5- Intel® Core™ i5-
G4900T 8100T 8500T 9500TE

Clock Speed 2.9 GHz 3.1GHz 2.1GHz 2.2 GHz

Turbo Boost for Peak N/A N/A Up to 3.5 GHz Up to 3.6 GHz

Loads

Cores 2 4 6 6

Level 2 Cache 2MB 6MB 9MB 9MB

Thermal Design Power 35 Watts 35 Watts 35 Watts 35 Watts

AMT No No Yes Yes

Intel vPro No No Yes Yes

Image Recovery Button Yes Yes Yes Yes

Odometer Chip Yes Yes Yes Yes

RAID Support Yes Yes Yes Yes

TPM Yes Yes Yes Yes

Confidential and proprietary information of NCR Voyix.
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Model Specs Good Better Best Best

Memory

Memory Type DDR4-2400MHz DDR4-2400MHz DDR4-2400MHz DDR4-2400MHz
Form Factor SODIMM SODIMM SODIMM SODIMM
Memory Slots 2 2 2 2

Standard Memory 8GB (1 x 8GB) 8GB (1 x 8GB) 8GB (1 x 8GB) 8GB (1 x 8GB)

Maximum Memory

32GB (2 x 16GB)

32GB (2 x 16GB)

32GB (2 x 16GB)

32GB (2 x 16GB)

M.2 Storage

Solid State Drive (SATA)

120GB SSD
(128GB)

120GB SSD
(128GB)

120GB SSD
(128GB)

120GB SSD
(128GB)

Dual Solid State Drive
(SATA)

Dual 120GB SSD
(128GB)

Dual 120GB SSD
(128GB)

Dual 120GB SSD
(128GB)

Dual 120GB SSD
(128GB)

Solid State Drive (PCle) 240GB SSD 240GB SSD 240GB SSD 240GB SSD
(256GB) (256GB) (256GB) (256GB)

Solid State Drive (PCle) 480GB SSD 480GB SSD 480GB SSD 480GB SSD
(512GB) (512GB) (512GB) (512GB)

Integrated Touch Display

15.6” Projected Capacitive

15.6" Projected Yes Yes Yes Yes

Capacitive

1920 x 1080

10-point touch

Brightness 400 nits 400 nits 400 nits 400 nits

Screen Life

50K Hours to half
brightness

50K Hours to half
brightness

50K Hours to half
brightness

50K Hours to half
brightness

Anti-Glare

Yes

Yes

Yes

Yes

Confidential and proprietary information of NCR Voyix.
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Model Specs

Good

15" 4:3 Projected Capacitive

Better

Best

Best

15" 4:3 Projected
Capacitive

1024 x 768
10-point touch

Yes

Yes

Yes

Yes

Brightness

400 nits

400 nits

400 nits

400 nits

Screen Life

50K Hours to half

50K Hours to half

50K Hours to half

50K Hours to half

brightness brightness brightness brightness
Anti-Glare Yes Yes Yes Yes
18.5” Projected Capacitive
18.5" Projected Yes Yes Yes Yes
Capacitive
1920 x 1080
10-point touch
Brightness 400 nits 400 nits 400 nits 400 nits
Screen Life 50K Hours fo half 50K Hours fo half 50K Hours fo half 50K Hours fo half
brightness brightness brightness brightness
Anti-Glare Yes Yes Yes Yes

Confidential and proprietary information of NCR Voyix.

Use and disclose solely pursuant to company instructions.
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Model Specs Good Better Best Best
Peripherals

3-+rack Encrypted MSR Option Option Option Option
Integrated Wireless Option Option Option Option
802.11 AC & Bluetooth

Integrated Biometric Option Option Option Option
Reader

Integrated 2D Imager Option Option Option Option
Integrated 2-in-1 Sign-in Option Option Option Option
Device

Integrated UV Bill Option Option Option Option
Validator

Integrated Camera Option Option Option Option
Integrated External Option Option Option Option
Speaker

Integrated Speaker Standard Standard Standard Standard

Confidential and proprietary information of NCR Voyix.
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Model Specs Good Better Best Best
Consumer Displays

APA Graphical Display Option Option Option Option
2x20 Customer Display Option Option Option Option
Double Byte Customer Option Option Option Option
Display

7" Color LCD Option Option Option Option
(Touch or Non-touch)

10” Color LCD Option Option Option Option
(Touch or Non-touch)

10" Color LCD with Cube | Option Option Option Option

Scanner

(Touch or Non-touch)

Confidential and proprietary information of NCR Voyix.

Use and disclose solely pursuant to company instructions.
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Model Specs

Dimensions/Weight

Good Better Best

Best

15.6” Projected Capacitive

15.6” CX7 terminal with

base

Dimensions (w x d x h)
14.95" x 7.81" x 12.08”
(379.7 mm x 198.4 mm x 306.8 mm)

Weight
11.35 Ibs (5.15 kg)

15.6" CX7 terminal without

base

Dimensions (w x d x h)
14.95" x1.26" x 9.32"
(379.7 mm x 32.0 mm x 236.6 mm)

Weight
5.30 lbs (2.40 kg)

15.6" CX7 terminal with
integrated 1/O

Dimensions (w x d x h)
14.95" x 2.29" x 9.32"
(379.7 mm x 58.1 mm x 236.6 mm)

Weight
6.30 lbs (2.86 kg)

Confidential and proprietary information of NCR Voyix.
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Model Specs Good Better Best

15" 4:3 Projected Capacitive

Best

15" 4:3 CX7 terminal with Dimensions (w x d x h)
base 13.88" x 8.23" x 12.52"
(352.5 mm x 209.0 mm x 318.0 mm)

Weight
12.00 Ibs (5.44 kg)

15" 4:3 CX7 terminal Dimensions (w x d x h)
without base 13.88" x 1.34" x 10.76”
(352.5 mm x 34.1 mm x 273.4 mm)

Weight
6.30 lbs (2.86 kg)

15" 4:3 CX7 terminal with Dimensions (w x d x h)
integrated 1/0 13.88" x 2.37" x 10.76"
(352.5 mm x 60.2 mm x 273.4 mm)

Weight
6.80 lbs (3.08 kg)

Confidential and proprietary information of NCR Voyix.
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Model Specs

18.5” Projected Capacitive

Good Better Best

Best

18.5" CX7 terminal with

base

Dimensions (w x d x h)
17.90" x 8.35" x 13.01”
(454.7 mm x 212.2 mm x 330.4 mm)

Weight
14.40 Ibs (6.53 kg)

18.5" CX7 terminal without

base

Dimensions (w x d x h)
17.90” x 1.51" x 11.11”
(454.7 mm x 38.3 mm x 282.3 mm)

Weight
8.60 lbs (3.90 kg)

18.5" CX7 terminal with
integrated 1/0O

Dimensions (w x d x h)
17.90" x 2.53" x 11.11"
(454.7 mm x 64.2 mm x 282.3 mm)

Weight
9.50 Ibs (4.31 kg)
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CX7ii

Model Specs Better Best

Chipset Intel “Raptor Lake"”
Processor Intel® Core™ i3-13100TE Intel® Core™ i5-13500TE
Clock Speed 2.4 GHz 1.3 GHz

Turbo Boost for Peak Loads Up to 4.1 GHz Up to 4.5 GHz
Cores 4 14

Cache 12MB 24MB

Level 2 Cache 5MB 11.5MB

Thermal Design Power 35 Watts 35 Watts

AMT No Yes

Intel vPro No Yes

Image Recovery Button Yes Yes

Odometer Chip Yes Yes

RAID Support Yes Yes

TPM Yes Yes

Memory

Memory Type DDR4-2400MHz DDR4-2400MHz
Form Factor SODIMM SODIMM
Memory Slots 2 2

Standard Memory 8GB (1 x 8GB) 8GB (1 x 8GB)
Maximum Memory 32GB (2 x 16GB) 32GB (2 x 16GB)

Confidential and proprietary information of NCR Voyix.

Use and disclose solely pursuant to company instructions.

42




Model Specs

M.2 Storage

Better

Best

Solid State Drive (SATA)

120GB SSD (128GB)

120GB SSD (128GB)

Dual Solid State Drive (SATA)

Dual 120GB SSD (128GB)

Dual 120GB SSD (128GB)

Solid State Drive (PCle)

240GB SSD (256GB)

240GB SSD (256GB)

Solid State Drive (PCle)

480GB SSD (512GB)

480GB SSD (512GB)

Integrated Touch Display

15.6" Projected Capacitive

15.6" Projected Capacitive Yes Yes
1920 x 1080

10-point touch

Brightness 400 nits 400 nits

Screen Life

50K Hours to half brightness

50K Hours to half brightness

Anti-Glare Yes Yes

15" 4:3 Projected Capacitive

15" 4:3 Projected Capacitive Yes Yes

1024 x 768

10-point touch

Brightness 400 nits 400 nits

Screen Life 50K Hours to half brightness | 50K Hours to half brightness
Anti-Glare Yes Yes

Confidential and proprietary information of NCR Voyix.
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Model Specs Better Best
18.5” Projected Capacitive

18.5" Projected Capacitive Yes Yes
1920 x 1080

10-point touch

Brightness 400 nits 400 nits
Screen Life 50K Hours to half brightness | 50K Hours to half brightness
Anti-Glare Yes Yes
21.5" Projected Capacitive

21.5" Projected Capacitive Yes Yes
1920 x 1080

10-point touch

Brightness 300 nits 300 nits

Screen Life

50K Hours to half brightness

50K Hours to half brightness

Anti-Glare

Yes

Yes

44
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Model Specs Better Best

Peripherals

3-+rack Encrypted MSR Option Option
Integrated Wireless Option Option
802.11 AC & Bluetooth

Integrated Biometric Reader Option Option
Integrated 2D Imager Option Option
Integrated 2-in-1 Sign-in Device Option Option
Integrated UV Bill Validator Option Option
Integrated Camera Option Option
Integrated External Speaker Option Option
Integrated Speaker Standard Standard
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Model Specs Better Best
Consumer Displays

APA Graphical Display Option Option
2x20 Customer Display Option Option
Double Byte Customer Display Option Option
7" Color LCD Option Option
(Touch or Non-touch)

10" Color LCD Option Option
(Touch or Non-touch)

10" Color LCD with Cube Scanner Option Option
(Touch or Non-touch)

Dimensions/Weight

15.6" Projected Capacitive

15.6"” CX7 terminal with base

Dimensions (w x d x h)
14.95" x 7.81" x 12.08"
(379.7 mm x 198.4 mm x 306.8 mm)

Weight
11.35 Ibs (5.15 kg)

15.6” CX7 terminal without base

Dimensions (w x d x h)
14.95" x 1.26" x 9.32"
(379.7 mm x 32.0 mm x 236.6 mm)

Weight
5.30 lbs (2.40 kg)

15.6" CX7 terminal with integrated 1/0

Dimensions (w x d x h)
14.95" x 2.29" x 9.32"
(379.7 mm x 58.1 mm x 236.6 mm)

Weight
6.30 lbs (2.86 kg)
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Use and disclose solely pursuant to company instructions.

46




Model Specs

15" 4:3 Projected Capacitive

Better Best

15" 4:3 CX7 terminal with base

Dimensions (w x d x h)
13.88” x 8.23" x 12.52"
(352.5 mm x 209.0 mm x 318.0 mm)

Weight
12.00 Ibs (5.44 kg)

15" 4:3 CX7 terminal without base

Dimensions (w x d x h)
13.88” x 1.34" x 10.76”
(352.5 mm x 34.1 mm x 273.4 mm)

Weight
6.30 Ibs (2.86 kg)

15" 4:3 CX7 terminal with integrated /0O

Dimensions (w x d x h)
13.88" x 2.37" x 10.76"
(352.5 mm x 60.2 mm x 273.4 mm)

Weight
6.80 Ibs (3.08 kg)
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Model Specs

18.5” Projected Capacitive

Better Best

18.5" CX7 terminal with base

Dimensions (w x d x h)
17.90" x 8.35" x 13.01”
(454.7 mm x 212.2 mm x 330.4 mm)

Weight
14.40 Ibs (6.53 kg)

18.5" CX7 terminal without base

Dimensions (w x d x h)
17.90” x 1.51” x 11.11”
(454.7 mm x 38.3 mm x 282.3 mm)

Weight
8.60 Ibs (3.90 kg)

18.5" CX7 terminal with integrated /O

Dimensions (w x d x h)
17.90" x 2.53" x 11.11”
(454.7 mm x 64.2 mm x 282.3 mm)

Weight
9.50 Ibs (4.31 kg)

Confidential and proprietary information of NCR Voyix.
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Model Specs Better Best

21.5" Projected Capacitive

21.5" CX7 terminal without base Dimensions (w x d x h)
20.81"x 1.75" x 12.61"”
(528.5 mm x 44.5 mm x 320.2 mm)

Weight
10.74 lbs (4.87 kg)

21.5" CX7 terminal with integrated |/O Dimensions (w x d x h)
20.81"x2.78" x 12.61"
(528.5 mm x 70.5 mm x 320.2 mm)

Weight
11.64 lbs (5.28 kg)
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Migration

The table below shows the differences between CX7 and CX7ii.

e 15" 4:3 Projected Capacitive

¢ 18.5" Projected Capacitive

(0) ¢4 CX7ii
Motherboard Coffee Lake Raptor Lake
Processors * Intel® Celeron® G4900T * Intel® Core™ i3-13100TE
¢ Intel® Core™ i3-8100T ¢ Intel® Core™ i5-13500TE
* Intel® Core™ i5-8500T
* Intel® Core™ i5-9500TE
WiFi WiFi 5 WiFi 6E AX210
Dual Band Wireless-AC 9260
OS Image Not available on CX7ii: Not available on CX7:
* Win 10 loT Enterprise LTSC 2019 * Win 11 Pro
e Win 11 loT Enterprise (Q2 2024)
BIOS AMI Insyde
Display Sizes e 15.6" Projected Capacitive e 15.6" Projected Capacitive

15" 4:3 Projected Capacitive

18.5" Projected Capacitive

21.5" Projected Capacitive

Driver Packages

e Supports NCRPSW/NCRPSL

e Supports RPSW or RPSL

Note
For RPSW, use version RPSW
5.3.2.0 or later.

e Supports RPDM/CADD

e Supports Gen3

Supports NCRPSW/NCRPSL
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https://www5.ncr.com/support/support_drivers_patches.asp?Class=External\NCRPSL\NCRPSW\Platform\display
https://www5.ncr.com/support/support_drivers_patches.asp?Class=External\RPSWWindows\Released\display
https://www5.ncr.com/support/support_drivers_patches_radiant.asp?Class=Hospitality/Gen3_Platform_display
https://www5.ncr.com/support/support_drivers_patches.asp?Class=External\NCRPSL\NCRPSW\Platform\display

CX7ii

OS Images The “no operating system” features * The “no operating system” features
for CX7 and CX7ii are different due for CX7 and CX7ii are different due
to the different BIOS contents. to the different BIOS contents.
Supports any Orderman Windows  Does not support any Orderman
OS image (F740, F758) Windows OS image (F740, F758)
Supports any NCRLinuxU 1.0 image * Does not support any NCRLinuxU 1.0
(F755) image (F755)

Support any NCRLinuxC images * Does not support any NCRLinuxC
(F780, F781) images (F780, F781)
Any customer-specific OS images for
CX7 Windows and Linux will not be
available for CX7ii without initiating
a new SCER
Note
e CX7 and CX7ii NCRLinuxU 2.0 images will be the same, but the Linux features
F756 and F757 will be different due to the different BIOS contents.
e CX7 and CX7ii SUSE Linux images will be the same, but the Linux features F790
and F791 will be different due to the different BIOS contents.
Warning
The CX7 image is not usable on the CX7ii. When migrating from CX7 to CX7ii, images
must be updated based on the latest NCR Gold Images.

BIOS Requires a different BIOS for ¢ Uses the same BIOS for Windows
Windows and Linux and Linux
Not interchangeable with CX7ii * Not interchangeable with CX7
Any customer-specific BIOSs for CX7
will not be available for CX7ii without
initiating a new SCER
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Mounting Configurations

In addition to the integration of the board in the base, each 1/O can be configured for a wall
mount solution, pole mount solution, or ordered in a remote chassis to permit placement

under the counter.

* "Table Top Stand” on the next page

* "Remote I/O Chassis — Pole Mount" on page 55

* "Integrated /O Chassis — Stand/Wall/Pole Mount” on page 57

Confidential and proprietary information of NCR Voyix.

Use and disclose solely pursuant to company instructions.
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Table Top Stand
A\ Caution

When the CX Head is mounted on a Table Top Stand, it is NOT recommended to flip
the CX Head to transition to a customer’s view. Constant flipping of the Head causes
friction on the cable and can lead to wear over an undetermined timeframe. If
constant transitioning to a customer’s view is required on a daily basis, it is
recommended to mount the CX Head on a pole that permits rotation, such as the 14"

Surface Mount Pole (7772-K503) or 14" Bolt-thru Mount Pole (7772-K504).

Table Top Stand with Remote Power Supply

The Power Supply is not integrated in the Base.
For CX7 15.6"” 16:9 or 18.5" Display

 with USB Centric I/O (Retail) (FO33)
* with Serial Centric I/O (Hospitality) (FO35)

For CX7 15" 4:3 Display

* with USB Centric I/O (Retail) (FO43)
* with Serial Centric 1/O (Hospitality) (FO45)

CCP-76587
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Table Top Stand with Integrated Power Supply

The Power Supply is integrated in the Base.
For CX7 15.6"” 16:9 or 18.5" Display

 with USB Centric /O (Retail) (FO32)
* with Serial Centric I/O (Hospitality) (FO34)

For CX7 15" 4:3 Display

 with USB Centric I/O (Retail) (FO42)
* with Serial Centric I/O (Hospitality) (FO44)

Power Supply is integrated in the Base

CCP-76586
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Remote I/O Chassis — Pole Mount

The CX7, when configured with a Remote 1/O, must be mounted on a Pole.

CCP-79967

Remote 1/O Chassis Options
For CX7 21.5" Display

o 7772-F038, 7772-K038 — Remote USB Centric I/O (Retail) Chassis

For CX7 15.6" 16:9 or 18.5" Display

e 7772-F038, 7772-K038 — Remote USB Centric I/O (Retail) Chassis
e 7772-F039, 7772-K039 — Remote Serial Centric I/O (Hospitality) Chassis

For CX7 15” 4:3 Display
o 7772-F048, 7772-K038 — Remote USB Centric I/O (Retail) Chassis

o 7772-F049, 7772-K039 — Remote Serial Centric I/O (Hospitality) Chassis

Remote 1/O Chassis Cable Options

o 7772-F112 (1432-C880-0010) — USBC Cable, Remote, Keyed, Black, Tm
o 7772-F113 (1432-C880-0025) — USBC Cable, Remote, Keyed, Black, 2.5m

Confidential and proprietary information of NCR Voyix.

Use and disclose solely pursuant to company instructions.
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Pole Mount Options

The following kits provide an option to mount the CX7 with Remote 1/O on a Pole.

e 7772-K400 — Pole Mount
e 7772-K503 — 14" Surface Mount Pole
e 7772-K504 — 14" Boltthru Mount Pole

Confidential and proprietary information of NCR Voyix.

Use and disclose solely pursuant to company instructions.
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Integrated 1/0O Chassis — Stand/Wall/Pole
Mount

The CX7 with Integrated /O can be mounted on a stand, on a wall, or on a Pole.

CCP-81572

CCP-79971
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Integrated 1/0O Chassis Options
For CX7 21.5" Display

e 7772-F036 — Integrated USB Centric 1/O (Retail)

For CX7 15.6"” 16:9 or 18.5" Display

e 7772-FO36 — Integrated USB Centric I/O (Retail)

o 7772-F037 — Integrated Serial Centric 1/0 (Hospitality)
For CX7 15" 4:3 Display

o 7772-F046 — Integrated USB Centric 1/O (Retail)
o 7772-F047 — Integrated Serial Centric 1/O (Hospitality)

B Note

Kits are not available to convert units to Integrated 1/0.

Mounting Options
The following features/kits provide an option to mount the CX7 with Integrated I/O on a

stand, on a wall, or on a Pole.
Table Top Stand (For 15" 4:3 or 15.6" 16:9 or 18.5" Display only)
e 7772-FO36 — Integrated USB Centric I/O (Retail)

e 7772-F037 — Integrated Serial Centric 1/0 (Hospitality)

» 7772-F040 — Stand, CX7, Integrated |/O Mount, without Power Supply
» 7772-F041 — Stand, CX7, Integrated 1/O Mount, with Power Supply

Wall Mount

o 7772-K320 — Flush Wall Mount Bracket, Integrated 1/0
» 7772-K325 — Wall Mount Bracket with Power Supply enclosure, Integrated /0O
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Pole Mount

e 7772-K400 — Pole Mount
e 7772-K503 — 14" Surface Mount Pole
e 7772-K504 — 14" Boltthru Mount Pole

Confidential and proprietary information of NCR Voyix.
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CX Head Ports

USB Type C LAN Power /
Display

CCP-81523

Confidential and proprietary information of NCR Voyix.
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CX Head (Motherboard) Connector Pinouts
USB-C (USB Type C Display)

The USB Type C connector (Molex 105450-0101-SD) serves as the connection between the
Motherboard and the secondary display. The connector is rated at 30V withstand voltage and
a current carrying capacity of up to 5A. The connector is compliant with the USB Type C
Standard with Alt Mode for Display Port and reversible connection capability.

I I
A1 A2 A3 A4 A5 A6 A7 A8 A9 A10 A11A12

= uijj

B12 B11B10B9 B8 B7 B6 B5 B4 B3 B2 B1

CCP-73981

Signal Pin Pin Signal
GND Al B12 GND

USB 3.0 TX1+ A2 B11 USB 3.0 RX1+
USB 3.0 TX1— A3 B10 USB 3.0 RX1—
+V (12V) A4 B9 £V (12V)

CC1 A5 B8 SBU2

USB 2.0 D+ Ab B7 USB 2.0 D—
USB 2.0 D— A7 B6 USB 2.0 D+
SBU1 A8 B5 CC2

+V (12V) A9 B4 1V (12V)
Display Port A10 B3 Display Port
Display Port ATl B2 Display Port
GND A12 B1 GND

Confidential and proprietary information of NCR Voyix.
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The Power Delivery (PD) Controller communicates with existing products which use Tl
TPS6598x devices. The port only supports standard 5V and non-PD (non-Power Delivery)
standard voltage of 12V on +V pins to power NCR Customer Displays.

The port requires an MUX with Redriver to support cable lengths up to 4m.

LAN

The Motherboard provides 10/100/1000 LAN support using Intel 1219 “Jacksonville”.

)

1

12345678
il i
3 E“'—‘ = I@ o CCP-84007

Signal Name Pin Pin Signal Name

MDIPO 1 2 MDINO

MDIP1 3 4 MDIN1

MDIP2 5 6 MDIN2

MDIP3 7 8 MDIN3

The LAN connector features Activity, Link, and Speed indicator LEDs. For more information,

refer to "LAN Diagnostic LEDs"” on page 134.
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USB-C (Power/Data)

The USB Type C connector (Molex 105450-0101-SD) serves as the primary connection
between the Motherboard and the |/O Board. The connector is rated at 30V withstand
voltage and a current carrying capacity of up to 5A. The port is a non-standard USB-C port
and is only intended to connect the Motherboard to the 1/O Board. The port provides 24V

and up to 4A current directly to the Motherboard from the 1/O Board without Power Delivery

(PD) handshaking.

I

A1 A2 A3 A4 A5 A6 A7 A8 A9 A10 A11A12

—=—————)

B12 B11B10B9 B8 B7 B6 B5 B4 B3 B2 B1

[

Signal Pin Pin Signal

GND Al B12 GND

USB 3.0 TX1+ A2 B11 USB 3.0 RX1+
USB 3.0 TX1— A3 B10 USB 3.0 RX1—
+V (24V) A4 BY +V (24V)
CC1 (GPIO1) A5 B8 SBU2

USB 2.0 AD+ Ab B7 USB 2.0 BD—
USB2.0AD- A7 B6 USB 2.0 B D+
SBU1 A8 BS CC2 (GPIO2)
+V (24V) A9 B4 +V (24V)
Display Port A10 B3 Display Port
Display Port A1l B2 Display Port
GND A12 B1 GND

Since reversibility is not required, the CC1 and CC2 signals will be re-purposed for the

following functions:
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Signal Pin Function

CC1 (GPIO1) A5 Power Status from Motherboard

CC2 (GPIO2) B5 Display Port Hot Plug Detect

The port does not require an MUX, but requires independent Redrivers on the USB 3.0 and
DP signals to support long cable lengths.
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1/0O Ports

* USB Centric I/O (Retail)

* "Base” on the next page

* "Integrated 1/O" on page 68

* "Remote I/O" on page 69

* Serial Centric 1/0 (Hospitality)
* "Base" on page 70

* "Integrated 1/O" on page 72

* "Remote I/O" on page 74

Confidential and proprietary information of NCR Voyix.
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USB Centric 1/0 (Retail)

Base

The following are the default I/O ports for the NCR CX7 All-in-One POS (7772) with a
USB Centric I/O (Retail) Base.

o 9 e e e @ 0 6 9 @ @ CCP-76592

Callout Port Name

1 Cash Drawer
2 USB 24V
3 USB 12V
4 24V Power In
5 Status LED
6 USB-C
7 LAN Out
Note
Connect to the CX Head

Confidential and proprietary information of NCR Voyix.
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Callout Port Name

8 LAN In

Note

Connect to Ethernet Network

9 DB9 Serial (Standard UART)
10 DisplayPort

1 Dual USB 3.0

12 RJ50 Serial (Enhanced UART)

Confidential and proprietary information of NCR Voyix.
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Integrated 1/0

The following are the default I/O ports for the NCR CX7 All-in-One POS (7772) with
Integrated USB Centric 1/O (Retail).

LAN

CCP-84009

Callout Port Name

1 Cash Drawer

2 USB 24V

3 USB 12V

4 24V Power In

5 Status LED

6 USB-C

7 DB Serial (Standard UART)
8 DisplayPort

9 Dual USB 3.0

10 RJ50 Serial (Enhanced UART)

B2 Note

The Integrated USB Centric I/O (Retail) does not include a LAN Port. A LAN Port is

available on the Motherboard. To connect to a network, refer to "Connecting to a

Network"” on page 107.
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Remote 1/0

The following are the default I/O ports for the NCR CX7 All-in-One POS (7772) Remote
USB Centric /O (Retail).

CCP-77891

Callout Port Name

1 RJ50 Serial (Enhanced UART)
2 Dual USB 3.0
3 DisplayPort
4 DB Serial (Standard UART)
5 LAN In

Note

Connect to Ethernet Network

6 LAN Out

Note
Connect to the CX Head

7 USB-C

8 LED

9 24V Power In
10 USB 12V

1 USB 24V

12 Cash Drawer

Confidential and proprietary information of NCR Voyix.
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Serial Centric 1/0 (Hospitality)

Base

The following are the default I/O ports for the NCR CX7 All-in-One POS (7772) with a Serial
Centric I/O (Hospitality) Base.

CCP-77864

Callout Port Name

1 RJ45 Serial
e COMS5 (Enhanced UART)
* COMO6 (Standard UART)

2 Dual USB 3.0

3 USB 12V

4 USB 24V

5 24V Power In

6 Status LED

7 USB-C
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Callout Port Name

8 LAN Out

Note
Connect to the CX Head

9 LAN In

Note

Connect to Ethernet Network

10 DisplayPort
1 Cash Drawer B
12 Cash Drawer A
13 RJ12 Serial

* COMT (Enhanced UART)
e COM2 (Standard UART)
e COMS3 (Enhanced UART)

¢ COM4 (Standard UART)
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Integrated 1/0

The following are the default I/O ports for the NCR CX7 All-in-One POS (7772) with
Integrated Serial Centric 1/O (Hospitality).

CCP-79084

Callout Port Name

1 RJ45 Serial

e COMD5 (Enhanced UART)

* COMO6 (Standard UART)

2 Dual USB 3.0
3 USB 12V

4 USB 24V

5 24V Power In
6 Status LED

7 USB-C

8 DisplayPort

9 Cash Drawer B
10 Cash Drawer A
1 RJ12 Serial

e COMT1 (Enhanced UART)
* COM2 (Standard UART)
e COMS3 (Enhanced UART)

e COM4 (Standard UART)
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B Note

The Integrated Serial Centric I/O (Hospitality) does not include a LAN Port.

A LAN Port is available on the Motherboard. To connect to a network, refer to

"Connecting to a Network"” on page 107.

LAN

el

CCP-84010
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Remote 1/0

The following are the default I/O ports for the NCR CX7 All-in-One POS (7772) Remote
Serial Centric I/O (Hospitality).

S

CCP-77892

Callout Port Name

1 RJ12 Serial

e COMT (Enhanced UART)
¢ COM2 (Standard UART)
e COMS3 (Enhanced UART)

e COM4 (Standard UART)

2 Cash Drawer A
3 Cash Drawer B
4 DisplayPort
5 LAN In

Note

Connect to Ethernet Network

6 LAN Out

Note
Connect to the CX Head

7 USB-C
8 LED
9 24V Power In
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Callout Port Name

10 USB 24V

1 USB 12V

12 Dual USB 3.0
13 RJ45 Serial

e COMS5 (Enhanced UART)

¢ COM6 (Standard UART)
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/0O Board Connector Pinouts

12V USB + Power

The 1/O Board provides latching 12V Powered USB port (Foxconn P/N UB11123-GHT2-4F or
NCR Voyix approved equivalent). The 12V Powered USB port is capable of supplying 12V at

2.0A max. The color of the connector is teal.

The 12V of each port is fused with a self-healing poly-fuse (Polytronics Everfuse P/N
SMD2920P300TF/15 or NCR Voyix approved equivalent). An overcurrent signal is used to
detect when this fuse is open. This signal is connected to a GPIO on the Super 1/0O.

Current limiting power switches are provided on the 5V VBUS pins with a limit current of 1A.

The USB Centric I/O Board provides three 12V Powered USB ports, while the Serial Centric
I/O Board provides one 12V Powered USB port.

CCP-77887

Signal Name Pin Pin Signal Name
USB PWR 1 5 GND

USB D— 2 6 +12V

USB D+ 3 7 +12V

GND 4 8 GND

FRAME GND 9 10 FRAME GND
FRAME GND M 12 FRAME GND
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24V USB + Power

The 1/O Board provides one latching 24V Powered USB port (Foxconn P/N UB11123-GHR3-
4F or NCR Voyix approved equivalent). The 24V Powered USB port is capable of supplying
24V at 2.3A continuous and 3.0A peak. The color of the connector is red.

The 24V is fused with a resettable fuse (Tyco RUEF250U or NCR Voyix approved equivalent).
An overcurrent signal is used to detect when this fuse is open. This signal is connected to a

GPIO on the Super I/O. A separate return line, 24V_RET, is used instead of ground to

provide noise isolation.

CCP-77888

Signal Name Pin Pin Signal Name
USB PWR 1 5 24V_RET

USB D— 2 6 +24V

USB D+ 3 7 +24V

GND 4 8 24V_RET

FRAME GND 9 10 FRAME GND
FRAME GND 1 12 FRAME GND

Confidential and proprietary information of NCR Voyix.
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Cash Drawer
Cash Drawer Connector for USB Centric I/O

The USB Centric 1/O Board provides a single 6-position RJ12 connector (Molex 44248-0065
or NCR Voyix approved equivalent).

CCP-77004

Pin Signal Name
1 Frame Gnd

2 Solenoid A

3 Drawer A/B

4 +24V/12V

5 Solenoid B

6 Logic Gnd
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Cash Drawer Connector for Serial Centric I/O

The Serial Centric 1/O Board provides a dual package RJ12 connector. The color of the

connector is red.

CCP-77004

Signal Name
1 Frame Gnd
2 Solenoid A
3 Drawer A/B
4 +24V/12V
5 NC
6 Logic Gnd
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DisplayPort
The I/O Board provides a 2-lane DisplayPort. Lanes 2 and 3 of the DisplayPort are not

connected internally.

CCP-76975

Signal Name
1 ML_LaneO (p)
2 GND
3 ML_LaneO (n)
4 ML_Lane (p)
5 GND
6 ML_Lane1 (n)
7 ML_Lane2 (p)
8 GND
9 ML_Lane2 (n)
10 ML_Lane3 (p)
1 GND
12 ML_Lane3 (n)
13 CONFIG1
14 CONFIG2
15 AUX CH (p)
16 GND

Confidential and proprietary information of NCR Voyix.
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Pin Signal Name

17 AUX CH (n)

18 Hot Plug Detect
19 Return

20 DP_PWR

LAN

Both USB Centric and Serial Centric 1/0O Boards provide Gigabit Ethernet support on an RJ45
connector using a passthrough connection to the motherboard. The connector does not

feature an LED indicator.

CCP-77853

B Note

The Integrated 1/O does not have LAN Out and LAN In Ports.
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Power In
Both USB Centric and Serial Centric I/O Boards accept +24V DC voltage input from an

external power supply. The Power In connector is a 4-pin DIN - CUI PD-40S or equivalent.

CCP-76976

Pin Signal Name
1 GND

2 24V

3 GND

4 24V

Confidential and proprietary information of NCR Voyix.
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USB-C

The /O Board is connected to the motherboard through a non-standard USB Type C
connector. The I/O Board provides a +24V power to the motherboard through the VBUS

lines of the USB-C connector.

I I
A1 A2 A3 A4 A5 A6 A7 A8 A9 A10 A11A12

=_— ==4)

B12 B11B10B9 B B7 B6 B5 B4 B3 B2 B1
' ' CCP-73981

Signal Pin Pin Signal
GND Al B12 GND

USB 3.0 TX1+ A2 B11 USB 3.0 RX1+
USB 3.0 TX1— A3 B10 USB 3.0 RX1—
+V (24V) A4 B9 +V (24V)

CC1 (GPIO1) A5 B8 SBU2

USB 2.0 AD+ Ab B7 USB 2.0 BD—
USB 2.0 AD—- A7 B6 USB 2.0 B D+
SBU1 A8 B5 CC2 (GPIO2)
+V (24V) A9 B4 +V (24V)
Display Port A10 B3 Display Port
Display Port AT B2 Display Port
GND A12 B1 GND

Since reversibility is not required, the CC1 and CC2 signals will be re-purposed for the

following functions:
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Signal Pin Function

CC1 (GPIO1) A5 Power Status from Motherboard

CC2 (GPIO2) B5 Display Port Hot Plug Detect

USB 3.0

The 1/O Board provides a dual-stack USB 3.0 Type A connector. Each standard +5V USB port
is capable of supplying 5V at 900mA which is controlled via load switch.

CCP-77884

Serial Ports

The USB Centric (Retail) and Serial Centric (Hospitality) I/O Boards provide different serial

port connectors. The serial ports are connected through a USB to dual UART bridge IC
(SiLabs CP2105).

The serial ports either have a Standard or Enhanced UART interface with the following

features:
Standard UART Interface Enhanced UART Interface
Data formats supported: Data 8 Data Bits 5, 6, 7, and 8 Data Bits
Bits
Data formats supported: Stop 1 Stop Bit 1, 1.5, and 2 Stop Bits
Bits
Parity Even, Odd, No Parity Odd, Even, Mark, Space, No Parity
Baud Rates 2,400 bps to 921,600 bps 300 bps to 2.0 Mbps
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DB-9 Serial (Standard UART)

The USB Centric I/O Board provides one full RS-232 serial port (Standard UART) through a
DB-9 connector. The port has a shunt to select between +12V (default), +5V, or normal RI
functionality. Maximum power capability is TA from this port. The power output from this port

is protected by a self-healing fuse.

CCP-77885

Signal Name

1 DCD

2 RXD

3 TXD

4 DTR

5 GND

6 DSR

7 RTS

8 CTS

9 RI
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RJ50 Serial (Enhanced UART)

The USB Centric I/O Board provides one full RS-232 serial port (Enhanced UART) through an
RJ50 connector. The port has a shunt to select between +12V (default), +5V, or normal Rl
functionality. Maximum power capability is TA from this port. The power output from this port

is protected by a self-healing fuse.

CCP-77849

Signal Name

1 NC

2 DCD
3 DSR
4 RXD
5 RTS
6 TXD
7 CTS
8 DTR
9 GND
10 RI

The RJ50 can be converted to DB9 using these Serial Adapter Cables:

* 1432-C304-0003 — R}J50 (10-pin) to DBY (0.30m)
« 1432-C337-0007 — R}J50 (10-pin) to DBY (0.65m)

Confidential and proprietary information of NCR Voyix.

Use and disclose solely pursuant to company instructions.

86



RJ12 Serial (Two Enhanced UART and Two Standard UART)
The Serial Centric |/O Board provides a quad-package R|12 serial port (two Enhanced UART

and two Standard UART). The RJ12 port is an unshielded 6-pin. The color of the connector is
black.

123456 123456 123456 123456

CCP-77886

Signal Name

1 RTS
2 GND
3 X

4 RX

5 GND
6 CTS
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RJ45 Serial (One Enhanced UART and One Standard UART)

The Serial Centric 1/O Board provides one dual package R]45 serial port (one Enhanced
UART and one Standard UART). The RJ45 port is an unshielded 8-pin. The color of the

connector is yellow.

st |
12345678

CCP-73983

Pin Signal Name
1 DSR

2 DCD

3 DTR/5V

4 GND

5 RX

6 >

7 CTS

8 RTS/12V
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Operator Controls

Power Switch

The Power Switch is located on the bottom of the display. This switch is a momentary contact,

push-on-push-off switch.

Power Switch CCP-76588

The behavior of the Power Switch is controlled by an Operating System setting. Options

typically include:

* Do nothing
* Sleep

Hibernate

Shut down

Turn off the Display

Do nothing is the recommended setting to avoid accidental power cycles. To ensure a stable

system, power cycles should only be controlled through the customer POS application.
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A Warning
If the Power Switch is pressed for four seconds when powering down, the hardware

level override of the processor forces an uncontrolled shutdown. This can corrupt the

Operating System. The ONESHOT feature disables this hardware override. To turn on

the ONESHOT feature, refer to the following procedures: "Enabling ONESHOT” on
page 260.
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Image Recovery Button

The Image Recovery Button is for the OS Image Recovery Tool option. The recessed button is
located on the bottom of the display. The button is a momentary contact, push-on-push-off

switch.

Image Recovery Button CCP-76590
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Trusted Platform Module (TPM)
Verifying TPM is Enabled

CX7/CX7ii supports TPM (software) version 2.0. To confirm that TPM is enabled, follow these

steps:

1. Go to Windows Device Manager.

2. Click the drop-down for Security devices. Trusted Platform Module 2.0 should display

as shown below.

v WY Security devices
B9 Trusted Platform Module 2.0

Activating the hardware TPM

The CX7/CX7ii motherboard supports an optional hardware TPM. The hardware TPM can be
activated through the BIOS.

CX7

To activate the hardware TPM in CX7, follow these steps:

1. In BIOS Setup, go to Advanced.
2. Select Trusted Computing.
3. Change the TPM Device Selection from PTT to dTPM.

CX7ii

To activate the hardware TPM in CX7ii, follow these steps:

1. In BIOS Setup, go to Security.
2. Setthe FTPM/DTPM to DTPM.
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Imager

Programming the Imager

To program the imager to work on a Retail or Hospitality (Aloha) POS, refer to the following
sections in the Imager Setup Sheets document (BCC5-0000-5470):
https://onlinehelp.ncrvoyix.com/Retail /Scanners/ImagerSetup /HTML/FrontMatter-
HTML/Home.htm

* Retail
* Honeywell N6600/N6700 Retail Quick Imager Setup

* Hospitality (Aloha)
* Honeywell N6600 Aloha Programming Sheet
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Keypad

CCP-82169

The Keypad includes keytips and lenses. These are bagged separately (not installed).

* 1x1"00" Key, Black (Qty. 1)
* 1x2 "0" Key, Black (Qty. 1)
* 1x1 Keytip Lens (Qty. 1)

* 1x1.5 Keytip Lens (Qty. 11)
* 2x1.5 Keytip Lens (Qty. 1)

Keypad/Keyboard Remap Utility

The NCR POS Keyboard Remap Utility provides a graphical user interface for keyboard

remapping. The utility is located in the following location:

http://www5.ncr.com/support/support_drivers

patches.asp?Class=External/NCRKeyboard\Remap\display

Refer to the Readme document for the utility installation procedure.
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Label Locations

» "CX7 15" 4:3 Display with Base” on the next page

e "CX7 15.6"” 16:9 or 18.5" Display with Base"” on page 97

o "CX7 15" 4:3 or 15.6"” 16:9 or 18.5" or 21.5" Display with Integrated |/O" on
page 98

e "CX7 15.6"” 16:9 or 18.5" or 21.5" Display with Remote 1/O" on page 100
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CX7 15" 4:3 Display with Base

Certification Label COA Label

Serial Number Label

Model Number Label

CCP-79041
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CX7 15.6” 16:9 or 18.5"” Display with Base

Certification Label COA Label

Serial Number Label

CCP-76595
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CX7 15" 4:3 or 15.6" 16:9 or 18.5" or 21.5"
Display with Integrated 1/0

Certification Label

Features Label

COA Label

Serial Number Label Model Number Label CCP-79081
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CX7 15" 4:3 Display with Remote 1/0

Certification Label COA Label  Features Label

Serial Number Label

Model Number Label

CCP-80929
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CX7 15.6" 16:9 or 18.5” or 21.5" Display with
Remote 1/O

Certification Label COA Label Features Label

Serial Number Label Model Number Label

CCP-80928

Confidential and proprietary information of NCR Voyix.

Use and disclose solely pursuant to company instructions.

100



Hardware Installation

Installation Restrictions

* The NCR CX7 All-in-One POS (7772) conforms to all applicable legal requirements. To
view the compliance statements see the NCR POS Terminals Safety and Regulatory
Information (BO05-0000-1589).

* Install the CX7 near an electrical outlet that is easily accessible. Use the power cord as a

power disconnect device.

* Do not permit any object to rest on the power cord. Do not locate the CX7 where the

power cord can be walked on.

* Use a grounding strap or touch a grounded metal object to discharge any static

electricity from your body before servicing the CX7 terminal.

A Warning

This unit contfains hazardous voltages and should only be serviced by qualified

service personnel.

A Caution
Do not connect or disconnect the transaction printer while the terminal is on. This can

result in system or printer damage.
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Ergonomic Workplace

The NCR CX7 All-in-One POS (7772) has a high-brightness LCD with an anti-glare screen. For

best results, please observe the following when considering the terminal workplace:

* Avoid direct-glaring and reflective-glaring light. Locate the terminal in a controlled

luminance surrounding. When installed next to windows position the terminal so it does

not reflect the outside light.

* If possible, avoid reflective glaring caused by electric light sources.

* Position the terminal for ideal viewing angles.
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Installing the Terminal

This chapter explains how to perform an "Out-of-box” installation of a CX7 configured with
the Base and how to connect optional peripheral devices. The standard items included in the

box are:

CX7 POS

Power Supply

Power Cord

I/O Security Cover

Power Supply

Power Cord

I/O Security Cover

CCP-79503

The CX7 comes fully assembled and ready to use. All that is required to install is connect the

AC Power Cord, LAN Cable, and peripheral device cables.

For more information about the CX7 1/O ports, refer to:

» "USB Centric /0 (Retail)"” on page 66

 "Serial Centric /0 (Hospitality)"” on page 70
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B Note

The POS LCD has a protective film. After removing the film, the LCD should be

cleaned. For more information, refer to "Cleaning the Touchscreen” on page 140.
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Connecting AC Power
A\ Caution

Do not connect or disconnect the Power Cable from the terminal with the AC
Power Cord connected to an AC outlet. It is recommended to disconnect the AC
Power Cord from the AC outlet and wait 30 seconds before connecting or

disconnecting the Power Supply cable from the terminal.

The CX7 receives power from an external 24V power brick.

A\ Caution

The CX7 requires the NCR 24V power supply that is shipped with the terminal. Use of

other power bricks may cause damage to the unit.

1. Connect the Power Supply cable to the Power In connector on the Base.

2. Connect the AC Power Cord to the Power Supply and to an AC outlet.
USB CENTRIC I/O (RETAIL)

AC Power Cord
(Country Specific)

p-

/

24V Power Supply

Power Supply Cable

SERIAL CENTRIC I/0 (HOSPITALITY)

AC Power Cord
(Country Specific)

P

/

24V Power Supply

Power Supply Cable CCP-76594
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Power Consumption

The table below displays the estimated power consumption of the CX7 running on a

Windows 10 operating system, Emerald POS application, and without peripherals.

Duration Power Consumption (kWh)

24 hours 0.603

1 year 220.09

Confidential and proprietary information of NCR Voyix.

Use and disclose solely pursuant to company instructions.

106



Connecting to a Network

Most business configurations require the terminal to connect to a network. Connecting to a
network enables communicating with other systems and devices also on the network.
Depending on business configurations, connecting to a network may allow connection to the

Internet.

CX7 with Base or Remote 1/0

To connect the CX7 terminal with a Base or Remote 1/O to a network, follow these steps:

1. Connect the 10/100/1000 Ethernet Cable to the port labeled LAN In on the

I/O panel. For more information, refer to "1/O Ports” on page 65.

2. Connect the other end of the 10/100/1000 Ethernet Cable to the network hub.

B Note

Consult with your business Information Technology (IT) representative to

determine the available connection, and to locate the network hub.

3. Connect the Flat Ethernet Cable to the port labeled LAN Out on the I/O panel. For

more information, refer to ”1/O Ports" on page 65.

4. Connect the other end of the Flat Ethernet Cable to the port labeled AN on the

CX Head. For more information, refer to "CX Head Ports” on page 60.
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CX7 with Integrated 1/0

The Integrated 1/O does not have a LAN port. A LAN Port is available on the Motherboard.

To connect the CX7 terminal with an Integrated 1/O to a network, follow these steps:

1. Connect the Ethernet Cable to the port labeled LAN on the Motherboard.
USB CENTRIC 1/O (RETAIL)

LAN

LAN

il

CCP-84011
2. Connect the other end of the Ethernet Cable to the network hub.

B Note

Consult with your business Information Technology (IT) representative to

determine the available connection, and to locate the network hub.
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Installing the Cash Drawer

The Cash Drawer can be connected to the Cash Drawer connector on the Base.

A Warning

Non-NCR Cash Drawers must contain a protective diode.

USB CENTRIC I/0 (RETAIL)

SERIAL CENTRIC 1/0 (HOSPITALITY)

The table below shows the cable options.

CCP-76596

Cable Description Notes
1432-C516-0009 Dual Cash Drawer Splitter for 24V Required if using two 24V cash drawers
cash drawers on a CX7 USB Centric I/0.
1432-C517-0009 12V Cash Drawer (RJ12) Adaptor for Required if using 12V cash drawers
Single or Dual Cash Drawer (legacy Radiant) on a CX7 USB Centric
I/0O. Cable allows software to see which
drawer is open/close.
1432-C828-0010 CX7 Single Cash Drawer 6-pin to 4- Required if using 12V cash drawer on a
pin (12V) Cable CX7 USB Centric I/O or Serial Centric
/0.

109
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The table below shows the cable needed per configuration.

Cash Drawer Cable for USB Centric I/0 Cable for Serial Centric 1/0
Single 12V Cash Drawer 1432-C828-0010 1432-C828-0010

Dual 12V Cash Drawer 1432-C517-0009 1432-C828-0010 (Qty. 2)
Single 24V Cash Drawer standard option on I/O standard option on |/O

Dual 24V Cash Drawer 1432-C516-0009 standard option on |/O
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Installing the Second Cash Drawer

A second Cash Drawer can be installed on terminals with a:

* USB Centric I/O (Retail) Base — For more information, refer to "Second Cash Drawer

for USB Centric 1/0 (Retail)” below.

* Serial Centric I/O (Hospitality) Base — For more information, refer to "Second Cash

Drawer for Serial Centric 1/0 (Hospitality)” on page 113.

Second Cash Drawer for USB Centric 1/0 (Retail)

The USB Centric 1/O supports a 2-drawer configuration with a Dual Cash Drawer Cable.

Connect this cable to the Base or transaction printer cash drawer connector.

There are two versions of the Dual Cash Drawer Cable for the USB Centric |/O:

* 1432-C516-0009 (24V)
* 1432-C517-0009 (12V)

A\ Caution

The two cables look very similar. Make sure to use the correct one. Connecting the

wrong cable can damage the 1/O Board.
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USB CENTRIC 1/O (RETAIL)

Cash Drawer

CCP-76597
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Second Cash Drawer for Serial Centric 1/0 (Hospitality)
24V Cash Drawers
24V Cash Drawers can be connected to the Cash Drawer connectors on the Serial Centric

/0.

SERIAL CENTRIC I/O (HOSPITALITY)

24V Cash Drawer

24\ Cash Drawer CCP-77002
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12V Cash Drawers
Single port adapter cables (1432-C828-0010) are required to connect 12V Cash Drawers to
the Serial Centric 1/0.

SERIAL CENTRIC /0 (HOSPITALITY)

Single Port
Adapter Harness

Single Port
Adapter Harness

12V Cash Drawer

12V Cash Drawer CCP-77003
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Configuring Cash Drawer Switch Polarity

Configuring the cash drawer switch polarity depends on the platform software package used.

For more information, refer to:

* "Gen3" below

* "RPSW" on page 118

* "RPSL" on page 121

* "NCRPSW/NCRPSL" on page 122

Gen3

Hospitality (HSR) cash drawers all use 12V coils with Normally Open detection switches. By
default, the Gen3 Hospitality platform software open/close sense settings is Normally Open.
To use a drawer with Normally Closed detection switches (for example, Retail 24V drawer),

the sense settings can be reversed through registry settings.

B2 Note

Gen3 does not support Printer Cash Drawers.
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For 64-bit operating systems

To change the sense settings for a 64-bit Operating System, configure the following registry

values.

Registry
Terminal HKLM/Software/Wow6432Node/Radiant/
Cash Platform/CashDrawer/ReverseOpenDetectl
Drawer 1
Terminal HKLM/Software/Wow6432Node/Radiant/
Cash Platform/CashDrawer/ReverseOpenDetect?2
Drawer 2

Normally
Open
Switch
Polarity
(Default)

Action

Delete the
DWORD
registry
value or set
the value of
the
DWORD to
0.

Normally Closed
Switch Polarity

Action

Create a
new
DWORD
registry
value.

Set the
value of the
new
DWORD to
1.
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For 32-bit operating systems

To change the sense settings for a 32-bit Operating System, configure the following registry

values.

Terminal HKLM/Software/Radiant/

Cash Platform/CashDrawer/ReverseOpenDetectl
Drawer 1

Terminal HKLM/Software/Radiant/

Cash Platform/CashDrawer/ReverseOpenDetect?2
Drawer 2

Normally
Open
Switch
Polarity
(Default)

Action

Delete the
DWORD
registry
value or set
the value of
the
DWORD to
0.

Normally Closed
Polarity

Switch

Action

Create a
new
DWORD
registry
value.

Set the
value of the
new
DWORD to
1.
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RPSW

By default, the RPSW open/close sense setting is Normally Closed. RPSW cash drawer

polarity settings can be configured in either of two ways:

* through the RSM LE utility—for both OPOS and JavaPOS

* through the registry:
* Windows registry—for OPOS

* config.xml settings—for JavaPOS

OPOS

Configuring through RSM LE utility
To change the sense settings in the RSM LE utility, configure the value of the following

parameters.

Normally Closed

Normally Open

Switch Polari
Switch Polarity witch Polarity

(Default)

Parameter Name Parameter Value Parameter Value
Terminal Integrated Cash Model Integrated_Open (None)
Drawer
Printer Cash Drawer Invert CashDrawer Status True False
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Configuring through Windows Registry

To change the sense settings in the Windows Registry, set the registry value.

Normally
Normally Closed
Open Switch  Switch
Polarity Polarity
(Default)
Registry Value
Printer Cash HKLM\SOFTWARE\Wow6432Node\OLEForRetail\ T F
Drawer ServiceOPOS\CashDrawer\<ProfileName>\
InvertCDPolarity

B Note

There are two configurations for InvertCDPolarity for RPSW in OPOS—one in the
cash drawer-printer profile and one in the printer profile. When either one is

updated, it should reflect on both profiles.

JavaPOS

Configuring through RSM LE utility
To change the sense settings in the RSM LE utility, configure the value of the following

parameters.

Normally Closed
Switch Polarity

Normally Open
Switch Polarity

(Default)
Parameter Name Parameter Value Parameter Value
Terminal Integrated Cash Model Integrated_Open (None)
Drawer
Printer Cash Drawer Invert CashDrawer Status True False
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Configuring through config.xml settings

To change the sense settings in config.xml, goto C: \ProgramData\NCR\NCR

JavaPOS\jpos\res\config.xml and configure the following registry values.

Normally Open
Switch Polarity

Normally Closed
Switch Polarity

(Default)
Registry Name Value Value
Terminal Integrated Cash Model Integrated_Open (None)
Drawer
Printer Cash Drawer InvertCDPolarity T F
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RPSL

By default, the RPSL open/close sense setting is Normally Closed. RPSL printer-cash drawer

polarity settings can be configured in either of two ways:

* through the FitClient LE utility

* through the config.xml seftings

JavaPOS

Configuring through FitClient LE utility

To change the sense settings in the FitClient LE utility, configure the value of the following

parameters.

Normally Closed
Switch Polarity
(Default)

Normally Open

Switch Polarity

Parameter Name Parameter Value Parameter Value

Printer Cash Drawer Invert CashDrawer Status True False

Configuring through config.xml settings
To change the sense settings in config.xml, go fo
/usr/local/NCRRetail/jpos/res/config.xml and configure the following

registry values.

Normally Closed
Switch Polarity
(Default)

Normally Open
Switch Polarity

Registry Name Value Value

Printer Cash Drawer InvertCDPolarity T F
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NCRPSW/NCRPSL

By default, the NCRPSW/NCRPSL open/close sense setting is Normally Closed.
NCRPSW/NCRPSL cash drawer polarity settings can be configured in three ways:

* through the DAL (Device Abstraction Layer)
* through the configuration file

* through the Device Configuration Tool

Configuring through the DAL

To change the sense settings in the DAL, set the polarity command.

Normally Closed

Normally Open

Switch Polari
Switch Polarity witch Polarity

(Default)

Command Code Input Parameter Input Parameter
Terminal Cash Drawer AERO_DAL_CMD_ POLARITY_ POLARITY_RETAIL=0

CASHDRAWER_SET_ HOSPITALITY =1

POLARITY

The command echoes back the new polarity. The table below displays the result codes.

Result Code Description

AERO_SUCCESS Valid parameters and successfully set in configuration.

AERO_ERR_INTERNAL_ERROR | Failed to set configured polarity to requested polarity.

AERO_ERR_INVALID_P1 Invalid input polarity.
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Configuring through the Configuration File
To change the sense settings in the configuration file, go to
..\ncr\aero\config\cashdrawer.factory. json and configure the value
of the following parameters.
Normally Closed

Switch Polarity
(Default)

Normally Open
Switch Polarity

Parameter Name Parameter Value Parameter Value

Terminal Cash Drawer default 1 0
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Configuring through the Device Configuration Tool

To change the sense settings through the Device Configuration Tool, follow these steps:

1. Run the Device Configuration Tool.

2. On the left pane, navigate to the device.

Device Configuration Tool
System Information Device Options (Config 1)

S O

[KeTelo[lslel cashdrawer

Polarity

CashDrawer

Device Options

cashdrawer

cashdrawerprofile_g

cashdrawerprofile_t

» HHScanner
» LineDisplay
» MSR
» Misc

» ScannerScale

Start XPDM

3. On the right pane, set the polarity:

Normally Open
Switch Polarity

Parameter Name Parameter Value

Terminal Cash Drawer Polarity 1

Normally Closed
Switch Polarity
(Default)

Parameter Value

4. Select the Save button.
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Additional Reference

For more information on cash drawer switch polarity, refer to the CX Series (CXIO) Cash
Drawer Switch Polarity sections in the Cash Drawer Ordering Guide - Retail (OCI) and Cash
Drawer Ordering Guide - Hospitality and CFR (OCI) in the NCR Voyix Seismic site

(https://ncr.seismic.com).
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Installing the Transaction Printer

A Warning

Do not hot plug the printer when connecting the POS terminal. Always power down

the POS prior to connecting the printer to prevent damage to the POS and/or printer.

Connect the Powered USB Printer Interface Cable to the USB Connector and Power

Connector on the printer and to the 24V Powered USB Connector on the Base.

USB CENTRIC 1/O (RETAIL)

24V USB
B

%
22

1432-C087-0010
1432-C403-0040

1432-C087-0010
1432-C403-0040

CCP-77070
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Powering Up the Terminal

1. After installing the terminal, power up the system by briefly pressing the Power Switch.

Release the Power Switch when the green LED turns on.

Power Switch

B Note

The system installs the system devices, system settings, and then reboots to

CCP-76588

continue setup.

2. Complete the System Setup. This varies depending on the operating system, but the
following is typical:

* Starting Windows
* Preparing the computer for first time

* Checking video performance

3. Accept the License Terms Agreement.

B Note

Depending on the installed operating system and the selected settings, the amount of

time it takes to boot up may vary.
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LED

Power LED

Power LED
CCP-76589

The Power LED, located on the front of the display, has multiple functions as defined below.

Color Description

Solid Green Terminal is ON and all voltages from power supply and motherboard are okay.
Blinking Green Terminal is in SUSPEND (S3/S4) mode.
Solid Red Processor over temperature.
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Diagnostic LEDs

The Power LED and HDD LED also function as diagnostic indicators, defined below.

B Note

The cell colors indicate the color of the LED at that particular time.

Power LED

CCP-82163

Current Suspect
System Component/ Terminal State  HDD LED Power LED Debug Path
Operation Failure
Normal System ON
Operation
Normal N/A System ON with N/A
Operation SSD Activity
Normal N/A Unit in Suspend N/A
Operation (S3/54)
OFF with AC N/A OFF, Not in N/A
Present Standby.

External power

supply is on.
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Current Suspect
System Component/ Terminal State  HDD LED Power LED Debug Path

Operation Failure

OFF with AC Power System OFF, Not in OFF OFF 1. Check AC power

Present Standby. to power supply.

External power
2. Check power

supply is on.
supply.

3. Check
connection

between unit and

power supply.

4. Check power
connection from
back panel to
motherboard
and
motherboard to

front panel.
5. Replace power
supply.
6. Replace

motherboard.

7. Replace front
panel board.

Runtime Cooling Over N/A 1. Check for

Solution/CPU Temperature blocked cooling

vents.

2. Check for fan

failure.

3. Check for
excessive
ambient

temperature.

4. Check cooling

solution.
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Current Suspect

System Component/ Terminal State  HDD LED Power LED Debug Path
Operation Failure
CPU not 1. Check for
Operating correctly
installed CPU.
2. Replace
motherboard.
POST BIOS Chip BIOS Checksum 1. Perform BIOS
Failure crisis recovery.
2. Replace BIOS
chip.
3. Replace
motherboard.
POST Memory Memory Issue 1. Check for
properly
installed
memory.
2. Replace
memory.
3. Replace
motherboard.
POST Motherboard No Display Replace motherboard.
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Current
System
Operation

Suspect
Component/

Failure

Display,
Motherboard,
Peripheral

Terminal State

Stopped Prior

to Boot

HDD LED

Power LED

Debug Path

No Display:

1. Check for power
to display.

2. Check cable
connection
between unit/
motherboard
and display.

3. Check for
properly
functioning
display.

4. Replace

motherboard.

Display Working:

1. Use display to
determine failure
point via
onscreen
message and

BIOS setup.
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Current Suspect
System Component/ Terminal State  HDD LED Power LED Debug Path

Operation Failure

Boot Time Boot Media Display is OFF SSD is Boot Device:
(SSD, LAN) working, but 1. Check SSD
it will not
zm v .no status in BIOS
oot or it
tup.
booted from setup
wrong device. 2. Check

connections
between SSD
and

motherboard.
3. Replace or re-

image SSD.
4. Replace

motherboard.

LAN is Boot Device:

1. Check for LAN
link and activity
LEDs on back

panel.

2. Check LAN
cable.

3. Replace
motherboard.
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LAN Diagnostic LEDs

The LAN connector on the back of the CX Head features Activity, Link, and Speed indicator
LEDs.

B Note

The LAN diagnostic LEDs are only available for the CX7 with an Integrated 1/0

configuration.

) T

u_ = HV@L

LED 1 LED 2 CCP-84008
Color Description

LED 1 Green 100 Mbps
Orange 1 Gbps

LED 2 Yellow Link Active

/0O Panel LED

» "Base” on the next page

* "Integrated 1/O Expansion” on page 136

* "Remote I/O Chassis” on page 137
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Base
The Status LED is located on the I/O Panel of the Base.

USB CENTRIC /O (RETAIL)

LED Diagnostic Indicator
SERIAL CENTRIC 1/0 (HOSPITALITY)

LED Diagnostic Indicator

Color Description

Green On
Orange S3 Suspend Mode
Off Off
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Integrated 1/O Expansion

The Status LED is located on the I/O Panel on the back of the Display.

USB CENTRIC 1/0 (RETAIL)

LED Diagnostic Indicator

SERIAL CENTRIC I/0 (HOSPITALITY)

kel

LED Diagnostic Indicator

Color Description

Green On
Orange S3 Suspend Mode
Off Off
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Remote I/O Chassis

USB CENTRIC 1/0 (RETAIL)

/ CCP-79080

LED Diagnostic Indicator

Color Description

Green On
Orange S3 Suspend Mode
Off Off
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Operation and Cleaning

Administrator Login
In order to install certain software on the terminal you may need Administrator rights.
Username: NCR

Password: NCR (Password is case sensitive.)
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Projected Capacitive (PCAP) Touchscreen

The NCR CX7 All-in-One POS (7772) has a Projected Capacitive (PCAP) Touchscreen that

has the following features:

* Benefits of normal capacitive touchscreens

* Fast processing of information

High sensitivity (use conductive pencils, with hands, and with thin gloves)

Multi4touch capability (10-finger)

High resolution

Improved legibility and display brightness due to optimal light transmission

In addition, the active surface of PCAP touchscreens is not directly touched and does not
wear off by normal use because it is located on the back side of the touchscreen, instead of

the front side. Therefore, the NCR CX7 All-in-One POS (7772) can be used in public or in

severe environmental conditions.

Using the PCAP Touchscreen

To use the PCAP touchscreen, do any of the following:

* Use a single finger to resemble the left mouse button.

* Use two fingers to zoom IN (fingers brought together) or zoom OUT (fingers pulled
apart).

* Use a circular motion with your finger to rotate an element on the screen. This function

must be supported by either the Operating System or the application.
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Cleaning the Touchscreen

Touchscreens can be effectively cleaned with water or up to 70% isopropyl alcohol solution.

Follow these steps to avoid damage to the touchscreen:

A Warning

Turn OFF the terminal before cleaning the touchscreen.

A Warning

Do not use sharp objects to clean around the edges of the touchscreen. Do not use

abrasive cleaners (powders) or abrasive cleaning materials (scrub brush, scouring

pad).

A Warning

Do not use Windex or any similar alkaline (weak base) cleaner as it can degrade the

anti-glare coating.

1. Clean the screen using a non-abrasive cloth (microfiber cleaning cloth or cloth towel)

and water.

A Warning

Do not apply any cleaning products directly to the screen. Do not soak the

cloth: wring it out before use.

2. Dry the screen with another soft cloth.
3. Clean the screen further using a cloth dampened with isopropyl alcohol solution, or

using pre-packaged wipes.

A Warning

Do not apply any cleaning products directly to the screen. Do not soak the

cloth: wring it out before use.

4. Ensure that the glass and screen edges are completely dry before using the unit.
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Magnetic Stripe Reader
The Magnetic Stripe Reader (MSR) for the CX7 is an ISO 3-Track (Encrypted).

The card reading is bi-directional and can be mounted on Port A (right side) of the display.

Using the MSR

Swipe the card through the slot in the MSR in a quick and steady movement. The magnetic

stripe must be facing up and with the stripe in the slot.

CCP-77870

Care of Cards

 Cards should never come in contact with liquids.
 Cards should never be bent or folded in any way.

* Cards should never come in close proximity of a magnetic field.

Card Thickness

The MSR module accepts standard cards within the thickness range of 0.68—0.84 mm.
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Cleaning the MSR

Customers who are participating in the NCR Partnership Services Program can purchase

cleaning cards through NCR Services using the NCR Part Number.

NCR Part Number

MSR Cleaning Card, Wet | 603-9015143

Cleaning Frequency

For low use refail establishments, the cleaning procedures should be followed at least once
per month. In areas of extremely high traffic (in excess of 500 swipes per day) or an
operating environment that is high in contaminants, such as found in the food service

industry, a weekly cleaning should be performed.
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Biometrics Fingerprint Reader

High quality fingerprint templates are imperative for the security of the biometric security
system. Low quality fingerprint templates can impact future read rates. Therefore, using the
Biometrics Module should be done very carefully. In case of inexperienced users who are
using the module for the first time, the process should be assisted (guided) by an

administrator or experienced user.

Using the Biometrics Reader

Place your thumb/finger flat and straight on the sensor. If this is not possible, try to place

your thumb/finger on the sensor in the same angle every time.

Biometrics Reader

CCP-77871

Under normal usage conditions dirt, residue, oils, and other materials can collect on users’
fingers. This can possibly cause poor collection of fingerprint data, which can cause
performance degradation. For the best results it is recommended that the user keep their

fingers relatively clean and free of residues that may alter the sensor performance.

Scotch tape can be used to clean fingers. Adhere the tape to the finger and then pull it off.
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Cleaning the Sensor

Before each authentication, it is recommended that the user first clean the sensor. Place
adhesive tape onto the sensor and then pull it off. This assures that residue from previous

usage is removed.

A Caution

Do not use abrasive materials to clean the sensor.

Software Drivers

The CX7 biometrics reader is a digitalPersona U.ARE.U 4500 Module. Please visit the

Crossmatch website for drivers and application developer tools.

https://www.crossmatch.com/company/support/request/
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Cleaning the CX7 Cabinet

1. Disconnect the unit from the AC outlet before cleaning.

2. Wipe the cabinet using a non-abrasive cloth (microfiber cleaning cloth or cloth towel)

dampened with soap and water solution.

A Warning

Do not use alcohol (methyl, ethyl, or isopropyl) or any strong dissolvent. Do not
use thinner or benzene, abrasive cleaners (powders), abrasive cleaning
materials (scrub brush, scouring pad), or compressed air. Do not use any other
types of cleaners such as vinegar, solvents, degreasers, or ammonia-based

cleaners. These can damage the unit.

A Warning
Avoid getting liquids inside the unit. If liquid does get inside, have a qualified

service technician check it before you power it on again.

3. Wipe the cabinet using a clean and dry lint-free cloth.

4. Remove external dust around the cooling vents.
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Cleaning the Cooling Vents

The air vents on the back of the terminal should be cleaned periodically to maintain optimum

cooling for the CPU.

Use the hose attachment on a standard household vacuum cleaner to remove the dust from

the vents.

Vent

CCP-76599
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Disk Image Backup and NCR Image

Recovery Tool

Introduction

This section discusses procedures on how to backup or recover the POS image. The terminal
has a recovery tool that performs a complete backup of the whole SSD. This includes the
operating system, all files, data and the database itself if it is installed on the SSD, making an

exact duplicate of everything contained on the terminal.

The NCR Image Recovery Tool uses the Windows Image (. WIM) file format to store the OS
image. This is a file-based format for use with the ImageX and DISM tools that Microsoft
created for use with Windows Vista and later OS versions. The format can also be used to
capture and restore XP-based OS images. More information on the ImageX tool and . WIM
format can be found at:

http://technet.microsoft.com/en-us/library/cc722145(WS.10).aspx

The NCR Image Recovery Tool is designed to create a complete backup of, or restore, a

previously saved image to the terminal.

The NCR Image Recovery Tool offers the following functions and features:

* Multi-language support for the following languages: EN, DE, FR, IT, ES
* Check and Repair Disk

* Backup the System

* Restore the System to a previous state

* Password Protection

* Network support

You can save and restore your backup from different locations:
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* Network
e USB Drive

* Hard Drive/Solid State Device (if present on the terminal)
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Running the NCR Image Recovery Tool

Starting the NCR Image Recovery Tool

The Image Recovery Button is located on the bottom of the display.

1. Begin with the terminal OFF.

2. Press and hold the recessed Image Recovery Button. While holding the Image
Recovery Button, momentarily press the Power Switch.
3. Continue holding the Image Recovery Button until the NCR logo has flashed on the

screen.

Power Switch

Image Recovery Button CCP-76598
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Main Screen

When the terminal boots the Main Screen is displayed.

Save or
Load Image System Information

System date/time:

09/12/19 08:10:37

IP Address: Disconnected
Total Memory:16GB

Total Drive Space: 447.48 GB
Free Space:

OS Volume: 189.13 GB
Recovery Volume: 4.38 GB
Platform Type:

Unit Serial Number: 000000
Saveload Filename:

Base Image Filename:

Shutdown
or Reboot

Save or Load Image

This button opens the Backup and Recovery screen.

Change Settings

This button opens a dialog screen to let you set/change the password and to configure the

network settings.

Shutdown or Reboot

This button opens the screen to properly Shutdown and Reboot the POS.

System Information

This is where useful information of the POS is displayed, such as Serial Number and Image
Names.
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Save or Load Image

This function is used to either Save or Load an image from a device.

1. On the Main Screen, select Save or Load Image.

Save or
Load Image System Information

System date/time:

09/12/19 08:10:37

IP Address: Disconnected
Total Memory:16GB

Total Drive Space: 447.48 GB
Free Space:

OS Volume: 189.13 GB
Recovery Volume: 4.38 GB
Platform Type:

Unit Serial Number: 000000
Saveload Filename:

Base Image Filename:

Shutdown
or Reboot

Confidential and proprietary information of NCR Voyix.

Use and disclose solely pursuant to company instructions.

151



2. Enter the Password. The factory default password is Recovery1234.

Enter. Password

Lost
Password

F10 F11 F12 Ins
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Saving an Image

The Select Image Location screen displays a terminal with three sets of In/Out arrow buttons,
indicating the direction of data flow when selected. Arrows pointing away from the terminal
are used to Save images to a device. Arrows pointing towards the terminal are used to Load
an image.

Load from Network  Save to Network Save to USB Device Load from USB Device

Select Image Location

N

i

N
\ |- i
\,,f -

Network

Load from HDD/SSD Save to HDD/SSD 32817

Recovery Partition Size

The size of the Recovery Partition is limited to 8GB on the local drive. The USB and network
options can be used to store / backup larger images. The total size is comprised of the base
factory image + the user and site backups and the roughly 300MB of space used by WinPE
and apps. USB/Network backups are limited only by the hardware that they are being stored

to.

After the factory image is copied into the Recovery Partition, there is approximately 3GB

remaining in the 8GB partition. Any data stored as an incremental backup to this location is
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compressed. A typical, large POS software installation will not outpace the constraints of the

local storage.

Backups to separate slots in the NCR Image Recovery Tool only increase the total storage
required by the amount of data added to the image. When the contents of the OS partition
become too large to store in the 8GB local Recovery Partition, then one of the alternate

storage methods available (USB or network) should be used to store backups.

Output Options

There are three output options:

* Solid State Device
e USB Device
* Network

1. Select the arrow that points to the desired output.

2 Example
Select the USB Save Button.

Save o USE Device

Select Image Location

MNetwork

iy

C@ NCR
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2. Select the USB Button.
Select USB Drive

FAWIM_IMAGES
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If this is the first backup performed on this POS, the image is automatically saved as a

Site backup.

Press a Button to Save Image onto Local Drive from POS

Copying base recovery image...

10% Copied
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If a backup already exists, you have the choice of performing either a Site or User
backup.
* Site Image — Use this option immediately after all application components have

been loaded and set up for initial operation, or for base image updates.

* User Image — Use this option for routine day-to-day or periodical backups.

B Note

Site and User backups are separate independent backups.

Press a Button to Save Image onto USB Drive from POS

The image information is updated with the new image date.
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Loading An Image

A\ Caution
Do NOT remove power during an Image Load. Complete the Operating System setup

and then shut down Windows properly. Removing power prematurely will corrupt the
image and display various messages like "Windows failed to load” or "missing or
corrupt registry”. If this happens you can do an Image load of the Factory image with

the NCR Image Recovery Tool.

1. Select the arrow that points from the desired load device to the terminal.

2 Example
Select the USBLoad Button.

Select Image Location

MNatwork

Load Froma USB Davice

A2RAA
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2. Select the USB Button.

Select Location of Recovery Image

F\A WIM_IMAGES

If you are loading from a network, the Select a Network Drive dialog screen will open.

Select a Network Drive

|Servername W

Network Server Shared Folder Name

[Domain\Userame

User or Domain\User Network Password

On-Screen Keyboard

F10 F11 F12 Ins

Bksp PgUp

I \ PgDn

Enter Home

Subnet Mask:

Default Gateway: 0.0.0.0 Refresh IP Address

Confidential and proprietary information of NCR Voyix.

Use and disclose solely pursuant to company instructions.

159



3. Select the Image Type.

 User Image — Most recent routine backup.
* Site Image — Image of the terminal after application components were loaded.

* Factory Image — The NCR Base Image as shipped from the factory.

Press a Button to Load Image onto POS from USB Drive
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4. Select Yes to apply the image.

A Caution

All the information in the current productive/working image on the drive is lost

with this operation!

Press a Button to Load Image onto POS from USB Drive

This will erase your current OS and replace it with the Site saved
image: "

3/20/2014 4:54 PM

2 partiions [103MB, 491GB]"

All existing data will be permanently erased.

Are you sure you wish to continue?
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A progress bar is displayed as the image is applied.

Press a Button to Load Image onto POS from USB Drive

Applying image
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A message is displayed when the load is complete.

Press a Button to Load Image onto POS from USB Drive

Image load complete.
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5. Reboot the POS.

®

Shutdown

) NCR
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Change Settings

On the Main Screen, select Change Settings.

Save or
Load Image System Information

System date/time:

09/12/19 08:10:37

IP Address: Disconnected
Total Memory:16GB

Total Drive Space: 447.48 GB
Free Space:

OS Volume: 189.13 GB
Recovery Volume: 4.38 GB
Platform Type:

Unit Serial Number: 000000
Saveload Filename:

Base Image Filename:

Shutdown
or Reboot

There are four functions available on the Change Settings screen:

* Change Network Settings
* Change Password
* Replace Recovery Image

* Change Language
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Change Network Settings

1. On the Change Settings Screen, select Change Network Settings.

Change Network Settings

Change Password

Replace Recovery Image

Change Language

Change Network Settings

Servername ‘Sharename

Network Server Shared Folder Name

|Domain\Username

User or Domain\User

F10 F11 F12 Ins
Bksp PgUp
I \ PgDn
Enter Home

Shift End

Default Gateway: 0.0.0.0 Refresh IP Address
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Change Password

1. On the Change Settings Screen, select Change Password.

2. Enter the current password and the new password, and then select Enter.

Change Password

Enter Current Password

Enter New Password

Confirm New Password

On-Screen Keyboard u

Caps

Shift

Ctrl Wnd

If you have forgotten or lost the password, select Lost Password. A unique code is

generated that you can provide to NCR Support to receive a new temporary password.

I | J

Enter Password
Lost
Password

F10 F11 F12 Ins

Caps

Shift
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Replace Recovery Image

This feature is used to update the NCR Image Recovery Tool and the environment that it runs

in.

1. On the Change Settings Screen, select Replace Recovery Image.

Change Network Settings

Change Password

Replace Recovery Image

Change Language
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2. Select the source of the Recovery Image.

Select Location of Recovery Image

F\A WIM_IMAGES

3. Complete the image replacement in the same manner as with the POS Site/User image

restore procedures.
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Change Language

1. On the Change Settings Screen, select Change Language.

Change Network Settings

Change Password

Replace Recovery Image

Change Language
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2. Select the language of choice.

Please select your language

) w =

English French Spanish German

) NCR

Confidential and proprietary information of NCR Voyix.

Use and disclose solely pursuant to company instructions.

171



Creating a Disk Image

This terminal has an Image Recovery Button that permits end users to quickly restore a disk
backup from a hidden partition on the NCR system storage. To utilize this valuable feature,
the image must be created using the NCR Imaging Suite. The NCR Imaging Suite is available
from NCR at:

htps://www5.ncr.com/support/support _drivers patches

radiant.asp?Class=Hospitality/GenDrivers_display

From this site, download the following:

* ImagingSuite_5.3.0.3.zip (or later) — The Imaging Suite package consists of three
primary parts:

* A server application for local area network imaging

* The NCR Image Recovery Tool, which is a client application that runs on the

target or source machine where images will be applied to or captured from

* A customized version of Windows PE 3.1 boot OS environment from which the

client application will be run

* Imaging Suite User Guide — This document provides a general overview of the Imaging
Suite package, how to configure the system to run it, and how to use the applications to

capture and apply system images.
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Configuring a Second SSD for RAID

Introduction

This chapter discusses how to add a second hard drive and configure a RAID system using

the Intel® Rapid Storage Technology.

The Intel® Rapid Storage Technology provides new levels of protection, performance, and
upgradeability for the CX7 platform. Whether using one or two hard drives you can take
advantage of enhanced performance and lower power consumption. When using two drives

you can have additional protection against data loss in the event of hard drive failure.

Valuable digital memories are protected against a hard drive failure when the system is
configured for one of the faulttolerant RAID levels: RAID 7 or RAID 5. By seamlessly storing
copies of data on one or more additional hard drives, any hard drive can fail without data
loss or system downtime. When the failed drive is removed and a replacement hard drive is

installed, data fault tolerance is easily restored.

A RAID system can be configured using the Intel® Rapid Storage Technology through either

of the following:

* Windows—For more information, refer to "Configuring a RAID System in Windows"

on the next page.

* BIOS—The procedure slightly varies for CX7 and CX7ii.
e CX7—For more information, refer to "Configuring a RAID system in BIOS

(CX7)" on page 179.
e CX7ii—For more information, refer to "Configuring a RAID system in BIOS
(CX7ii)" on page 182.

B Note

RAID Systems can be installed on the CX7 if the 7772-F242 RAID - Dual M.2 120GB

SSD feature is present.
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Configuring a RAID System in Windows

To install and configure a RAID system, perform the following steps:

1. Install the primary SSD.
Load the NCR Gold Drive.

Install the second SSD in the terminal.

w0 N

Run the Intel® Rapid Storage Technology Manager.
Start — All Programs — Intel — Intel® Rapid Storage Technology

5. Both disks should be recognized in the Main Screen. Select the Create button.

® Intel ® Rapid Storage Technology

o

Manage Intel® Optane™ Memory Performance Preferences Help | ‘ lntel)

& Current Status Storage System View (@]
Your system is functioning normally. s SATASSD (112 GB) (System)
& e

Create

. o= SATA SSD (112 GB)
Create a volume by combining available disks to enhance your storage system, = W 112 GB

Create a custom volume .
Internal empty port 2
Manage
&5 Internal empty port 3

. @
Click on any element in the storage system view to manage its properties. "=~

© The Windows* write-cache buffer flushing policy can be enabled for all RAID array drives to ensure data integrity or disabled to improve data performance. Click the

o
Help icon for more information on setting the write-cache buffer flushing policy based on your needs. &

Intel® Optane™ Memory

Intel  Optane™ memory status: disabled.

More help on this page
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6. Select the type of RAID volume to install. NCR supports RAID Tand RAID O volume

types.
* RAID 1: Combines two disks to create a volume where each disk stores an exact

copy of the data and provides realtime redundancy.

¢ RAID 0: Combines two disks to create a volume where data is broken down into

strips that are distributed across both disks.

& Create Volume...

Select Controller

2. Configure ® sATA

Select Volume Type

Protection | ]
O Flexible data protection (Recovery) Performance [ ] ]
@ Real-time data protection (RAID 1) Capacity I } ]
@] Optimized disk performance (RAID 0)
) Combine two disks to create a volume where each disk
. . stores an exact copy of the data and provides real-time
e redundancy.

Cancel | More help on this page

7. Select Next.

8. Enter a Volume Name (user preference).
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9. Select the check boxes for both disks.
RAID O Only: Specify the amount of space to be used by the new RAID volume. Use

the slider to enter a percentage.

B Note

If you create a volume that uses less than 100% of the hard drive space, you

may create a second RAID volume to use the remaining space.

= Create Volume...

[»)

1. Select Configure Volume Proposed Configuration

2. Configure Name: Volume_0000 Array_0000 ;
3. Confirm ~ m
Select the array disks (minimum selection required): ‘.:-f.“ -

Volume_0000
W SATA 5SD on Controller 0, Port 1 (112 GB) (System) W 112GB Type: RAID 1
SATA 55D on Controller 0, Port 4 (112 GB) b 112 GB

Qi > 11268

Do you want to keep data from one of the selected disks?

@ Yes: SATA 55D on Controller 0, Port 1

Volume Size | Advanced

3

(el T

Back | m Cancel | More help on this page

10. Select Next.
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11. Select Create Volume to start the volume migration.

= Create Volume...

1. Select Confirm Volume Creation Proposed Configuration
2. Confi Review the selected configuration.

. Configure . Array_0000 @

L\WARNING: Completing this action will permanently delete existing
- -oniirm data on the following disks. Back up data before continuing.
f Volume_0000
* 112 GB -
SATA 55D on Controller 0, Port 4 (112 GB) W . Type: RAID 1
() This process could take a while depending on the number and size of ( 12cse
the disks. You can continue using other applications during this time. M -

Proceed with deleting data

Back | Cancel | More help on this page

12. A window is displayed indicating the volume was created successfully. Select OK to

close the window.

Volume Creation Complete

The volume was created successfully.

More help n
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The status of the migration is displayed, showing the progress. This can take 110 3

hours to complete.

= Intel ® Rapid Storage Technology

Status Intel® Optane™ Memory

@ Current Status

Your system is functioning normally.

Performance Preferences

Storage System View

| saTA_Array_0000

Manage

7 (e Volume. 0000

Click on any element in the storage system view to manage its properties, 2’ V 11268 Type: RAID 1
- 1268

@ The Windows* write-cache buffer flushing policy can be enabled for all RAID array drives to ensure data integrity or disabled to improve data performance. Click the W 11268

Help icon for more information en setting the write-cache buffer flushing policy based on your needs. ‘=~

SATA_Array_0000 & % Internal empty port 2

Volume_0000: Migrating data 6% complete -
% Internal empty port 3

Intel® Optane™ Memory

Intel ® Optane™ memery status: disabled. Fnable

More help on this page
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Configuring a RAID system in BIOS (CX7)

To configure a RAID system in BIOS, perform the following steps:

1. Install the primary and secondary SSD in the terminal.
Connect an alphanumeric USB keyboard to the terminal.
Apply power to the terminal and reboot.

When the NCR logo is displayed, press [DEL] or [F2] to boot in BIOS.

A

Navigate to Advanced — Intel® Rapid Storage Technology.

B Note

If a RAID volume exists, delete the existing RAID volume. For more information,

refer to "Deleting a RAID volume in BIOS (CX7)" on page 181.

6. Both disks should be recognized in the Intel(R) RST screen.

HPT 10 SeTUR UTLlLllTY = LOPYrlgnt (C) Z0ZZ2 America
Advanced

E’Intalfﬂi RST 17.5.0.4055 RAID Driver

Lt

Non=-RAID Physical Disks:
BSATA 0.1, 120GB SATA Flash Drive_kK 07211BE300016815, 111.7GB
ESATA 0.4, 120GB SATA Flash Drive 07241SC200014564, 111.7GB
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7. Select Create RAID Volume. The Create RAID Volume screen is displayed.
Aptlo Setup Utility - Copyright (C) 2022 Amer |

" Create RAID volume

RAID Level: [RAIDD (Stripe)]

Select Disks:

IEATA 0.1, 120GB SATA Flash
Delve K 07211BE300016815, 111.7GB
BATA 0.4, 120GB SATA Flash Drive

1SC200014564, 111.7GB

[6aKB]
0

least two disks

8. Do the following:
a. Enter a Volume Name (user preference).
b. Select a RAID Level.
* RAID 0: Combines two disks to create a volume where data is broken
down into strips that are distributed across both disks.
* RAID 1: Combines two disks to create a volume where each disk stores an
exact copy of the data and provides realtime redundancy.
* Recovery: Combines two disks to create a recovery volume and control

how the recovery disk is updated with master disk changes. This feature will
only work on SATA M.2 SSDs.

c. For Select Disks, select the two disks. Selected disks are marked [X].

Confidential and proprietary information of NCR Voyix.

Use and disclose solely pursuant to company instructions.

180



d. Enter the following:
* Strip Size—This option is only available for RAID O (Stripe) RAID Level.

* Synchronization—Select On Request or Continuous. This option is only

available for Recovery RAID Level.

 Capacity (MB)—It is recommended to use the default value.

9. Select Create Volume.
10. Once completed, the created RAID volume will be displayed in the Intel(R) RST screen.
11. Press [F4] to save and exit.

12. Load the NCR Gold image.

Deleting a RAID volume in BIOS (CX7)

A Warning

All data on volume will be lost when attempting this operation. Make sure to back up

before continuing.

To delete an existing RAID volume, perform the following steps:

1. Connect an alphanumeric USB keyboard to the terminal.

Apply power to the terminal and reboot.

When the NCR logo is displayed, press [DEL] or [F2] to boot in BIOS.
Navigate to Advanced — Intel® Rapid Storage Technology.

Select the RAID volume to delete and press [Enter].

Select Delete and press [Enter].

Select Yes and press [Enter] to confirm.

© N o 0 M w0 DD

Press [F4] to save and exit.
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Configuring a RAID system in BIOS (CXZ7Zii

To configure a RAID system in BIOS, perform the following steps:

1. Install the primary and secondary SSD in the terminal.
Connect an alphanumeric USB keyboard to the terminal.
Apply power to the terminal and reboot.

When the NCR logo is displayed, press [Esc].

o &~ w0 b

Navigate to Device Management — Intel® Rapid Storage Technology.

B Note

If a RAID volume exists, delete the existing RAID volume. For more information,

refer to "Deleting a RAID volume in BIOS (CX7ii)"” on page 184.

6. Both disks should be recognized in the Intel(R) RST screen.

e InteldR}) Rapid Stor Technol
Intel{R} Rapid Storage Technology H

Intel{RY RST 19.5.0.5676 RST VHD Dr iver

Non-RAID Physical Disks:
PSATA 0.0, 120GB SATA Flash Drive 121937100782, 111.7GB
FSATA 0.4, 12068 SATA Flash Drive 0794170700001666, 111. 7GB
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ed.

7. Select Create RAID Volume. The Create RAID Volume screen i
TR2 =T A ]

s display:

ylge

Intel{R> Rapid Storage Techonoloogy

Create RAID Vol uoe

RAID Level: <RAIDD (Stripe)>
Select Disks:

SAaTa 0.0, 120GB SAaTa Flash < >

Drive 121937100782, 111.7G8B

SATAa 0.4, 12068 SATaA Flash < >

Drive 0794170700001666. 111. 7GB

Strip Size: <GAKB>

Capacity (HB): (01 =

PCreate Volune

;Select at least two disks

8. Do the following:
a. Select a RAID Level.
¢ RAID 0: Combines two disks to create a volume where data is broken

down into strips that are distributed across both disks.

¢ RAID 1: Combines two disks to create a volume where each disk stores an

exact copy of the data and provides realtime redundancy.

b. For Select Disks, select the two disks. Selected disks are marked [X].
c. Enter a Volume Name (user preference).

d. Enter the following:
* Strip Size—This option is only available for RAID O (Stripe) RAID Level.

* Capacity (MB)—It is recommended to use the default value.

9. Select Create Volume.

10. Once completed, the created RAID volume will be displayed in the Intel(R) RST screen.
11. Press [F10] to save.
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12. Press [Esc] to exit.
13. Press [Ctrl]+[Alt]+[Del] to reboot.
14. Load the NCR Gold image.

Deleting a RAID volume in BIOS (CXZii

A Warning

All data on volume will be lost when attempting this operation. Make sure to back up

before continuing.

To delete an existing RAID volume, perform the following steps:

—

Connect an alphanumeric USB keyboard to the terminal.

Apply power to the terminal and reboot.

When the NCR logo is displayed, press [Esc].

Navigate to Device Management — Intel® Rapid Storage Technology.
Select the RAID volume to delete and press [Enter].

Select Delete and press [Enter].

Select Yes and press [Enter] to confirm.

Press [F10] to save.

0 ® N & 00 &M 0 N

Press [Esc] to exit.

o

Press [Ctrl]+[Alt]+[Del] to reboot.
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Linux Software RAID Setup

This chapter explains how to setup an NCR Voyix released Linux OS to use Software RAID on

a supported POS terminal.

B Note

For CX7ii: When using NMVe PCle SSD drive types in combination with older Linux
distributions not advocated by NCR Voyix, the drives might not be recognized by the
operating system. For the drives to be recognized, turn off the VMD in the BIOS
setting. Linux distributions that are certified by NCR Voyix for use with CX7ii do not

require this adjustment.

The expected users are developers, testers, deployment and maintenance engineers, and
end users with advanced knowledge of Linux OS setup and administration. It is assumed that
the user is able to interface with the terminal using a command line, and is able to edit and

modify files using the command line.
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SLES 15 SP4 Software RAID Gold Master

Image

The following procedure incorporates software RAID into an NCR supported terminal

running SLES 15 SP4 distribution. The software RAID configuration is set to RAID1 mode.

B Note

For more information about RAID, refer to SLES 15 SP4 | Storage Administration

Guide | Configuring software RAID for the root partition (suse.com).

RAID partitioning is done by using the SLES Expert Partitioner during installation of the OS.

E Note

The succeeding screenshots are from an NCR terminal with two 480GB hard disks:
* nvmeOn1—disk 1

* nvmelnT—disk 2

1. In the Suggested Partitioning screen, from the Expert Partitioner dropdown list, select

Start with Current Proposal.

Suggestec‘ Initial layout proposed with the default Guided Setup settings.

Partitioning Changes to partitioning:

« Delete GPT on /dev/invme0On1

= Create GPT on /dev/nvmeOn1

- Create partition /dev/nvmeOn1p1 (512.00 MiB) for /boot/efi with vfat
- Create partition /dev/nvmeOn1p2 (40.00 GiB) for / with btrfs

= Create partition /dev/nvmeOn1p3 (375.41 GiB) for /home with xfs

- Create partition /dev/nvmeOn1p4 (31.22 GiB) for swap

= 9 subvolume actions (see details)

Guided Setup

Expert Partitioner v

Start with Current Proposal

Start with Existing Partitions
Help Release Notes... Abort Back Next
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2. Select Next. The hard disks present in the system are shown on the left panel.

B All Devices Device Overview

- H Disk:
hﬁz_ D nvme0nTp3 -
375.41GiB
nvmeinl
Label Mount Poi

F Enc Type

= RAID Device ~ Size
LVM Volume Groups /dev/nvmeOn1 447.13 GiB B pci Ox1bced-Disk
[boot/efi

L Bcache Devices nvmeOnlpl  0.50 GiB EFI System Partition Partition
[ Btrfs » nvmeOn1p2  40.00 GiB Btrfs Partition /
['r"'”“efO"‘F’Z nvmeOn1p3 375.41GiB XFS Partition Jhome
mpfs . -
nvmeOnip4  31.22 GiB Swap Partition Swa|
£ NFS P P P

Edit... Add Partition...

Help

3. Take note of the recommended partition sizing for disk 1, as this will be followed when

creating the RAID partitions for disk 2.

B All Devices Device Overview
v H Disk:
— ardl > nvmeOn1p3
L 375.41GiB
~ nvmelnl
Bl RAID Device ~ Size F  Enc  Type Label Mount Poi
LVM Volume Groups /dev/nvmeOn1 447.13 GiB B pci Ox1bced-Disk
L Bcache Devices nvmeOnipl [ 0.50 GiB EFI System Partition Partition [boot/efi
[ Btrfs » nvmeOn1p2 | 40.00 GiB Btrfs Partition /
['r"'”“efO"‘F’Z nvmeOn1p3 | 375.41GiB XFS Partition Jhome
mpfs . -
nvmeOnip4 | 31.22GiB Swap Partition SWa|
£ NFS P P P
4 »
Edit... Add Partition...

4. Create the following RAID partitions for disk 2:
¢ /boot/efi
*/

¢ /home
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B Note

The Swap Partition can be RAIDed but is optional. In the succeeding steps,
Swap Partition will not be RAIDed.

To create the RAID partition, do the following:

a. From the Hard Disks dropdown list, select the hard disk to partition (nvmeln1).

b. Select the Add Partition button. The Add Partition screen is displayed.

Add Partition on /dev/nvme1n1

New Partition Size
Maximum Size (447.13 GiB)

®' Custom Size
Size
0.50 GiB

Custom Region

Help Back Cancel

c. From the New Partition Size options, select Custom Size and enter the partition

size.
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d. Select Next. The Role options are displayed.

Add Partition on /dev/nvme1n1

Role
Operating System
Data and ISV Applications
Swap
EFI Boot Partition

® Raw Volume (unformatted)

Help Back Cancel

e. Select Raw Volume (unformatted).

f. Select Next. The Formatting Options and Mounting Options are displayed.

Add Partition on /dev/nvme1in1

Formatting Options
Format device

Mounting Options

® Do not format device

Partition |D:
X ® Do not mount device
Linux RAID ~
Encrypt Device
Help Back Cancel

g. Do the following:

* From the Formatting Options, select Do not format device.
* From the Partition ID dropdown list, select Linux RAID.

* From the Mounting Options, select Do not mount device.
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h. Select Next. In the Device Overview tab, the created partitions, with Linux

RAID as its corresponding Type, are displayed.

System Add Device View

! All Devices
~ | Hard Disks
nvmeOn1
nvmelnl
= RAID

LVM Volume Groups

— Bcache Devices
M Btrfs
nvmeOn1p2
Tmpfs
2 NFs

Help

Device Overview

Device ~ Size

nvmelnip3
375.41GiB

Type Label Mount Point

Start

Edit... Add Partition...

~ [dev/nvmelnl 447.13 GiB
nvmelnlpl 0.50 GiB
nvmelnlp2 40.00 GiB
nvmelnlp3 375.41GiB

. pci Ox1bcd-Disk
Linux RAID
Linux RAID

% Linux RAID

Abort
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5. On the left panel, from the Hard Disks dropdown list, select disk 1 (nvmeOn1). In the

Device Overview tab, the partitions for the selected disk are displayed.

B All Devices Device Overview
M Hard Disk:
meone3
— L 375.41GiB
nvmelnl
= RAID Device ~ Size F Enc Type Label Mount Poi
LVM Volume Groups /dev/nvmeOn1 447.13 GiB B pci 0x1bcd-Disk
_ Bcache Devices nvmeOn1p1 0.50 GiB EFI System Partition Partition [boot/efi
T Btrfs » nvmeOnlp2 40.00 GiB Btrfs Partition !
'_‘r"m‘;OMPZ nvmeOnTp3 375.41GiB XFS Partition fhome
mpfs . .
o nvmeOnip4 3122 GiB Swap Partition SWa|
2 NFS P P P
4 »
Edit... Add Partition...

Help Abort

B Note

The partitions are named using the [disk name]+p+[partition number].

Hard Disk Partitions

nvmeOn1 nvmeOnlp]

nvmeOn1p2

nvmeOnTp3

nvmeOn1p4
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6. Edit the first partition of disk 1.
a. From the Device Overview tab, select the first partition (nvmeOn1p1).

b. Select the Edit button. The Edit Partition screen is displayed.

Edit Partition /dev/nvmeOn1p1

Formatting Options

Format device
Mounting Options

Mount device

®) Do not format device

Partition |D:
¢ Do not mount device

Linux

Back Cancel

Help

c. Do the following:
* From the Formatting Options, select Do not format device.

* From the Partition ID dropdown list, select Linux.

* From the Mounting Options, select Do not mount device.

d. Select Next. For nvmeOn1p1, the Mount Point is now blank.

System Add Device View

B All Devices Device Overview

~ _| Hard Disk:
— I > nvmeOn1p3
IIeR] 375.41GiB
nvmelnl
= RAID Device v Size F Enc  Type Label Mount Point Start
LVM Volume Groups ~ |dev/nvmeOn1 447.13 GiB  pci Ox1bcd-Disk
— Bcache Devices nvmeOnlpl  0.50 GiB [ FAT Partition
- Btrfs » nvmeOnlp2 40.00 GiB Btrfs Partition / 105
"1'_“'”";0"192 nvmeOn1p3 375.41GiB XFS Partition fhome 8493
~ N'l‘:’g s nvmeOnlpd  31.22GiB Swap Partition swap 87223
4 »
Edit... Add Partition... | Delete
Help Abort Next
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7. Edit the second partition of disk 1.
a. From the Device Overview tab, select the second partition (nvmeOn1p2).

b. Select the Edit button. The Edit Partition screen is displayed.
Edit Partition /dev/nvmeOn1p2

Formatting Options
® Format device
Filesystem Mounting Options

Btrfs T Mount device

Do not format device

Partition |D:
. ®) Do not mount device
Linux ~7
Encrypt Device
Help Back Cancel

c. Do the following:

* From the Formatting Options, select Format device.
* From the Filesystem dropdown list, select Btrfs.
* From the Partition ID dropdown list, select Linux.

* From the Mounting Options, select Do not mount device.

d. Select Next. A popup window is displayed.

You have changed the mount point of the device.

Do you want to delete the current subvolumes?

Yes No
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e. Select Yes. For nvmeOn1p2, the Mount Point is now blank.

System Add Device View

H All Devices Device Overview
M ks nvmeOn1p3
i 375.41GiB
~nvmeln1
=l RAID Device ~ Size F Enc  Type Label
LVM Volume Groups ~ /dev/nvmeOn1 447.13 GiB _ pci Ox1bcd-Disk
— Bcache Devices nvmeOnipl  0.50 GiB FAT Partition
v [ Bufs nvmeOn1p2 40.00GiB F [% Btrfs Partition
'}"mefo""’z nvmeOnTp3 375.41GiB XFS Partition
mpts nvmeOnlp4  31.22GiB Swap Partition
2 NFs
4
Edit... Add Partition... Add Subvolume... Delete
Help Abort

8. Edit the third partition of disk 1.

Mount Point

[/home
swap

a. From the Device Overview tab, select the third partition (nvmeOn1p3).

b. Select the Edit button. The Edit Partition screen is displayed.

Edit Partition /dev/nvmeOn1p2

Formatting Options

® Format device
Filesystem Mounting Options

Btrfs M ~ Mount device

Do not format device

Partition |D:
. ® Do not mount device
Linux v
Encrypt Device
Back Cancel

Help
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c. Do the following:

* From the Formatting Options, select Format device.
* From the Filesystem dropdown list, select Btrfs.

* From the Partition ID dropdown list, select Linux.

* From the Mounting Options, select Do not mount device.

d. Select Next. For nymeOn1p3, the Type is now Birfs Partition and the Mount Point

is now blank.

System Add Device View

Label Mount Point Start

swap

B All Devices Device Overview
- L Hard Disks nvmeOn1p3
nvmeOn1 - 375.41GiB
nvmelnl
= RAID Device ~ Size F Enc Type
LVM Volume Groups ~ [dev/nvmeOn1 447.13 GiB . pci Ox1bcd-Disk
— Bcache Devices nvmeOnip1 0.50GiB FAT Partition
T Btrfs nvmeOn1p2 40.00GiB F Btrfs Partition
nvmeOn1p2 nvmeOnlp3 375.41GiB F & Btrfs Partition
nvmeOn1p3 nvmeOnlpd  31.22GiB Swap Partition
Tmpfs
2 NFS

Edit... Add Partition... Add Subvolume... Delete

Help Abort

105

87223

9. On the left panel, select RAID. The right panel displays the RAIDed partitions, if any.

System Add Device View

B All Devices Device ~ Size F  Enc Type Label
- | Hard Disks
nvmeOn1
nvmelnl

LVM Volume Groups
| Bcache Devices
v Btrfs
nvmeOnip2
nvmeOnlp3
Tmpfs
2 NFs

Edit... Add Partition... Delete

Help Abort
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10.

11.

Select the Add RAID button. The Add RAID screen is displayed.

Add RAID /dev/md0
RAID Type
RAID O (Striping) boot
® RAID1 (Mirroring)
RAID 5 (Redundant Striping)
RAID 6 (Dual Redundant Striping)
RAID 10 (Mirroring and Striping)

Available Devices:

Device Size Enc Type
[dev/nvmeOn1p2 40.00 GiB Btrfs Partition
[dev/nvmeOn1p3 375.41GiB Btrfs Partition
[dev/nvmelnlp2 40.00 GiB Linux RAID
[dev/nvmelnlp3 375.41GiB Linux RAID

Total size: 0.81TiB

Help Back

Do the following:

Raid Name (optional)

Add >
Add All >

& Remove

& Remove All

Selected Devices:

Device Size
[dev/nvmeOn1p1 0.50 GiB
/dev/nvmelnlp1 0.50 GiB

Resulting size: 502.51 MiB

Cancel

Enc Type
Part of boot
Part of boot

* From the RAID Type options, select RAID 1 (Mirroring).

* In the Raid Name field, enter a preferred name. For example, boot.

Top
Up
Down

Bottom

* From the Available Devices list, select the first partition of disk 1 (nvmeOn1p1)

and the first partition of disk 2 (nvmeTn1p1), then select Add. In the Selected

Devices list, nvmeOn1p1 and nvmelnlp1 are displayed.
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12. Select Next. The Chunk Size dropdown list is displayed.
Add RAID /dev/md/boot

Chunk Size
4KB -

Help Back Cancel Next

13. From the Chunk Size dropdown list, select the preferred size.

14. Select Next. On the left panel, from the RAID dropdown list, the newly added RAID
(boot) is displayed.

System Add Device View

B All Devices Device ~ Size F Enc Type Label Mount Point RAID Type
~ | Hard Disks /dev/md/boot 502.51MiB F RAID RAID1
nvmeOn1
nvmeini

boot
LVM Volume Groups
_ Bcache Devices
- Btrfs
nvmeOnip2
nvmeOnlp3
Tmpfs
[0 NFs

Edit... Add Partition... Delete
Add RAID...

Help Abort Next

15. On the right panel, select the newly added RAID device (/dev/md/boot).
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16. Select the Edit button. The Edit RAID screen is displayed.

Edit RAID /dev/md/boot
Role

Operating System
Data and ISV Applications
Swap

¢ EFI Boot Partition
Raw Volume (unformatted)

Help Back Cancel

17. From the Role options, select EFI Boot Partition.

18. Select Next. The Formatting Options and Mounting Options are displayed.

Edit RAID /dev/md/boot

Formatting Options

® Format device
Filesystem

FAT -

Options...

Do not format device

Encrypt Device

Help Back

Mounting Options

® Mount device
Mount Point
[boot/efi v

Fstab Options...

Do not mount device

Cancel
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19. Do the following:

* From the Formatting Options, select Format device.

* From the Filesystem dropdown list, select FAT.

* From the Mounting Options, select Mount device.

* From the Mount Point dropdown list, select /boot/efi.

20. Select Next. For /dev/md/boot, the Mount Point is now /boot/efi.

System Add Device View

B All Devices

~ _ Hard Disks
nvme0On1
nvmelnl

boot
LVM Volume Groups
— Bcache Devices
- Btrfs
nvmeOnip2
nvmeOnlp3
Tmpfs
£ NFs

Help

Device ~ Size

Edit...

F Enc Type Label
/dev/md/boot 502.51MiB F = FATRAID

Add Partition...

/boot/efi

Delete

Abort

21. Select the Add RAID button. The Add RAID screen is displayed.

Add RAID /dev/md0
RAID Type
RAID 0 (Striping)
¢ RAID 1 (Mirroring)
RAID 5 (Redundant Striping)
RAID 6 (Dual Redundant Striping)
RAID 10 (Mirroring and Striping)

Available Devices:

Device Size
/dev/nvmeOn1p3 375.41GiB
/dev/nvmelnlp3 375.41GiB

Enc Type

Total size: 0.73 TiB

Help

Raid Name (optional)

root

Btrfs Partition
Linux RAID

Add »
Add All >

< Remove

< Remove All

Back

Selected Devices:

Device Size
/dev/nvmeOn1p2 40.00 GiB
/dev/nvmelnip2 40.00 GiB

Enc Type
Part of root
Part of root

Resulting size: 39.84 GiB

Cancel
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22. Do the following:
* From the RAID Type options, select RAID 1 (Mirroring).

* In the Raid Name field, enter a preferred name. For example, root.

* From the Available Devices list, select the second partition of disk 1 (hvmeOn1p2)
and the second partition of disk 2 (nvme1n1p2), then select Add. In the Selected

Devices list, nvmeOn1p2 and nvmeln1p2 are displayed .

23. Select Next. The Chunk Size dropdown list is displayed.
Add RAID /dev/md/root

Chunk Size
4KB -

Help Back Cancel

24. From the Chunk Size dropdown list, select the preferred size.
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25. Select Next. On the left panel, from the RAID dropdown list, the newly added RAID
(root) is displayed.

System Add Device View

B All Devices Device v Size F Enc Type Label Mount Point RAID Type
- || Hard Disks /dev/md/boot 502.51MiB F = FATRAID [boot/efi RAID1

nvmeOn1 /dev/md/root 3984 GiB F RAID RAID1
nvmeini

boot
root
LVM Volume Groups
— Bcache Devices
v Btrfs
nvmeOn1p3
Tmpfs
2 NFs

Edit... Add Partition...| | Delete

Add RAID...

Help Abort Next

26. On the right panel, select the newly added RAID device (/dev/md/root).

27. Select the Edit button. The Edit RAID screen is displayed.
Edit RAID /dev/md/root

Role
(@) Operating System
Data and ISV Applications
Swap
EFI Boot Partition

Raw Volume (unformatted)

Help Back Cancel

28. From the Role options, select Operating System.
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29. Select Next. The Formatting Options and Mounting Options are displayed.

Edit RAID /dev/md/root

Formatting Options

® Format device
Filesystem
Btrfs v

Do not format device

Encrypt Device

Help Back

30. Do the following:

Mounting Options
® Mount device
Mount Point
/ -
Fstab Options...

Do not mount device

Cancel

* From the Formatting Options, select Format device.

* From the Filesystem dropdown list, select Btrfs

* From the Mounting Options, select Mount device.

* From the Mount Point dropdown list, select /.
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31. Select Next. For /dev/md/root, the Mount Point is now /. Subvolumes for
/dev/md/root are also displayed.

System Add Device View

B All Devices Device v Size F Enc Type Label Mount Point RAID Type
- || Hard Disks /dev/md/boot 502.51MiB F = FATRAID [boot/efi RAID1
nvme0n1 /devimd/root  39.84 GiB F Btrfs RAID / RAID1
nvmelni @/boot/grub2/i386-pc Btrfs Subvolume  /boot/grub2/i386pc-pc
@/boot/grub2/x86_64-efi Btrfs Subvolume  /boot/grub2/x86_64-efi
boot @/home Btrfs Subvolume /home
root %ﬁmptl g{:ffs gugvo:ume ;cnptl
LVM Vol G roo s Subvolume roo
B hO[l)Jn'le roups @/srv Btrfs Subvolume  /srv
e Beacne Devices @/temp Btrfs Subvolume  /temp
M Btrfs @/usr/local Btrfs Subvolume  /usr/local
nvmeOnip3 @/var Btrfs Subvolume Ivar
root
Tmpfs
2 NFs
4 »
Edit... Add Partition...| | Delete
Add RAID...
Help Abort Next
32. Select the Add RAID button. The Add RAID screen is displayed.
Add RAID /dev/md0
RAID Type Raid Name (optional)
RAID O (Striping) home
® RAID 1 (Mirroring)
RAID 5 (Redundant Striping)
RAID 6 (Dual Redundant Striping)
RAID 10 (Mirroring and Striping)
Available Devices: Selected Devices:
Device Size Enc Type Device Size Enc Type
R /dev/nvmeOn1p3 375.41GiB Part of home Top
= /dev/nvmelnip3 375.41GiB Part of home
Add All » Up
<« Remove Down
€ Remoye All Bottom
Total size: 0.00 B Resulting size: 374.92 GiB
Help Back Cancel
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33. Do the following:
* From the RAID Type options, select RAID 1 (Mirroring).

* In the Raid Name field, enter a preferred name. For example, home.

* From the Available Devices list, select the third partition of disk 1 (hvmeOn1p3)
and the third partition of disk 2 (nvme1n1p3), then select Add. In the Selected

Devices list, nvmeOn1p3 and nvme1n1p3 are displayed .

34. Select Next. The Chunk Size dropdown list is displayed.
Add RAID /dev/md/home

Chunk Size
4KB -

Help Back Cancel

35. From the Chunk Size dropdown list, select the preferred size.
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36. Select Next. On the left panel, from the RAID dropdown list, the newly added RAID
(home) is displayed.

System Add Device View

B All Devices Device v Size F Enc Type Label Mount Point RAID Type
- || Hard Disks /dev/md/boot 502.51MiB F = FATRAID [boot/efi RAID1

nvmeOni /dev/md/home 374.92 GiB F RAID RAID1
nvmeini /dev/imd/root 3984 GiB F Btrfs RAID / RAID1

boot
home
root
LVM Volume Groups
| Bcache Devices
v Btrfs
root
Tmpfs
[ NFS

Edit... Add Partition...| | Delete

Add RAID...

Help Abort Next

37. On the right panel, select the newly added RAID device (/dev/md/home).

38. Select the Edit button. The Edit RAID screen is displayed.
Edit RAID /dev/md/home

Role
® Operating System
Data and ISV Applications
Swap
EFI Boot Partition
Raw Volume (unformatted)

Help Back Cancel

39. From the Role options, select Operating System.
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40. Select Next. The Formatting Options and Mounting Options are displayed.

Edit RAID /dev/md/home

Formatting Options

® Format device
Filesystem
Btrfs -

Do not format device

Encrypt Device

Help Back

41. Do the following:

Mounting Options
® Mount device
Mount Point
/home v
Fstab Options...

Do not mount device

Cancel

* From the Formatting Options, select Format device.

* From the Filesystem dropdown list, select Btrfs

* From the Mounting Options, select Mount device.

* From the Mount Point dropdown list, select /home.

42. Select Next. For /dev/md/home, the Mount Point is now /home.

System Add Device View

B All Devices

~ | Hard Disks
nvmeOn1
nvmeln1

boot
home
root
LVM Volume Groups
| Bcache Devices
- Btrfs
home
root
Tmpfs
£ NFs

Help

Device ~ Size F Enc Type
/dev/md/boot 502.51MiB F =l FAT RAID [boot/efi
[dev/md/home 374.92GiB F = Btrfs RAID /home
/dev/md/root  39.84GiB F |= Btrfs RAID /

Edit... Add Partition... | Add Subvolume...| Delete

Abort
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43. Select Next. A popup window is displayed.

YaST2 - partitioner @ localhost X

Warning

The system might not be able to boot:
* EFI System Partition is on a software RAID1. That setup is not
guaranteed to boot in all cases.

Do you want to continue?

e

Confidential and proprietary information of NCR Voyix.

Use and disclose solely pursuant to company instructions.

207



44. Select Yes, and review the Suggested Partitioning, then continue with the installation of
the OS.
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Jdey fudl 3T wilat SLIM S5, IM SEMR LR Shaotfeld

Jdev fedlds btrfs YiRG 3.4M 3TEE 1R fhome

impla tmpTa ¥.06  SBK B.0E IR Srunfuser /@

Sidevfedai wlat L1 140 i8%  a@E Srunfesdiafroel /S0 - 15 2R

loeaibest- =
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SLES 15 SP5 Software RAID (UEFI)

The following procedure incorporates software RAID into an NCR supported terminal
running NCR SLES 15 SP5 distribution. The software RAID configuration is set to RAIDT

mode.

B Note

The succeeding screenshots are from a CX7ii terminal with two 480GB NVMe hard
disks:

* nvmeOnT1—disk 1

* nvmelnl—disk 2

The five partitions are as follows:

1—MBR

2—boot/efi

3—boot

* 4— swap

5—root

The procedure may need to be modified for use in other OS, when using SATA
drives, or using a different terminal. It is also assumed that two drives of the same

type are used. At all times, it is assumed that the commands are run as a root user.
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1. Determine the terminal’s current OS partitions. In this case, the current OS is on
/dev/nvmeOn1 and its partitions are:

* /dev/nvmeOnlpT
* /dev/nvmeOn1p2

/dev/nvmeOn1p3

/dev/nvmeOn1p4

* /dev/nvmeOnlp5

localhost:™ #® fdisk -1

Disk /dev/mmelnl: 447,13 GiB, 480103381056 bytes, 937703088 sectors
Dizk model: 480GE PCle Driwve_K

Unitz: sectors of 1 * 512 = 512 butes

Sector size {logical/phusical): 512 bytes / 512 bytes

I/0 size (minimumfoptimal): 512 bytes / 512 bytes

Disk Adev/rrmelnl: 447,13 GiB,. 480103381056 buytes, 957703088 sectors
Disk model: 480GE PCle Drive_K

Units: sectors of 1 * 512 = 512 bytes

Sector size (logical/phusical): 512 bytes / 512 bytes

1/0 size (minimum/optimal): 512 bytes / 512 bytes

Disklabel tupe: gpt

Disk identifier: TE2ETEZF-SAOB-4ALC-8E30-S0056920FaCF

Device Start End Sectors Size Type
ddev/rametnlpl 2048 6143 4035 2M BIDS boot
Adev/rmelnlp?2 Bl44 47103 40980  20M EFI System
Jdew/rvmelnlps 47104 661503 614400  300M Linux filesystem
ddev/rwmelnlpd  BE1S04  2758E55 2087152 16 Linux swap
Jdew/rvmelnlps 275BE5E 937703054 934944399 445,80 Linux filesystem

Disk Sdevw/sda: 28.82 GiB, 30943395904 buytes, 60437492 sectors
Dizk model: DataTraveler 3.0

Unitz: zectors of 1 * 512 = 512 butes

Sector size (logical/physical): 512 bytes / 512 bytes

I/0 gize (minimumfoptimal): 512 bytes / 512 bytes

Disklabel type: dos

Dizk identifier: (xbbSbacb3f

B Note

If using a SATA drive, the drive may be mounted at /dev/sda and its partitions
are /dev/sdal, /dev/sda2, and so on.
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2. Create the same partitions for the second disk (/dev/nvme1n1).

a. Run the following command:

sfdisk -d /dev/nvme@nl | sfdisk --force /dev/nvmelnl

[Tocalhosts § sTdisk -d /dev/remeonl | SFOisk ——Force 7 oews reamelnl
Checking that mo-ome is using thiz disk right now ... 0K

Disk /dew/rmmelnl: 44713 GiB, 480103381056 butes, 937703088 sectors
Dizk model: 480GE PCle Drive K

Units: szectors of 1 * 512 = 512 bytes

Sector size (logical/phusical bz 512 butes / 512 butes

140 zize (minimum/optimal): 512 bytes / 512 butes

>xy Seript header accepted.

2¥r Script headsr accepted,

¥y Seript header accepted,

Fay Seript header accepted.

>y Script header accepted,

¥ Seript headsr accepted,

>y Seript header accepted,

¥k Created a new GPT disklabel (GUID: FE2ETEZF-Se0B-4flC-BES0-S005E320FECF ),
Sdev/rwmelndpl: Created a new partition 1 of type 'BIDS boot® and of zize 2 MiB,
Sdeviromelndpls Created a new partition 2 of tupe 'EFI Systen® and of size 20 HiB.
Partition #2 contains a vfat signature,

Sdev/rwmelndp3: Created a new partition 3 of type 'Lirx Filesystem' and of size 300 MiB.
Partition #3 contains a vfat sionature.

Fdev/remelndpd: Created & new partition 4 of tupe ‘Lime swsp” and of size 1 Gib.
Sdev/rwmelndpS: Created a new partition 5 of type 'Lirux Filesystem' and of size 445.8 GiB.
Partition #5 containg & extd siansture.

Sdev/remelndpls Done,

Hew situation:
Disklabel tupe: gpt
Dizk identifier: JG2ETEZF-Sé0B-d4flC-BR30-S0056320FBCF

Device Start End Sectors Size Tupe

S rvmelndpl 2048 B143 4055 2H BIDS book
SdevimomelndpZ  Bl4d 47103 40960 20H EFI Sustem
Fdeviromelndp? 47104 EB1S03  B14400  200H Lirmee Filesystens
Sdew/momelndpd BE1S04  275ERES 2047152 1G Lirmee swap
SdevrmelndpS 2TSEE5E 937703054 934344399 445,80 Lirme Filesysten

The partition table has been altered,
Calling foctl() to re-read partition table,
Suncing disks.
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b. Verify the copied partitions for the second disk (/dev/nvme1n1). Run the

following command:

fdisk -1

localhost:™ #® fdizk -1

Dizsk Sdew/rmelnd: 447,13 GiB, 480103381056 bytes, 937703088 sectors
Dizk model: 430GE PCle Drive_K

Init=s: sectors of 1 * 512 = 512 bytes

Sector size (logicaldphuysical): 512 bytes / 512 bytes

I/0 size (minimumdoptimall: 512 bytes / 512 bytes

Dizklabel tupe: ogpt

Dizk identifier: 7EZEVEZF-SA0B-4A1C-2BI0-5005EI20FECF

Device Start End Sectors Size Type
Adevdrvmelnlpl 2048 B143 4095 2M BIOS boot
Sdevdrumelnlp? B144 47103 40960 20M EFT Sustem
ddevsrumelnlpd 47104 BE1503 Bl4400  F00M Linux filesustem
ddev/rumelnlpd BELGO4  27REEES 2097152 16 Linux swap
ddev/nymelnlph 2758E56 937703054 934944393 445,80 Linux filesysten

Disk /dew/rmeOnl: 447,13 GiB, 480103381056 bytes, 937703088 sectors
Disk model; 480GE PCle Drive_K

Unite: zectors of 1 * 512 = 512 bytes

Sector size (logical/physical): 512 bytes / 512 bytes

I/0 size I[minimumf'nptimal} B12 bytes / 512 bytes

Digklabel tupe: g

Disk identifier: ?EEE?EEF EAOB-4ALC-ER30-50056920F SCF

Device Start End Sectors Size Type
Adev/rvmeinlpl 2048 E143 40985 2M BIOS boot
Adevdrvmelnlp2 Eld4 47103 40960 20M EFT Sustem
Adevdnvmelnlps 47104 EE1503 B14400  Z00M Linux filesystem
Adev/rwmelnlpd BE1504  2VEEEES 2097152 16 Linux swap
ddevd/rumelnlph 2758E0E 9377025054 334344333 445,86 Linux £ilesystem

Disk fdew/sda: 28.82 GiB, 30943995904 bytes, B0M437492 sectors
Dizk model; DataTraveler 3,0

Units: sectors of 1 * 512 = 512 bytes

Sector size (logicaldphysical): 512 bytes / 512 bytes

I/0 size (minimumdoptimal): 512 bytes / 512 bytes

Disklabel type: dos

Disk identifier: OxbSbaeb3f

Device Boot Start End Sectors Size Id Type
Adevrzdal * 2048 BO437491 B0435444 28,80 o WIS FAT3Z2 (LBA)
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3. Change the partition types on the second disk (/dev/nvme1n1) to Linux RAID.

a. Run the following commands:

sfdisk --part-type /dev/nvmelnl 2 A19D88OF-05FC-4D3B-A006-743FOF84911E
sfdisk --part-type /dev/nvmelnl 3 A19D88OF-05FC-4D3B-A006-743FOF84911E

sfdisk --part-type /dev/nvmelnl 5 A19D88OF-05FC-4D3B-A006-743FOF84911E

b. Verify the partitions are now Linux RAID. Run the following command:

fdisk -1

localhost:™ # fdizk -1

Disk /dew/rmelnd: 447,13 GiB, 480103301056 bytes, 937703088 sectors
Dizk model; 480GE PCIe Drive K

nits: sectors of 1 * 512 = 512 bytes

Sector =size (logical/physical): 512 bytes / 512 bytes

I/0 size (minimumAoptimalls 512 bytes / 512 bytes

Disklabel tuype: gpt

Disk identifier: 7EZEVEZF-SACE-4A1C-SB30-hO0DEIZ20FECF

Device Start End Sectors 5Size Type

Adevdnvmelnlpl 2048 B143 4096 2M BIOS boot
Fdewsrvmelnlp? Eldd 47103 40960 20M Linux RAID
Sdewsnvmelnlps 47104 EE1503 Bl4400  200M Linux RAID
Adewdnymelnlpd  BE1DO4  2VHBERL 2097162 1G Linux swap
Sdewsnvmelnlph 27REERE 937703054 9343443939 445,86 Linux RALD

Disk /dew/rmeOnl: 447,13 GiB, 480103381056 bytes, 937703088 sectors
Dizk model; 480GE PCIe Drive K

nits: sectors of 1 * 512 = 512 bytes

Sector =size (logical/physical): 512 bytes / 512 bytes

I/0 size (minimumAoptimalls 512 bytes / 512 bytes

Disklabel tuype: gpt

Disk identifier: VEZEFEZF-SAOE-4A1C-3B20-50056320F3CF

Device Start End Sectors 5Size Type
Adewdnvmednlpl 2048 B143 4096 2M BIOS boot
AdevAnumelnlp? G144 47103 40960 20M EFI Sustem
Sdevdrumednlps 47104 BE1503 Blddon  300M Linux filesysten
Adewdnymelnlpd  BE1DO4  27VHBERL 2097162 1G Linux swap
SdevAnumednlph Z7086RE 937702054 934944399 445,36 Linux filesysten

Disk fdew'sda: 28,82 GiB, 30943995904 bytes, B0437492 sectors
Dizk model; DataTraveler 3,0

nits: sectors of 1 * 512 = 512 bytes

Sector =size (logical/physical): 512 bytes / 512 bytes

I/0 size (minimumAoptimalls 512 bytes / 512 bytes

Disklabel type: dos

Disk identifier: QxbSbasb3f
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4. Create the RAID arrays.

a. Run the following commands:

mdadm --create /dev/md2 --run --level=1 --metadata=1.0 --raid-devices=2
missing /dev/nvmelnlp2

mdadm --create /dev/md3 --run --level=1 --metadata=1.0 --raid-devices=2
missing /dev/nvmelnlp3

mdadm --create /dev/md5 --run --level=1 --metadata=1.0 --raid-devices=2
missing /dev/nvmelnlp

b. Verify the created RAID arrays. Run the following command:

cat /proc/mdstat

localhost:™ # mdadm ——create Sdew/md? ——run —-level=l --metadata=1.0 --raid-devices=2 missing Sdew/rumelnlp?
mdadm? partition table exists an Sdew/rwmelnlpl
mdadm; array Sdew/md? started,
localhost:™ # mdadm —-create Sdew/md3 ——run —-level=l --metadata=1.0 --raid-devices=Z miszing Sdev/rumelnlps
mdadm: partition table exiszts on Adew/rumelnlp3
mdadm? array Sdew'md3 started,
localhost:™ # mdadm ——create /dev/mdd —-run --level=1 --metadata=1,0 --raid-devices=Z missing /dev/numelnlp5
mdadm: Sdew rvmelnlph appears to contain an extZfs File system
=ize=4B7472000k  mtime=Sun Feb 25 10:43:33 2024
mdadm? array Sdew/mdd started,
localhost:™ # cat Aprocs/mdstat
Personalities 3 [raidl]
mdS ¢ active raidl rwmelnlpSll]
467472000 blocks super 1,0 [2/1] [_U]
bitmap: 4/4 pages [16KE], BBS3EKE chunk

md3 ¢ active raidl rwmelnlp3[l]
207136 blocks super 1,0 [2/1] [_U]

md?2 ¢ active raidl remelnip2[1]
20416 blocks super 1.0 [271] [_U]

unuzed devices: <none>
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5. Format the RAID arrays with the same file systems as the current OS partitions. Run the

following commands:

mkfs.fat -F 16 -n "EFI" /dev/md2

mkfs.fat -F 16 /dev/md3

mkswap -L "SWAP" /dev/nvmelnlp4

mkfs.ext4 -L "ROOT" /dev/md

localbhost:™ # nkfz,fat —F 16 -n "EFI" Adevimd?

mkfz, fat 4,1 (2017-01-24)

You have new mail in Avardzpoolsmail/root

localhost:™ # mkfz,fat -F 16 Sdevs/md3

mkfs,fat 4,1 (2017-01-24)

localbost:™ # mkfz,extd -L "ROOT" Adew/mdS

mke2fs 1,46,.4 (18-Aug-2021]

AdevdmdS contains a extd file system labelled '“ROOT™'
last mounted on # on Sun Feb 20 15:43:33 2024

Proceed anyway? (y.N) y

Dizcarding device blocks: done

Creating filesystem with 116363000 4k blocks and 29220864 inodes

Filesystem UUID: 2ch4Bel6-23df-43f6-38e2-dd071cab2506

Superblock backups stored on blocks:
327ED, 98304, 163840, 229376, 294512, 8193200, 834736, 160LE3Z, 2ZEL4Z08,
4096000, TABZE24, 11239424, 20480000, 23087872, F1BE3616, FOEYLAGD,
102400000

Allocating group tables: done

Writing inode tablest done

Creating journal (262144 blocks): done

Writing superblocks and filesystem accounting information: done
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6. Editthe /etc/grub.d/40_custom file and add a RAID boot entry.

menuentry 'RAID - NCRSLES15 SP5' {

load_video

set gfxpayload=keep

insmod gzio

insmod part_gpt

insmod mdraidilx

insmod fat

set root="md/3"'

echo 'Loading Linux 5.14.21-150500.53-default raid ...
linuxefi /vmlinuz-5.14.21-150500.53-default root=/dev/md5 noresume

splash=silent mitigations=auto

quiet net.ifnames=0 8250.nr_uarts=2 i915.invert_brightness=-1 tpm_tis.interrupts=0

echo 'Loading initial ramdisk raid...'
initrdefi /initrd-5.14.21-150500.53-default

B Note

* md/3 should be the partition where the /boot is located

* 5.14.21-150500.53-default should be replaced with the vmlinuz and

initrd version of the kernel being used

2 Example

Before

N fbindsh
exes tail -n +3 $0

# the 'exec tail' line abowe,

# Thiz file provides an eazy way to add custom menu entries, Simply type the
# menu entries you want to add after this comment, Be careful not to change

After

0 /bindsh

exec tail -n +3 50

# merw entries you want to add after this comment, Be careful not to changs
# the "exec tail’ line above, )
mensentey “RRID - NCRSLES1S SPS'
load_video
ingaod gzio
inznod part_gpt
insnod ndraidlx
insnod Fat
A ='md/3'
echo 'Loading Limec 5.14,21-150500, 53-default raid ...'
lirusefi Amliruz-5,14,21-150500,53-def ault =/dev/mdS noresune
quiet net,ifr =0 8290, te=2 1915, i ight =-1 tpm_tis.inte
echo 'Loading initial ramdisk raid...’
initrdefi Ainited=5,14,21-150500, 53~def ault

# Thiz file provides an easy way to add custom meru entries, Simply tupe the

=auto
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7. Update boot configurations. Run the following commands:

grub2-mkconfig -o /boot/grub2/grub.cfg

mkinitrd -m "dm-raid"

grub2-install --modules=mdraidlx.mod /dev/nvmeonl

localhost:™ # grubZ-mkconfia -o Asboot/grub2/grub, cfg

Generating grub configuration file ...

Found theme: sboot /grub2/themessSLE theme,txt

Found linux image: Sboot/umlinuz-5,14,21-150500,53-default

Found initrd image: Sbootdinited-5,14,21-150500,53-default

Warning: oz—prober will not be executed to detect other bootable partitions,
Systemz on them will not be added to the GRUB boot configuration,

Check GRUB_DISAELE_OS_FPROBER documentation entry,

Adding boot menu entry for UEFI Firmware Settingsz ...

done

Confidential and proprietary information of NCR Voyix.

Use and disclose solely pursuant to company instructions.

218



localhost:™

® mkinitrd -m “de-raid®

Creating initrd; /boot/initrd=5,14,21-150500, 53-default

dracut? Executing: fusribinddescut --logFile fveardlog/MaST2imkinitrd, log ==force =—force-drivers da-raid /bootsinitrd=5, 14, 21150500, 53-daFault 5,
o0, 53-defmlt

dracut: dracut module

dracut:
dratut?
dr et 2

draout module

dracut module "systemd-re

"sustemd-repart’ will not be irstalled, beceuse command ‘sustesd-repart

“systemd-resolved’ will not be irstalled. becouse comsand “resolvect]’ could not be Found!

“systemd=resclved’ will not be instslled, becsme comssnd “Suse/]ibfsystesd mysteand=resolved” could not be Found!
"dbus-broker will not be installed, becsuse comsand

‘rrgd” will ot be installed, becausss comeand rogd’ could mot ke Found)
“deraid” will nob be installed, because comsand ‘deraid’ could rot be Found|
"cifs” will not be installed, because coemand 'mount,cifs”
“reonf " will ok be installed, becauss command ‘mme’ could mot be Found)
“reonf " will mob be installed, becaurs comeand ‘g could rot be found!
‘biosdevniame’ will not be installed, becsuse comsand
"memstrack” will not be installed, bBecsuse command 'memstrack” could not be Found!

dracut nodule

1 dracut module
4 dracut module
1 dracut module
1 deacut module
1 dracut module
3 dracut module
1 dracut module
1 deacut module
i dracut module
3 drsout module
1 memstrack iz not acailable

1 IF you meed to we rdosesdebugi=d, pleass irstall messteack and procps-rg
3 dracut. modul
2 dracut module
1 deacut module
1 deacut module
1 dracut module
3 drsout module
1 deacut module
1 deacut modiule
1 dracut module
2 dracut module

le

“systemd-rtuorkd’ will ot be installed. becouse comsand “retworkct]’ could not be Found!
“systemd-retuorid’ will not be installed, becouse comsand “susrd] ibesystend mystend=retworkd® could not be Found!

tworkd' will not be irstalled, because command .-"uw‘.fi:h"wsl‘.mdfl tm-mﬁ'uit'mlm could rot be Found
could et L]

dhus-broker could not be Fourd!
could rot be Found|

biicadevrame” could not be Found!

“squash® will not be installed. because comeand llc:wmhF: could ot be Found|

"mauath” will not be installed, becsuss cossmand Ll'lsq.ushi: could not be Found!

“syttemd-repart’ will not be irstalled, becouse consand "systemd-repart’ could not be found!

“suptemd-retolved’ will mot be iretalled, becauss comsand “reolvect]’ could not be Found!

“systemd-resolved’ will not be installed. because comsand °fusr/lib/systend sstend-resolved” could not be Found!
"dbus=broker’ will not be installed, becsuse command ‘dbus=broker” ocould not be Found!

‘rrgd” will ot be installed, becasss cossnd ‘rrigd’ could rot be Found|

“deraid” will nob be installed. becmiss w—ha-ﬂ ‘dwrald” could mot be Found)

‘cifs” will not be installed. because cosmand 'mount.cifs® could not be Found|

“reomf " will mob be installed, becsuse cosmand ‘reme’ could rot Be Found!

descut? deacut module “ronf” will not be installed, becsuss command ‘§q' could rot be fFound)

drpcut: dracut module “messtreck’ will not be inatalled. beceuss comsand ‘menstrack” could nob be Found
dracut: memstrack iz not weallsble

dracut: IF you need to wuse rd. =4, please install memstrack and procps=rg

descut: deacut module "gassh® will not be installed, becsuss comsand 'skigesshis” could not be Found
dracut ﬁ'm: module “gguash’ will not be inatalled, beceuse comsand ‘ungquashfs® could not be Found!
dracut: *** Including module: systemd ***

dracut: *** Including module: systemd=initrd ***

descut? *** Including module: § -

dracut: *** Including module: drm ***

dracut: *** Including module: plymouth *+*

dracut: *** Including module: kermel-modules ***

demcut: *** Incliding module: kernel-nodules-ectrs ==

dracut: *** Including module: resume ***

dracut: *** Including module: rootfs=block ***

dracut: *** Including module: suse-birfs ***

descuty *** Including module: suse-xfs ***

dracut: *** Including module: terminfo ***

dracut: *** Including module: udev=rules ***

dracut? Sipping wdew rule: d0-redhat,rules

1 Sipping wdev rule: S0-Firsusrerules

1 Skipping wdew rule: S0-udev.rules

1 Sipping wdev rule: J-permissions.rules

1 Sipping wdew rule: Bi-de jvers-nodprobe, rules
1 *** Ineluding module: drml-mtul-el e
1" Including module:
3 " Including module:
1% Including module:
1 *** Including medule:
1 Including module:
3" Including module:
1% Including module:
1 " Inclusding module:
1 Including modules dome ***

3 *** Installing kerrel module dependencies ***

3 *** Installing kerrel module dependencies dors =

dracut *** Resolving soscutable dependencies =
dracut: *** Resolving executable dependencies done %
dracut: *** Hardlinking files "

dracut? Hode: real

dracut: Files: ?SE

dracuti Linked: IF

dracut: Conpared: (] tr:

dracut: Compared: BE Files

dracut: Saved: 379,14 Kib

dracut: Durakiond 0,005725 seconds

dracut: *** Hardlinking Files done ***

1" Ganerating early-microcode cplo Image ™=
1 *** Conatructing Geruirelntel bin ***

3 "% Seore current command line paramsters *°F
1 Stored kernel commard] ine:

1 rd.deiver, prosde_raid

1 *** Stripping Fileg "
1" Seripping Files dore ™

il

H : Creating imsze file ‘M:Hnl}rﬂ-&.ld.?.l—lm.ﬂﬂfmlt' -
. " -

oot =N B=TTL BT LS -batl ~4cbe b1 04-4dbF LoFbE2 e rootfatupe=extd rootflags=ru.relatine

localhost:™ # grubZ-install —-modulez=mdraidlx.mod Adewsnumednl

Installing for =B6_Ed-efi platform,
Installation finizhed, Mo error reported,
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8. Mount the RAID arrays (except the Swap array) to a temporary mount point. In this case,

run the following commands:

md /mnt/md2

md /mnt/md3

md /mnt/md5

mount /dev/md2 /mnt/md2

mount /dev/md3 /mnt/md3

mount /dev/md5 /mnt/md5

localhost:™ # md Aunt/md2
localhost:™ # md Amont/md3
localbhost:™ # md AmntA/md5
localbhost:™ # mount Adew/md2 Amnt/mdZ2
localbhost:™ # mount Adew/md3 Amnts/md3
localbost:™ # mount Adew/mdh Amnt/mdS

9. Copy the current EFl and OS partition data to the mounted RAID arrays. In this case,

run the following commands:

cp -dpRx /boot/* /mnt/md3

cp -dpRx /boot/efi/* /mnt/md2

cp -dpRx / /mnt/md5

localhost:™ # cp -dpRx Aboot/* Amnt/md3
localhost:™ # cp —dpRx Aboot/efis™* Amntdmd2
localbost ;™ # cp —dpRx / Amnt/mdb
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10. Edit the /etc/fstab file in the RAID array and replace necessary partitions to its
equivalent RAID arrays. At this point, the file is located at /mnt/md5/etc/fstab.

V4 Example

Before

HRTLABEL="p,zwap" =wap =wap =w,.pri=0 0 0
FARTLABEL="p,1xroot" / extd defaults 0O 0
FARTLABEL="p,lxboot" Aboot wfat defaults 00
FARTLABEL="p,UEFI" /bootfefi ufat defaults 00
femapfile swap swap zw,pri=—1 00

After

FRTLABEL="p,swap" =wap swap =u,pri=0 0 0
Adevdmds S oextd defaults 00

Adevemda Fboot wfat defaults 00
Adewdnd? Abootdefi wfat defaults 00
Fawapfile swap swap zw,pri=—1 00

11. Create the RAID configuration file. Run the following command:

mdadm --examine --scan > /etc/mdadm.conf
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12. Chroot to the mounted RAID array that contains the OS data and update the boot

configurations. Run the following commands:

cd /mnt/md5

mount /dev/md3 boot

mount /dev/md2 boot/efi

mount --rbind /dev dev

mount --rbind /sys sys

mount --rbind /proc proc

chroot .

grub2-mkconfig -o /boot/grub2/grub.cfg

mkinitrd -m "dm-raid"

grub2-install --modules=mdraidlx.mod /dev/nvmelnl

grub2-install --modules=mdraidix.mod /dev/nvmeonl

exit

umount boot/efi boot dev sys proc
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localhast:/mnt/md5 # cd Amnt/mdD

localhost: /mnt/md5 # mount. Adews/mdZ boot
localhost:/mnt/mdS # mount dev/mdZ2 boot/efi
localhost:/mnt/mdD ® mount --rbind Adev dew
localhost:/mnt/md5 # mount. —-rbind fzys sys
localhast;/mnt/md5 # mount. —-rbind /proc proc
localbost:/mnt/md5 # chroot |

localbost:/ # grubZ-mkconfig -o Aboot/grubZdgrub,cfg

Generating grub configuration file ...
wartiing: Couldn't find physical wolume
warning: Couldn't find phyzical waolume
warning: Couldn't find phyzical walume
warning: Couldn't find physzical wolume
warning? Couldn't find physical wolume
Found theme: Jboot/grub2/themes SLE/themes, txt
warning: Couldn't find phyzical waolume
warning: Couldn't find phyzical waolume
warning? Couldn't find phyzical wolume
Found linux image: Aboot/vmlinuz-9,14,21-150500,53-default
Found initrd image: sbootsinited-5,14,21-180600,53-default
wartiing: Couldn't find physical wolume
warning: Couldn't find phyzical waolume
warning: Couldn't find physical wolume “(rull)', Some
Warning: os-prober will not be executed to detect other bootable partitions,
Syztemz on them will not be added to the GRUB boot configuration,

Jusr/sbindgrubZ-probe:
Jusr/shindgrubZ-probe:
Jusr/shindgrubZ2-probe:
JusrdsbindarubZ-probe:
SuzrdsbindgrubZ-probe:

Jusr/shindgrubZ-probe:
Jusr/shindgrubZ-probe:
fusr#shindgrubZ-probe:

Jusr/shindgrubZ-probe:
Jusr/shindgrubZ-probe:
Jusr#sbindgrubZ-probe:

Check GRUB_DISAELE_0S_PROBER documentation entry,
Adding boot menu entry for UEFI Firmware Settings ...

done

“(hull)', Some
“{null)', Some
“(rull)', Some
“rull)', Some
“rull)', Some

“{null)', Some
“(rull)', Some
“(rull)', Some

“(hull)', Some
“{null)', Some

modules
modules
modules
modul es
modul es

modules
modules
modules

modules
modules
modules

may
Tay
Tay
may
may

ay
ay
may

Tay
ay
may

be
be
be
be
be

be
be
be

be
be
be

mizsing
mizsing
mizsing
mizsing
mizsing

mizsing
mizsing
mizsing

mizsing
mizsing
missing

Fraom
From
from
from
from

From
From
from

From
From
from

care
core
core
core
core

core
core
core

core
core
core

image, .
image, ,
image, .
image, .
image, .

image, ,
image, ,
image, .

image, .
image, .,
image, .
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Tocalhost:” ® mkinitrd -m "dn-raid"

Creating initrd; Aboot/initrd-5,14,21-150500,53-default

dracuty Executing: Ausr/binddracut —-logfile Avardlog/VaST2/mkinitrd,log --force ——force-drivers dm—raid /boot/initrd-5,14,21-150500,53-default O,
01, 53-default

dracut?
dracut?
dracuty
dracuty
dracuty
dracuty
dracuty
dracuty
dracuty
dracuty
dracuty
dracuty
dracuty
dracuty
dracuty
dracuty
dracut;
dracut;
dracut;
dracut;
dracut;
dracut;
dracut;
dracut?
dracuty
dracuty
dracuty
dracuty
dracuty
dracuty
dracuty
dracuty
dracuty
dracuty
dracuty
dracuty
dracuty
dracuty
dracuty
dracut;
dracut;
dracut;
dracut;
dracut;
dracut;
dracut?
dracut?
dracuty
dracuty
dracuty
dracuty
dracuty
dracuty
dracuty
dracuty
dracuty
dracuty
dracuty
dracuty
dracuty
dracuty
dracut;
dracut;
dracut;
dracut;
dracut;
dracut;
dracut;
dracut?
dracut?
dracuty
dracuty
dracuty
dracuty

dracut
dracut
dracut
dracut
dracut
dracut
dracut
dracut
dracut
dracut
dracut
dracut
dracut
dracut

modul e
modul e
modul e
modul e
modul e
modul e
modul e
modul e
module
module
module
module
module
modul e

'zystemd-networkd' will not be installed, because command 'networkctl' could not be found!

'zystemd-networkd' will not be installed, because command 'Ausrdlib/systemd/systemd-networkd' could not be found
‘systemd-networkd' will not be installed, because command ' Ausr/libsSsystemd/systemd-networkd-wait-online' could not be Found
'systemd-repart’ will not be installed, because command 'systemd-repart' could not be found!

'zystemd-resolved’ will not be installed, because command 'resolvectl' could not be found!

'zystemd-resolved’ will not be installed, because command 'Ausrdlib/systemd/systemd-resolved' could not be found
‘dbus-broker' will not be installed, because command 'dbus—broker' could not be found

'rrngd’ will not be installed, because command 'rngd' could not be found!

‘duraid’ will not be installed, because command 'dwraid' could mot be found!

‘cifs' will not be installed. because command ‘mount.cifs' could not be found!

‘numf' will not be installed. because command ‘nwme' could not be found!

'numf' will not be installed, because command 'jq' could not be found

‘biosdevname’ will not be installed, because command 'biosdevname' could not be found

‘memstrack’ will not be installed, because command ‘memstrack' could not be found!

memstrack iz not awvailable
need to uze rd,memdebug>=4, please install memstrack and procps—ng

If you
dracut
dracut
dracut
dracut
dracut
dracut
dracut
dracut
dracut
dracut
dracut
dracut

miodul e
miodul e
miodul e
miodul e
miodul e
module
module
modul e
modul e
modul e
modul e
modul e

zguash’ will not be installed, because command 'mkzquashfs' could not be Found!

zguash’ will not be installed, because command 'unzquashfs' could not be Found!
systemd-repart’ will not be installed. because command 'systemd-repart' could not be found!
systemd-resolved' will not be installed, because command 'resolvectl' could rot be found!
systemd-resolved’ will not be installed. because command ' Ausr/libssystemd/systemd-resolved’ could not be found
‘dbus—broker' will not be installed, because command 'dbus—broker' could not be found

‘rtigd’ will not be installed, because command 'rngd’ could not be found!

‘diraid' will not be installed, becausze command 'dmraid' could not be found!

‘cifs' will not be installed, because command 'mount,cifs' could not be found!

‘remf ' will not be installed, because command ‘reme’ could not be found!

rwmf' will not be installed, because command 'jq' could not be found

memzstrack' will not be installed, because command 'memstrack' could not be found!

memstrack is not awailable

If you reed to uze rd,memdebugi=4,

dracut

dracut
ek

module
module

Including
Including
Including
Including
Including
Including
Including
Including

Skipping udev

sekoke
skl
skl
skl
skl
skl

sekoke

skl

Including
Including
Including
Including
Including
Including
Skipping
Skipping
Skipping
Skipping
Skipping
Including
Including
Including
Including
Including
Including
Including
Including
Including
Including
Inztalling kernel
Inztalling kernel
Resolwing executable dependencies ***

udew
udew
udew
udew
udew

pleaze inztall memstrack and procps—ng
installed, becauze command 'mkaquazhfs' could not be found!
installed, becauze command 'unzquazhfs' could not be Ffound!

'zquash' will rot be
'zquash' will rot be
module; systemd *##
module; systemd-initrd *#*

moduled i18n ***

moduled dem *HE

modules plymouth

moduled kernel-modules ***

moduled kernel-modules-extra **
modules mdraid ***

rule; B4-md-raid.rules

modules resume ¥+

modules rootfs-block ***

module; suse-btrfs **

module; suse-xfg **+*

module: terminfo #

module: udew-rules

rule: 40-redhat.rules

rule:r BO-firmware,rules

rule: GB0-udev,.rules

rule: 91-permissions,.rules

rule: 8B0-drivers-modprobe,rules
module: dracut-systemd ***

module; haveged *#*

module; ostree *+*

modules usrmount *#+#*

moduled base ***

moduled fz-lib ***

modules shutdown *#*

noduled suze

moduled suse-initrd **

modules done ***

module dependencies **
module dependencies done ***

##** Rezolving executable dependencies done *#*
*#** Hardlinking files ***

Hode:
Files:
Linkeds:

Compared:
Compared:

Saved:

Duration:

real

820

4 files

0 xattrs

E7 files

453,29 kiB
0,002748 seconds

dracuty
dracuty
dracuty
dracuty

#*+* Hardlinking files done ***

*#+* Lenerating early-microcode cpio image *#*
#4# Constructing Genuinelntel bin #++

### Store current command line parameters 4

dracut:
dracut
dracut
dracuty
dracuty
dracuty
dracut;
dracut:

Stored kernel commandline;
rd, driver,pre=dn_raid
rd,md, uuid=2def 7d72: F152F8a7: felas.
root=UUI0=2c546216-23df -49FE-98e2~
% Stripping fileg *+*
*##* Stripping files done *+*
*#** Creating image file 'Abootsinit
*#* Creating initramfs image file '

2021 0hB8f 7 4eba
dd071cab2B08 rootfetype=extd rootflage=rw.relatine

rd-5,14, 21-150500, 53-default ' ***
Zboot/initrd-5,14, 21-160500,53-default ' done *+*

rd,md, uuid=af212ad7: adched31 419940746 84002412  rd, md, unid=cEB4dE19:ddA395a0: 276a0dad 1848
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localhost:/ # grubZ-install ——modules=mdraidlx,.mod /dew/remelnl

Installing for xB6_B4-efi platform,

grubZ-inztall: warning: Couldn't find physical wolume “(rull)', Some modules may be missing from core image,.
grubZ-install: warning: Couldn't find physical wolume “(rull)'. Some modules may be missing From core image..
grubZ-inztall: warning: Couldn't find physical wolume “(hull)', Some modules may be missing from core image,,
Inztallation finished, Mo error reported,

localhost:/ # grub?-inztall —-modules=mdraidlx,mod /dev/memetnl

Installing for xB6_GBd-efi platform,

grub2-install: warning: Couldn't find physical wolume “(rull)'. Some modules may be missing From core image..
grubZ-inztalls warning: Couldn't find physical wolume “(rull)', Some modules may be missing from core image,,
grubZ-inztall: warning: Couldn't find physical wolume “(rull)', Some modules may be missing from core image,.
Inztallation finished, Mo error reported,
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13. Reboot the terminal and choose the RAID - NCRSLES15 SP5 boot entry.
B Note
* Remove any bootable usb/flash drive at this point.

* EFl boot manager will reset the default boot options. Wait for this

operation to finish.

* A start job for dev-md*.device is expected. Wait for this operation to

finish.

SLES 15-SP5

Advanced options for SLES 15-SP5

UEFI Firmware Settings

| Il I
il "!..i”|i- h\lr il ..l =| | '.;" l l"”hn“”“

L

lll\nJ’JJJinrlJilhu.., L

At this point, the terminal should be able to boot the RAID configuration. To verify this,

run the following command:

df -h
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localhost:™ # df -h

Filesystem Size Used Avail Used Mounted aon
devtmpts 4,0M 0 4,00 OF Adev

tmpfs 3.86 4.0 3,80 1¥ Sdev/shm
tmpfs 1.5 16M 1,56 1% Arun

tmpfs 4,0M 0 4,00 O fsus/fsdcaroup
Sdey/mds 4386 136G 4036 4% /

Sdew/md3 F00M  A02M  199M  34% Sboot
Sdew/md2 20 164k 20M  1¥ Jbootdefi
tmpfz TEEM 48K TEEM 1% Srunduzers/dB2
tmpfz - TEEM 22k TEEM 1% ArunduserdO

14. Change the partition types of the current OS that are on /dev/nvmeOn1 to Linux RAID.

a. Run the following commands:

sfdisk --part-type /dev/nvme@nl 2 A19D880OF-05FC-4D3B-A006-743FOF84911E

sfdisk --part-type /dev/nvme@nl 3 A19D880OF-05FC-4D3B-A006-743FOF84911E

sfdisk --part-type /dev/nvme@nl 5 A19D880OF-05FC-4D3B-A006-743FOF84911E

b. Verify that the partitions are now Linux RAID. Run the following command:

fdisk -1
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= =

localhost:™ # fdisk -1
Disk /dew/mmelnl: 447,13 GiB, 480103301056 bytes, 937703088 sectors
Disk model: 430GE PCle Drive_k

Units: sectors of 1 % 512 = 512 bytes

Sector zize (logical phuzicall: 512 buytes / 512 bytes

I/0 =ize (minimum/optimal): 912 bytes / 912 bytes

Dizklabel type: gpt

Dizk identifier: 7RZEVEZF-BANE-4A1C-3E20-5O0RESZ20FSCF

Device Start End Sectors Size Type

Aden S rumednlpl 2048 G143 4096 ZM BINS boot
Sdew mumetnlp? E144 47103 40360 20M Linux RAID
Sdewdmmeinlps 47104 BE1G03 Bl4400 300 Linux RATD
Sdevdrvmednlpd  BE1G04  Z75EERR 2097152 1G Linux zwap
SdeySmemeinlph 2708606 937703004 934944399 445,86 Linux RAID

Disk /dew/mmelnd: 447,13 GiB, 480103301056 bytes, 937703088 sectors
Disk model: 430GE PCle Drive_k

Units: sectors of 1 % 512 = 512 bytes

Sector zize (logical phuzicall: 512 buytes / 512 bytes

I/0 =ize (minimum/optimal): 912 bytes / 912 bytes

Dizklabel type: gpt

Dizk identifier: 7RZEVEZF-BANE-4A1C-3E20-5O0RESZ20FSCF

Device Start End Sectors Size Type

Adevrvmelnlpl 2048 G143 4096 ZM BINS boot
SdewSmumelnlp? E144 47103 40360 20M Linux RAID
Sdewdrvmelnlps 47104 BE1G03 Bl4400 300 Linux RATD
Adevdrvmelnlpd  BE1G04  Z75EERR 2097162 1G Linux zwap
SdeySmemelnlph 2758606 937703004 934944395 445,80 Linux RAID

Disk /dew/md?: 19,94 HiB, 20905384 bytes, 40837 sectors
Uhitz: sectors of 1 * 512 = 512 bytes

Sector zize [logical phusicall: 512 bytes / 512 bytes
I/0 zize (minimumsoptimall: 912 buytes / 512 bytes
Dizklabel type: dos

Dizk identifier: CuOQOO00000

Disk /dew/md3: 299,94 HiB, 3145907264 bytes, 614272 zectors
Uhitz: sectors of 1 * 512 = 512 bytes

Sector zize [logical phusicall: 512 bytes / 512 bytes

I/0 zize (minimumsoptimall: 912 buytes / 512 bytes
Dizklabel type: dos

Dizk identifier: CuOQOO00000

Disk /dew/wmdb: 445,82 GiB, 470631328000 bytes, 934944000 sectors
Uhitz: sectors of 1 * 512 = 512 bytes

Sector zize [logical phusicall: 512 bytes / 512 bytes

I/0 zize (minimumsoptimall: 512 buytes / 512 bytes
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15. Add the partitions from the preceding step (current OS) to the RAID arrays accordingly.

Run the following commands:

mdadm --manage /dev/md2 --add /dev/nvme@nlp2
mdadm --manage /dev/md3 --add /dev/nvme@nlp3

mdadm --manage /dev/md5 --add /dev/nvme@nlp5

localhost:™ # mdadm --manage Adevs/md? ——add Adew/numelnlp2
mdadm: added Adev/nwmednlp?
localhost:™ # mdadm -—manage Adew/md3 ——add Adew/numednlpd
mdadm? added Sdev/rumelnlp3
localbhost:™ # mdadm -—manage Adews/mdS ——add Adew/numednlph
mdadmi added Adev/rwmednlph

16. Wait for RAID to sync the disks. Run the following commands:

* To view progress:

watch cat /proc/mdstat

* To quit watching the progress:

Ctrl+C

Every 2,0s: cat /proc/mdstat

Peraonalities 1 [raidB] [raidS] [raidd] [raidl]

mds ¢ active raidl remeOnlpG[2] nwmelnlpS[1]
4E7472000 blocks super 1,0 [2/1] [_U]
[ esssssnsssnssssseensl recovery = 1,8% (BEOZI04/467472000) Finish=37.1min speed=205772kK/sec
bitmap; 474 pages [1BKE], B9936KE chunk

md3 ¢ active raidl remelnlp3[2] remelnlp3[1]
307136 blocks super 1,0 [2/2] [LUU]

mde : active raidl remelnlp2[2] nvemelnlp2(1]
20416 blocks super 1,0 [2/2] [UU]

unuzed devices: <noner

17. Create the RAID configuration file. Run the following command:

mdadm --examine --scan >> /etc/mdadm.conf

18. Edit the /etc/grub.d/40_custom file and remove the RAID boot entry.
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19. Edit the /etc/grub.d/10_linux file and replace necessary partitions to its equivalent
RAID arrays.

Tinuz_entry L)

ey
verzion="%2"
tHPE:"$3 n
aros="%4"

if [ -n "${lirwx_root_device_thiswversiont" 1t then
root_device="root=${linux_root_device_thisversion}"
else
root_devices
fi

root_device="root=/dew/mds" ]

if [ -z "$boot_dewice_id" 1t then
boot_device_id="${grub_get_dewvice_id "${GEUB_DEYICE}")"

fi

20. Update the boot configurations of the two disks. In this case, /dev/nvmeOn1 and

/dev/nvmeln1. Run the following commands:

grub2-mkconfig -o /boot/grub2/grub.cfg

mkinitrd -m "dm-raid”

grub2-install --modules=mdraidlx.mod /dev/nvmeonl

grub2-install --modules=mdraidix.mod /dev/nvmelnl

localhost:™ # grubZ-mkconfig -o /boot/grubZ/grub,cfg

Gernerating grub configuration file ...

Found theme: sbootdgrub2/themes/SLE theme, txt

Found linux image: JbootAumlinuz-5,14,21-150600 . 53-default

Found initrd image: Aboot/initrd-5,14,21-150500,53-default

Warning: os—prober will not be executed to detect other bootable partitions,
Systemz on them will not be added to the GRUB boot configuration,

Check. GRUB_DISABLE_OS_PROBER documentation entry,

Adding boot menu entry for UEFI Firmware Settings ...

done

localhost:™ # mkinitrd -m “dm-raid™

Creating initrd: /bootdinitrd-5,14,21-150500,53-default

dracut: Executing: Ausr/binddracut --loafile Avardlog/YaST2/mkinitrd.log —-force -—force-drivers “dm-raid” /boot/initrd-5.14,21-150500,53-default 5.14,21-10
0500, 53-default

dracut? rd,driver,pre="dm_raid

rd.md,uuid=2df safae:32a665cd ac24ac3d: I6d4881c  rd,md, uuid=EB060adc: 4382366 304161895 323e096d  rd.nd, uuid=335c707643efecT 063647 d38: 71f 2431
root=UUI0=27456b82-3d0b-4d59-8c33-46205e504822 rootfstype=extd rootflags=rw,relatime

3 ¥R Ctpipping files *4*

#*k Stripping files done ***

##* Creating image file '/boot/initrd-5,14,21-150500,53-default' ***

*** Creating initramfs image file '/boot/initrd-5,14,21-150500,53-default' done ***

localhost:™ # grubZ-inztall ——modulez=mdraidlx.mod Adewsnumeinl
Installing for xB6_Ed-efi platform,

Installation finiskhed, Mo error reported,

localhost:™ # grubZ-inztall ——modulez=mdraidlx.mod Adewsrvmelnl
Installing for xB6_Ed-efi platform,

Installation Fipished, Mo ertor reported,
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21. Reboot the terminal and expect that there is no RAID boot entry. The terminal should

now boot on RAID1 configuration.

B Note

It is possible to test if RAID1 is working by shutting down and removing one of
the drives, the system should still boot as normal. When that happens, one of
the drives may be disconnected from the RAID1 array. Add the drive back to

the array using the following commands:

mdadm /dev/md2 -a /dev/nvmelnlp2
mdadm /dev/md3 -a /dev/nvmelnlp3

mdadm /dev/md5 -a /dev/nvmelnlp5
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NCRLinuxU2 Software RAID (UEFI)

The following procedure incorporates software RAID into an NCR supported terminal

running NCRLinuxU2 distribution. The software RAID configuration is set to RAIDT mode.

B Note

The succeeding screenshots are from a CX8 terminal with two 120GB SATA solid

state drives:

e sda—disk 1
e sdb—disk 2

The four partitions are as follows:

* 1—boot/efi
* 2—boot

e 3— swap
* 4—root

The procedure may need to be modified for use in other OS, when using NVMe
drives, or using a different terminal. It is also assumed that two drives of the same

type are used. At all times, it is assumed that the commands are run as a root user.
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1. Determine the terminal’s current OS partitions. In this case, the current OS is on
/dev/sda and its partitions are:

» /dev/sdal
» /dev/sda2
» /dev/sda3
» /dev/sda4

root@localhost:™# fdisk -1

Disk fdewfsda: 111,79 GiB, 120034123776 bytes, 234441648 sectors
Dizk model: 120GE SATA Flaszh

Inits: sectors of 1 * 512 = 512 bytes

Cector zize [logical/phusicall: 512 buytes / 512 buytes

I/0 =ize (minimumsoptimal): 912 bytes / 912 bytes

Dizklabel type: gpt

Disk identifier: 7IFELF48-A2FI-49E7-9495-7BE/IODDESES

Device Start End Sectors Size Type

Sdewsedal 2048 495615 493868 241M EFI System
ddewdsda? 495616 1435033 939424 488M Linux filesystem
Adewdsdad 1490040 3495935 2000896 977H Linux swap
Sdewssdad 3495936 234441614 230945673 110,16 Linux filesystem

Disk fdew/sdb: 111.79 GiB, 120034125776 bytes, 234441648 sectors
Disk model: 120GE SATA Flash

Initz: sectors of 1 * 512 = 512 bytes

Sector size [logical/physicall: 512 bytes & 512 bytes

I/0 size (minimumdfoptimalli 512 buytes / 512 bytes
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2. Create the same partitions for the second disk (/dev/sdb).

a. Run the following command:

sfdisk -d /dev/sda | sfdisk --force /dev/sdb

root@localhost:™# sfdisk -d Adewssda | sfdisk —force Sdev/sdb
Checking that no-one iz using this disk right now .., OK

Disk fdew/sdb: 111,79 GiB, 120034125776 bytes, 234441648 sectors
Disk model: 120GE SATA Flash

Units: sectors of 1 * 512 = 512 bytes

Sector size (logical/phusicall: G512 butes / 512 bytes

I/0 size (minimum/optimal)s 512 butes / 512 bytes

x> Seript header accepted,

»rr Seript header accepted,

»re Script header accepted.

ver Soript header accepted.

»e» Script header accepted.

»»» Script header accepted,

»ue Script header accepted.

»»» Created a new GPT disklabel (GUID: 73FG5F48-A2FT-49E7-9495-7BE7D0NNEEER] ,
Sdewizdbl: Created a new partition 1 of type ‘EFI System' and of size 241 MiB,
Sdewdzdb2: Created a new partition 2 of tupe “Limux filesystem' and of =zize 488 MiB.
Adewizdb3: Created a new partition 3 of type ‘Limex swap' and of size 977 Mil,
FPartition #3 containz a swap siagnature,

fdev/zdbd: Created a new partition 4 of tupe "Linux filesystem' and of szize 110,1 GiB.
Partition #4 contains a extd signature,

Sdews/zdbbt Done.,

Hew situation:
Dizklabel tuype: gpt
Disk identifier: 73FESF48-AZFD-49E7-9495-7B67DODDESES

Device Start End Sectors Size Type

Jdew/zdbl 2048 495615 493568  241H EFI System
Jdew/zdb? 495618 1495033 999424  48BH Limux filesystem
Jdews/sdb3 1495040 3495935 2000896  977H Linux swap
fdewdadbd 3495936 234441614 230945679 110,16 Limex filesystem

The partition table haz been altered,
Calling ioctl() to re-read partition table,
Syncing disks,
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b. Verify the copied partitions for the second disk (/dev/sdb). Run the following

command:

fdisk -1

root@localhost:™# fdisk -1

Disk fdew/sda: 111,79 GiB, 120034123776 bytes, 234441648 sectors
Dizk model: 120GE SATA Flaszh

nits: sectors of 1 * 512 = 512 bytes

Cector zize [logical/phuyzicall: 512 bytes / 512 buytes

I/0 =ize (minimumfoptimal )z 912 bytes / 912 bytes

Dizklabel type: gpt

Disk identifier: 7AFRGF48-AZFI-49E7-9495-7BE/I0ODDESES

Device Start End Sectors Size Type

Fdewsedal 2048 495615 493568 241M EFI Sysztem
ddevdzda? 480616 1436033 939424 488M Linux filesystem
fdewdsdad 1490040 3495535 2000896 997H Linux swap
Sdewssdad 34955936 234441614 230945679 110,16 Linux filesystem

DMizk fdew/sdb: 111.79 GiB, 1200341723776 bytes, 234441648 sectors
Disk model: 120GE SATA Flash

Inits: sectors of 1 * 512 = 512 bytes

Sector zize [logical/physicall: 512 bytes / 512 bytes

I/0 size (minimumfoptimall: 512 buytes # 512 bytes

Disklabel type: gpt

Dizk identifier: V3FEBF48-AZFI-49E7-3495-7RE7IODDESER

Device Start End Sectors Size Tuype

Adew/zdbl 2048 496615 493568 241M EFI System
fdew/sdb?  49BEB16 14595039 993424  488M Linux filesystem
Fdewssdbd 1495040 3435535 2000896 977H Linux swap
fdewdsdbd 3490936 234441614 230945679 110,16 Linux filesysten
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3. Change the partition types on the second disk (/dev/sdb) to Linux RAID.

a. Run the following commands:

sfdisk --part-type /dev/sdb 3 A19D88OF-O5FC-4D3B-A006-743FOF84911E

sfdisk --part-type /dev/sdb 4 A19D88OF-05FC-4D3B-A006-743FOF84911E

b. Verify the partitions are now Linux RAID. Run the following command:

fdisk -1

rnnt@lncalhnst* # =fdisk --part-type Sdew/zdb 3 A190BEOF-05FC-40EE-A00E-743FOF34311E

The partition table haz been altered,

Calling ioctl) to re-read partition table,

Syncing disks,

root@localhost ;™% sfdisk -—part-type Adew/zdb 4 A1SDBBOF-0RFC-40EB-A00E-743F0F34311E

The partition table haz been altered,

Calling ioctl) to re-read partition table,

Syncing disks,

rootiélocalbozt: ™% fdisk -1

Disk Adew/sdar 111.79 GiB, 120034123776 bytes, 234441648 sectors
Dizk model: 120GE SATA Flash

Units: zectors of 1 * 512 = 512 bytes

Sector size (logical/phusicall: 512 buytes / 512 butes
[/0 size (minimumdoptimall: 512 bytes / 512 bytes
Disklabel type: gpt

Disk identifier: 7IFESF43-R2F0-49E7-3495-7BETIONNESES

Device Start End Sectors Size Type

Adeviadal 2043 495615 493568 241M EFI System
Adevssda? 498616 1455039 999424  488M Linux filesystem
Adevdsdad 1495040 3495535 2000838 9FFH Linux swap
fdevisdad 3495936 234441614 230945679 110,16 Linux filesysten

Disk Adew/sdbz 111,79 GiB, 120034123776 bytes, 234441648 sectors
Dizk model: 120GE SATA Flash

Unitz: zectors of 1 * 512 = 512 bytes

Sector size (logical/phyzicall: 512 bytes / 512 bytes

[/0 size (minimum/optimal): 512 bytes / 512 bytes

Dizklabel type: gpt

Dizk identifier: V3FERF43-AZFD-49E7-34535-7EEFIODIERES

Device Start End Sectorz Size Type

Sdevd=dbl 2048 430615 433668 241H EFI System
Adevd=db?  490E16 1430039 933424  488H Linux filesystem
Adevd=dbd 1490040 3495335 2000336  977M Linux RAID
Adevdzdbd 3490936 234441614 230945679 110,16 Linux RAID
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4. Create the RAID arrays.

a. Run the following commands:

mdadm --create /dev/md3 --run --level=1 --metadata=1.0 --raid-devices=2
missing /dev/sdb3

mdadm --create /dev/md4 --run --level=1 --metadata=1.0 --raid-devices=2
missing /dev/sdb4

b. Verify the created RAID arrays. Run the following command:

cat /proc/mdstat

rootidlocalhost :™# mdadm --create fdev/md3 —-run --level=1 --metadata=1,0 --raid-devices=2 missing /dew/=db3
mdadm: array Sdew/md3 started,
rooti@localhost ;™% mdadw —-—create Jdev/mdd —-run --level=1 --metadata=l,0 --raid-devices=2 miszszing Sdew’zdbd
mdadm: /dev/zdbd appears to contain an ext2fs File suystem
=1ze=115472704k  mtime=Mon Sep 23 13:33:44 2024
mdadm: array Sdew/mdd started,
rooti@localhost:™# cat Aproc/mdstat
Personalities ¢ [linear] [multipath] [raid0] [raidl] [raid&] [raid5d] [raid4] [raidlo]
md4 ¢ active raidl =db4[1]
115472704 blocks super 1,0 [271] [_U]
bitmap: 141 pages [4kB], B993EKE chunk

md2 ¢ active raidl =db3[1]
1000384 blocks super 1.0 [2/1] [_U]

unuzed devices: <honer
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5. Format the RAID arrays with the same file systems as the current OS partitions. Run the

following commands:

mkswap -L "SWAP" /dev/md3

mkfs.ext4 -L "ROOT" /dev/md4

root@localbhost:™# mkswap -L "SWAP" /deswmd3
mkzwap: Sdew/md3: warning: wiping old swap signature,
Setting up swapspace version 1, size = 976,9 HiB (10243283120 bytes)
LABEL=SWAF, UUID=d5d7E4d1l-4a27-4dda-a323-2b02a3752afE
root@localhost:™# mkfs,extd -L "ROOT" Adews/mdd
mkelfz 1,46,5 (30-Dec-2021)
Adevsmdd containg a extd file system labelled 'ROCT'
last mounted on / on Mon Sep 23 13:33:44 2024
Proceed anyway? (u.M) y
Dizcarding device blocks: done
Creating filesystem with 28868176 4k blocks and V217152 inodes
Filesystem UUID: 26d74801-466b-43d3-bh73-bofbedBc32he
Superblock backups stored on blocks:
227VRE, 98304, 163840, 229376, 294912, 819200, 884736, 1B0LE3Z, 2604203,
4096000, FIE26Z4, 11233424, 20430000, 23887372

Allocating group tables: done

Writing inode tables: done

Creating journal (131072 blocks): done

Writing zuperblocks and filesysztem accounting information: done

6. Editthe /etc/grub.d/40_custom file and add a RAID boot entry.

menuentry 'RAID - NCRLinuxU2' {
load_video
set gfxpayload=keep
insmod gzio
insmod part_gpt
insmod mdraidilx
insmod ext2
set root='(hde,gpt2)"
echo 'Loading Linux 5.15.0-73-generic raid ...'
linux /vmlinuz-5.15.0-73-generic root=/dev/md4 noresume splash=silent
mitigations=auto quiet
net.ifnames=0 8250.nr_uarts=2 i915.invert_brightness=-1 tpm_tis.interrupts=0
echo 'Loading initial ramdisk raid...'
initrd /initrd.img-5.15.0-73-generic

B Note

* '(hd0,gpt2)’ should be the partition where your /boot is located
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2 Example

Before

Ml /bindsh

exec tail -n +3 §0

# Thiz file provides an easzy way to add cuztom menu entries, Simply tuype the
# menu entries you want to add after this comment, Be careful not to change
# the 'exec tail' line abowe,

After

Mi/bindsh
gxec tail -n +3 H0
# Thiz file provides an easy way to add custom menu entries, Simply type the
# menu entries you want to add after thiz comment, Be careful not to change
# the 'exec tail' line abowe,
menuentry 'RAID - NCRELinw=U2 '
load_video
zet gfxpayload=kesp
inzmod gzio
inzmod part_gpt
inzmod mdraidlx
insmod extZ
zet root='(hdl,.gpt2)’
echo 'Loading Linux 5,15,0-F3-generic raid ... '
linux Avmlinuz-5,15,0-73-generic root=;dew/mdd noresume splash=silent mi
tigationz=auto quiet net,ifnamez=0 B2L0,ne_uartz=2 1915, invert_brighthess=-1 tpm
_tiz,interrupta=0
echo ‘'Loading initial ramdizk raid...
initrd finitrd,img-5,15,0-73-generic

7. Create the RAID configuration file. Run the following command:

mdadm --detail --scan >> /etc/mdadm/mdadm.conf
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8. Update boot configurations. Run the following commands:

update-initramfs -u

update-grub

grub-install /dev/sda

root@localhost ™ mdadm ——detail —-=zcan Sete/mdadm/mdadm, conf
root@localhost:™# update-initramfs -u

update-initramfs: Generating Abootsinitrd, img-5,15,0-F3-generic
root@localhosti™# update—agrub

Courcing file "Aetoddefaultsgrub’

Sourcing file “Jetc/defaultsgrub,dfinit-select,cfg’

Generating grub configuration file ...

Found linux image: ShootAumlinuz-5,15,0-73-generic

Found initrd image: Jbootsinited, img-5,15,0-73-gereric

Warning: oz—prober will not be executed to detect other bootable partitions,
Systemz on them will not be added to the GRUB boot configuration,
Check GRUB_DISABLE_0S_PROBER documentation entry,

Adding boot menu entry for UEFI Firmware Settingsz ...

done

rooti@localhost:™# grub-install Adewssda

Installing for xBE_G4-efi platfarm,

Installation finizhed, Mo error reported,

9. Mount the RAID arrays (except the Swap array) to a temporary mount point. In this case,

run the following commands:

mkdir /mnt/md4

mount /dev/md4 /mnt/md4

root@localbost ™% mkdir Smnt/mdd
root@localkbost ™% mount Adew/mdd Smntd/mdd

10. Copy the current EFl and OS partition data to the mounted RAID arrays. In this case,

run the following command:

cp -dpRx / /mnt/md4

(lroot@localhost:”# cp ~dpRx / /mnt/mdd
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11. Edit the /etc/fstab file in the RAID array and replace necessary partitions to its
equivalent RAID arrays. At this point, the file is located at /mnt/md4 /etc/fstab.

Y

# Example
Before
1!ﬁ]EEL:rﬂ:u:ut I extd errors=remount-ro 0
LAEEL=EFIT /bootsefi wiat umask=0077 0
LAEEL=2wap none awap a0 ]
fewapfile swap swap =w,pri=—1 0 0
L AEEL=boot.  Aboot exte defaults 0
After
By /mdd 4 extd errors=remount—ro 0
LAEEL=EFIT /bootsefi wiat umask=0077 0
Adewdmd2 none EWap = ]
fawapfile swap swap =u,pri=—1 0 0
LAREL=boot  /boot et defaults 0
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12. Chroot to the mounted RAID array that contains the OS data and update the boot

configurations. Run the following commands:

cd /mnt/md4

mount /dev/sda2 boot

mount /dev/sdal boot/efi

mount --bind /dev dev

mount --bind /sys sys

mount --bind /proc proc

chroot .

update-initramfs -u

update-grub

grub-install --modules=mdraidlx.mod /dev/sda

exit

umount boot/efi boot dev sys proc

Confidential and proprietary information of NCR Voyix.

Use and disclose solely pursuant to company instructions.

242



rootidlocalhost ;™% cd Amnt/mdd

root@localhost :/mnt/mdd# mount /dev/=daZ boot

root@localhost 3 /mnt/mdd# mount Adew/zdal boot/efi

rooti@localhost i mnt/mdd# mount --bind Adew dew

root@localhost i Amnt/mdd# mount —-bind fsysz sys

root@localhost i /mnt/mdd# mount --bind /proc proc

root@localhost ;A mnt/mdd# chroot |

root@localhost 1% update-initranfs -u

update-initramfs: Generating sbootdinitrd,img-5,15,0-73-generic

root@localhost i/ % update—grub

Sourcing file "Aeto/default/grub’

Sourcing file "/Yetc/default/grub.dfinit-szelect,cfg’

Generating grub configuration file ...

Ausrdsbindgrub-probe: warning: Couldn't find physical wolume “(rull)', Some modules may be missing From core image,.
Ausrdsbindgrub-probe: warning: Couldn't find physical wolume “{rull)', Some modules may be missing from core image,.
fusr/sbindgrub-probe: warning: Couldn't find physical wolume “(rull)'. Some modules may be mizszing from core image..
Found linux image: SbootAwmlinuz-5,15,0-73-generic

Found initrd image; Aboot/initrd,img-5,1%,0-73-gereric

Warning: osz-prober will not be executed to detect other bootable partitions,

Syztemsz on them will not be added to the GRUE boot configuration,

Check GRUE_DISABLE_OS_PROBER documentation entry,

done

root@localhost: % grub-install --modules=mdraidlx.mod Adew/sda

Installing for xB6_G64-efi platform,

grub-install: warning: EFI wariables cannot be set on this syztem,

grub-inztall: warning: You will have to complete the GRUB setup manually,

Inztallation finished, Mo error reported.

root@localhost; 4 exit

exit

rootllocalhost i/ mnt/mdd# umount boot/efi boot dew sys proc
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13. Reboot the terminal and choose the RAID - NCRLinuxU2 boot entry.

B Note

* Remove any bootable usb/flash drive at this point.

* EFl boot manager will reset the default boot options. Wait for this

operation to finish.

* A start job for dev-md*.device is expected. Wait for this operation to

finish.

ced options for

- NCRLinux U2

*RATD

At this point, the terminal should be able to boot the RAID configuration. To verify this,

run the following command:

df -h
root@localhost:™# df -h
Filesusten Size lUsed Avail Used Mounted aon
tmpfs FAEM b.AM FETM O 1R Arun
Adewsmdd 1086 116 926 11X /
tmpfs 2,96 0 2,9G  0F Adevdshm
tmpfs B.0M 4.0 B.0M 1% Arundlock
fdewszdal 458 129H  F06M  30% Aboot
Sdewszdal 228M  8.6M  229M 4% Sbootlefi
tmpfs FEEE 0 7a3d  0F Arunduserdd
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14. Change the partition types of the current OS that are on /dev/sda to Linux RAID.

a. Run the following commands:

sfdisk --part-type /dev/sda 3 A19D880OF-05FC-4D3B-A006-743FOF84911E

sfdisk --part-type /dev/sda 4 A19D880OF-05FC-4D3B-A006-743FOF84911E

b. Verify that the partitions are now Linux RAID. Run the following command:

fdisk -1

root@localhost:™# sfdisk —-part-type Adevssda 3 ALSDBEOF-0BFC-41ZE-AO0G-743F0F34911E

The partition table has been altered,

Calling ioctl() to re-read partition table,

Re-reading the partition table failed,; Dewice or resource busy

The kernel still uses the old table, The rnew table will be used at the next reboot or after you run partprobe(8) or partx(3),
Syncing disks,

root@localhost ;™4 sfdisk ——part-type /dew/sda 4 ALSDEOF-OBFC-4DEZE-AO0E-T42FOFE4911E

The partition table haz been altered,

Calling ioctl{) to re-read partition table,

Re-reading the partition table failed,: Device or resource busy
The kernel still uses the old table. The new table will be used at the next reboot or after you run partprobe(8) or partx(8),
Syncing disks,

root@localhost:™# fdisk -1

Disk /dew/sdar 111,79 GiB, 120034123776 bytes, 234441648 sectors
Dizk modely 120GE SATA Flash

Units: sectors of 1 * 512 = 512 bytes

Sector size (logical/physicalls 512 bytes / 512 bytes

1/0 size (minimunsoptimal): 512 bytes / 512 bytes

Dizklabel type: gpt

Dizk identifier: 73FEOF48-AZ2FD-49E7-9490-7B67000DESES

Device Start End Sectors Size Type

Adevszdal 2048 430615 433568  241H EFI System
fdevssda? 4905616 14895039 993424 483H Linux filesystem
Adevsedad 1495040 3495935 2000836 57VM Linwx RAID
Adev/zdad 3495936 234441614 230945679 110,16 Linuwx RAID

Disk fdew/sdb: 111,79 GiB, 120034173776 bytes, 234441648 sectors
Disk model: 120GE SATA Flash

Units; sectors of 1 * 512 = 512 bytes

Sector size {[logical/physicall: 5912 bytes / 512 butes

1/0 zize (minimumsoptimal): 512 bytes / 512 buytes

Disklabel type: gpt

Disk identifier: 73FBSF48-A2FD-49E7-9495-7BE70ODIESES

Device Start End Sectors Size Tupe

Adew/=dbl 2048 430615 493568  241H EFI System
Adew/zdb2  490E1E 1495039 999424  488M Linux filesystem
Adevssdb3 1490040 3495930 2000838 977M Linux RAID
Adev/sdbd 3490936 234441614 230945679 110,16 Linux RAID

Disk /dev/mdd; 110,12 GiB, 118244048896 bytes, 230945408 sectors
Units: sectors of 1 * 512 = 512 bytes

Sector size (logical/physicall: 512 bytes / 512 bytes

1/0 size (minimundoptimall: 512 bytes / 512 bytes

Disk sdev/md3; 976,94 HiB, 102439316 bytes, 2000768 sectors
Units; sectors of 1 * 512 = 512 bytes

Sector size (logical/physicall: 512 bytes / 512 bytes

1/0 size (minimun/optinal): 512 bytes / 512 bytes
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15.

16.

17.
18.

Add the partitions from the preceding step (current OS) to the RAID arrays accordingly.

Run the following commands:

mdadm --manage /dev/md3 --add /dev/sda3

mdadm --manage /dev/md4 --add /dev/sda4d

rooti@localhost ™% mdadm --manage Sdev/mdd ——add Adews=dad
mdadm; added Adev/=da3
rootilocalhosts™# mdadm --manage Adev/mdd ——add Adewszdad
mdadm: added Sdevszdad

Wait for RAID to sync the disks. Run the following commands:

* To view progress:

watch cat /proc/mdstat

* To quit watching the progress:

Ctrl+C

Every 2,0s: cat /proc/mdstat

Personalities : [raidl] [linear] [multipath] [raid0] [raid6] [raidS] [raid4] [raidl0]
wd3 : active raidl sda3[2] =db3[1]
1000384 blocks super 1.0 [2/2] [UU]

mdd + active raidl sdad[2] sdbd4[1]
115472704 blocks super 1,0 [241] [_U]
| = 1 recovery = 11,68 (13450752/115472704) finizh=8,dmin speed=201517K/sec
bitmap: 1/1 pages [4KB]. BGS3EKE chunk

unused devices: <{none>

Edit the /etc/grub.d/40_custom file and remove the RAID boot entry.
Edit the /etc/default/grub file and do the following:

a. Replace:

rootp=$(blkid -L ROOT)

b. Inthe line GRUB_CMDLINE_LINUX_DEFAULT, remove the string
root=LABEL=root.

c. Replace the string following resume= with /dev/md3.
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2 Example

Before

#added for MCE serial configuration

#

suapoffset=$(Ffilefrag -v /swapfile | awk '{if($1=="0:"Mprint $4}}' | sed -e "=/\./"'"/5")
rootp=${blkid -L oot}

ruid=$(blkid $rootp —s UUID -o valus)

#ruid=$(1sblk -0 uuid,LABEL | grep root | cut -d = ° -f1)

# If you change this file, run "update-grub® afterwards to update

# /boot/grubsgrub,cfg,

# For full documentation of the options in this file, see:

# info -f grub -n 'Simple configuration’

GRUB_DEFAULT=0

GRUB_TIMEOUT _STYLE=menu

GRUB_TIMEOUT=5%

GRUE_DISTRIBUTOR="1sb_release -i -s 2% Adew/null Il echo Debian”

GRUB_CHOL INE_LIMUX_DEFAULT="root=LABEL=root mitigations=auto net,ifnames=0 resume=UUI0=145313f3-b40f-
4383-bbec—f30b71173f6c B250,nr_uarts=2 1915, imvert_brightness=-1 resume_offset=1122304 tpm_tiz,interr
upts=0 module_blacklist=pinctrl_elkhartlake rd.driver,blacklist=pinctrl_elkhartlake"

#GRUB_CHDLIME_L INUX_DEFAULT="root=LABEL=root mitigations=auto net,ifnames=0 biosdevname=0 resume=LAEBE

After

#added for MCR serial configuration

#

suapoffeet=$(Filefrag —v AswapFile | awk '{if($1=="0:"Mprint #4131 | sed —& ‘=7 A"
rootp=$iblkid -L 0T

ruid=${blkid $rootp -2 UUID -0 value)

#ruid=${1sblk -0 wuid,LABEL | grep root | cut -d " " -F1)

# If you change this file, run 'update—grub' afterwards to update

# rboot/grubdgrub, cfg,

# For full documentation of the options in this file, zee:

# info -f grub -n 'Simple configuration’

GRUB_DEFALLT=0)

GRUB_TIMEOUT _STYLE=menu

GRUB_TIMEOUT=5

GRUB_DISTRIBUTOR="1lsb_releaze -i -5 2* Adevirull || echo Debian®
GRUB_CHIOLIME_LIMUX_DEFAULT="mitigationz=auto net,ifnames=0 resume=,dev/md2 S250.nr_uartz=2 1915, inver
t_brightrezs=-1 resume_offzet=1122204 tpm_tiz,interruptz=0 module_blacklist=pinctrl_elkhartlake rd,dr
iver,blacklizt=pinctrl_elkhartlake"
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19. Update the boot configurations of the two disks. In this case, /dev/sda and

/dev/sdb. Run the following commands:

update-initramfs -u

update-grub

grub-install --modules=mdraidlx.mod /dev/sda

grub-install --modules=mdraidlx.mod /dev/sdb

root@localhost:™# update-initramfz -u

update-initramfs: Generating AJboot/initrd, img-5.15,0-¥3-generic

cryptzetup: ERROR: Couldn't resolwe device
UUID=1448319F3-b40f-4383-bbec—Fa0b71173F B

Wi initramfz-tools configuration sets RESUME=UUID=142819fZ-b40f-4382-bbec—f20b71173F 60

Wi but no matching swap device iz available,

I: The initramfz will attempt to resume from Adev/md3

I: (UUID=d5d764d1-4a27-d4dda-a329-2b0Ba9752af 6]

I: Set the RESUME wariable to override this,

root@localhost:™# update—grub

Sourcing file “Fetcsdefaultdgrub’

Sourcing file "Fetcddefaultsorub,dfinit-select.cfg’

Gererating grub configuration file ...

Found linux image: Sbootsymlinuz-5,15,0-73-generic

Found inited image: Abootdinited, img-5,15,0-73-generic

‘larning: oz-prober will not be executed to detect other bootable partitions,

E[Suztems on them will not be added to the GEUB boot configuration,

{|Check GRUB_DISABLE_DS_PROBER documentation entry,

{(Adding boot meru entry for UEFI Firmware Settings ...

Eldone

root@localhost:™# grub-install —-modules=mdraidlx,mod fdev/sda

‘| Installing for xBE6_G4-efi platform,

ElInztallation finizhed, Mo error reported,

{root@localhost:™# grub-install —-modules=mdraidlx,mod /dev/sdb

tlInstalling for x86_64-efi platform,

‘| Inztallation Finisﬁed. Mo erraor reported,
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20. Copy the boot and EFI partitions from /dev/sda to /dev/sdb. Run the following

21.

commands:

dd if=/dev/sdal of=/dev/sdbl

dd if=/dev/sda2 of=/dev/sdb2

rootilocalkost:™# dd if=/dew/sdal of=/devw/=dbl

49356840 records in

495568+0 records out

252706816 butes (253 MB, 241 MiB) copied, 4.16995 s, 0.6 MB/s
rootBlocalhost: ™% dd if=/dev/=da? of=/dev/=db2

99942440 records in

9994 24+0 records out

511705088 bytes (512 ME. 488 MiB) copied, 10,1097 =, 50,6 ME/s

Reboot the terminal and expect that there is no RAID boot entry. The terminal should

now boot on RAID1 configuration.

B Note

It is possible to test if RAID1 is working by shutting down and removing one of
the drives, the system should still boot as normal. When that happens, one of
the drives may be disconnected from the RAID1 array. Add the drive back to

the array using the following commands:

mdadm /dev/md3 -a /dev/sdb3

mdadm /dev/md4 -a /dev/sdb4
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Power Management

The BIOS supports the Advanced Configuration and Power Management Interface (ACPI) 3.0
specification. A key feature of ACPI is that the operating system, not the BIOS, configures
and implements power management. The CX7 terminal supports the Global system power

states defined by ACPI.
Computer States

G3 Mechanical Off

A computer state that is entered and left by a mechanical means

2 Example

Turning off the system’s power through the movement of a large red switch.

Various government agencies and countries require this operating mode. It is implied by the
entry of this off state through a mechanical means that no electrical current is running through
the circuitry and that it can be worked on without damaging the hardware or endangering
service personnel. The OS must be restarted to return to the Working state. No hardware

context is retained. Except for the realtime clock, power consumption is zero.

G2/S5 Soft Off

A computer state where the computer consumes a minimal amount of power. No user mode
or system mode code is run. This state requires a large latency in order to return to the
Working state. The system’s context will not be preserved by the hardware. The system must
be restarted to return to the Working state. It is not safe to disassemble the machine in this

state.
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G1 Sleeping

A computer state where the computer consumes a small amount of power, user mode threads
are not being executed, and the system appears to be off (from an end user’s perspective,
the display is off, and so on). Latency for returning to the Working state varies on the wake
environment selected prior to entry of this state (for example, whether the system should
answer phone calls). Work can be resumed without rebooting the OS because large
elements of system context are saved by the hardware and the rest by system software. It is

not safe to disassemble the machine in this state.

GO Working

A computer state where the system dispatches user mode (application) threads and they
execute. In this state, peripheral devices (peripherals) are having their power state changed
dynamically. The user can select, through some Ul, various performance/power
characteristics of the system to have the software optimize for performance or battery life. The
system responds to external events in real time. It is not safe to disassemble the machine in

this state.

ACPI Sleep States (SO - S5)

Under the G1 sleeping state ACPI defines levels of system sleep state support. The CX7

supports the following sleeping states:

* SO: Normal Powered-On state

* S1 (Standby): The ST sleeping state is a low wake latency sleeping state. In this state,

no system context is lost (CPU or chip set) and hardware maintains all system contexts.

B Note

The CX7 does not support S1 state. Turning off the backlight and hard drives
provides the equivalent power savings (due to Intel’s processor C-states feature)

at nearly zero latency.

* S2: Not supported
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* S3 (Suspend to RAM): The S3 sleeping state is a low wake latency sleeping state. This
state is similar to the S1 sleeping state except that the CPU and system cache context is
lost (the OS is responsible for maintaining the caches and CPU context). Control starts
from the processor’s reset vector after the wake event. In NCR systems, during S3,

power is only provided to the USB 3.0 ports.

B Note

When the terminal resumes from an S3 state, all the USB devices re-enumerate.
This causes speaker tones as if they were disconnected and then reconnected.
This does not present a problem and the USB devices will continue to operate

correctly.

Requirements for $3 support:
* O/S must be built on a system with S3 enabled in the BIOS

* Some peripherals may not be S3 capable, which can prevent the system from

entering S3 state.

* S4 (Suspend to Disk): The S4 state is the lowest power, longest wake latency
sleeping state supported by ACPI. In order to reduce power to a minimum, it is
assumed that the hardware platform has powered off all devices. Platform context is
maintained.

Requirements for S4 support:

* O/S must be built on a system with S3 enabled in the BIOS

* Some peripherals may not be S4 capable, which can prevent the system from

entering S4 state.

Reference the ACPI Specification for details.
Peripherals: ACPI defines power states for peripherals which are separate from the
system power state. The device power states range from DO (fully-on) to D3 (off) It is the
responsibility of the driver developer for each peripheral to define and support the

available power states.
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Power State SO Working SO Idle, S3 Suspend S4 Hibernate S5 Soft Off SO Idle,
Backlight to RAM Backlight
Off, on
SSD Idle
Supported: Y Y Y Y Y Y
Y/N
Description Fully Video Video Video OFF Video
Functional* * Backlight Backlight Off, | Backlight Off, | Some backlight
Off, SSD SSD Idle, SSD Off, devices on
Idle Cache Flush, Cache Flush, remain
Memory in Memory data powered by
Slow Refresh, to SSD, standby
CPU Halted CPU Halted voltage
(LAN, ME-
AMT, USB)
to allow
wake-up
Power Supply | On On Powered Powered Powered On
Status Down* Down* Down*
Power Consumption
CX7
Celeron 42.3W 16.4W 2.9W 2.5W 2.5W 25.6W
G4900T
Core i3— 62.2W 17 .4W 3.25W 3.0W 3.0W 24.9W
8100T
Core i5— 63.9W 17.4W 3.25W 3.0W 3.0W 24.9W
8500T
Core i5- 65.7W 27.3W 4.12W 3.6W 3.6W 33.1W
9500TE
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Power State SO Working SO Idle, S3 Suspend S4 Hibernate S5 Soft Off SO Idle,

Backlight to RAM Backlight
Off, on
SSD Idle

CX7ii

Core i3- 57.9W 30.8W 4.77TW 4.33W 4.32W 39.7W

13100TE

Core i5- 57.6W 32.4W 4.71TW 4.35W 4.30W 41.2W

13500TE

Wake Options

Power Switch N/A Y Y Y Y Y

Touch N/A Y Y N N Y

USB N/A Y Y N N Y

Keyboard®

USB Mouse! | N/A Y Y N N Y

LAN (magic N/A Y Y Y Y Y

packet)

RTC Alarm N/A Y Y Y Y Y

Serial Port (RI) | N/A Y N N N Y

Note
Power consumption based on the following configuration: 16GB RAM x2, 240 GB SSD x2

*Maintains small voltage to support wake circuits.

**Passmark Burn in test. This represents a maximum use case. Actual customer usage will differ.

tUSB 3.0 port. The USB 2.0 +12V and +24YV ports do not maintain power and can’t wake the unit.
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Enabling Wake on LAN

In order for Wake on LAN to function, the Network driver must be enabled (factory default).

1. Rightclick on Start, then select Device Manager.

Apps and Features
Mobility Center
Power Options

Event Viewer

System

Device Manager
Network Connections

Disk Management

Computer Management

Windows PowerShell

Windows PowerShell (Admin)

Task Manager
Settings

File Explorer
Search

Run

Shut down or sign out

Desktop

2. Select Network adapters.
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3. Rightclick Intel(R) Ethernet Connection 1219-LM >> Properties.

oo Device Manager

File Action View Help
s @m0 HEE B EX®
~ % DESKTOP-BIS69Q8 A

i Audio inputs and outputs

e Bluetooth

E Computer

s Disk drives

4 Display adapters

B Firmware

Human Interface Devices

Keyboards

‘ Mice and other pointing devices

[ Monitors

~ I Network adapters

E? Bluetooth Device (Personal Area Network)
£ Intel(R) Ethernet Connection (7) 1219-LM
E? Intel(R) Wireless-AC 9260 160MHz

& portable Devices

& Ports (COM & LPT)

mm POS HID Magnetic Stripe Reader

0 Print queues

n Processors

7 security devices

[ Sensors

l‘ Software components

B Software devices

iy Sound, video and game controllers

G Starana rontrallarc
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4. Under the Advanced tab, Wake on Magic Packet and Wake on Pattern Match should be
enabled. Select OK after making any changes.

Intel(R) Ethernet Connection (7) 1219-LM Properties

Events Resources Power Management
General Advanced Driver Details

The following properties are available for this network adapter. Click
the property you want to change on the left, and then select its value

on the right.
Property: Value:
Reduce Speed On Power Down  » Enabled LI

RSS load balancing profile
Speed & Duplex

System |dle Power Saver
TCP Checksum Offload (IPv4)
TCP Checksum Offload (IPv6)
Transmit Buffers

UDP Checksum Offload (IPv4)
UDP Checksum Offload (IPv6)
Ultra Low Power Mode

Wait for Link

Wake on Link Settings
Wake on Magic Packet
Wake on Pattern Match v

Confidential and proprietary information of NCR Voyix.

Use and disclose solely pursuant to company instructions.

257



Under the Power Management tab, Allow this device to wake the computer option box

should be checked. Select OK after making any changes.

Intel(R) Ethernet Connection (7) 1219-LM Properties

General Advanced Driver Details

Events Resources Power Management

g Intel{R) Ethemet Connection (7) 1219-LM

[ Allow the computer to tum off this device to save power
[ Allow this device to wake the computer

[ Only allow a magic packet to wake the computer
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BIOS Setup

Administrator Password

The administrator password to enter the BIOS Setup menu is NCR.

Entering Setup

1. Connect an alphanumeric USB keyboard to the terminal.
2. Apply power to the terminal.

3. When you see the NCR logo displayed, press [Del] or [F2].

Selecting Menu Options

The following keyboard controls are used to select the various menu options and to make

changes to their values.

Use the arrow keys to select (highlight) options and menu screens.

Use the [Enter] key to select a submenu.

Use the [+] and [-] keys to change field values.

To view help information on the possible selections for the highlighted item, press [F1].

To save the changes, move the cursor to the Save and Exit Menu, select Save Changes

& Reset, and press [Enter].
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Enabling ONESHOT

When the Power Switch is pressed for four seconds, the hardware level override of the
processor forces an uncontrolled shutdown. This can corrupt the Operating System. The

ONESHOT feature disables this hardware override. To turn on the ONESHOT feature, follow

these steps:

1. Enter BIOS Setup using the [Del] or [F2] hotkey.

2. In Setup, go to Advanced - NCR POS - ONESHOT Control.
3. Setthe ONESHOT Control setting to ENABLED.
4

. Press [F4] to save and exit.

Accessing Serial Number and Class-Model

Information

Below is an example of a VbScript code on how to obtain the Serial Number and Class-Model
Information of the terminal.
On Error Resume Next

DIM returnValue
DIM version

strComputer = "."

Set objWMIService = GetObject ("winmgmts:\\" & strComputer &
"\root\cimv2")

Set collItems = objWMIService.ExecQuery ("Select * from

Win32 ComputerSystem",,48)
For Each objItem in colIlItems

Wscript.Echo "Class Model: " & objItem.Model
Wscript.Echo "Serial Number: " & objItem.Name
Next
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Restoring Factory Settings

To reset all values to their default settings, press [F3] and then [Enter] when the confirmation
message is displayed. The terminal automatically loads the BIOS default values. To save the
factory default values, go to the Save and Exit Menu, select Save Changes & Reset, and

select [Enter].
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BIOS Updating Procedure

Introduction

The BIOS is located in the Serial Peripheral Interface (SPI) chip on the processor board. This
chapter discusses procedures on how to update the terminal SPI and/or BIOS. The update
software is distributed via the NCR Website:
https://www5.ncr.com/support/support_drivers_patches.asp

The BIOS update can be performed using the following methods:

* Bootable USB Memory Device

* Windows Flash Executable

Prerequisites

The following are required to perform a SPI/BIOS update:

* USB Alphanumeric Keyboard
e BIOS Software. Download from the NCR Website:

https: //www5.ncr.com/support/support drivers patches.asp

USB Flash Key update prerequisites

 USB Flash Key with sufficient space for the update files.
* Access to a USB port on the terminal to be updated that is enabled in the BIOS (via
BIOS Setup).

Windows Flash Executable update prerequisites

* There should be no other programs running while the BIOS/SP! is updating.

* The Windows Flash Executable is designed to run from an Administrator account.
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SPI/BIOS Updating Procedures
Using the Bootable USB Flash Key

1. Create a USB Flash Drive by installing the BIOS update package to this USB key.

B Note

The USB flash drive disk size must be more than 512MB.

Linux PC

Use “dd” Linux command to deploy image in USB key:

sudo dd 1f=/CX7-BIOS update T06.iso of=/dev/sdX
Windows PC

Download the Rufus Tool from the Rufus Website: https://rufus.ie/ and use the tool

to deploy image into USB key.

a. Select the device from the Device drop-down list.

»* Rufus 3.4.1430

Device

MNCR USE (E:) [8GB] w

Foot seection
Disk or IS0 image (Please select) ~ @ SELECT

Partition scheme Target system
MEBR BIOS (or UEFI-CSM])

~ Show advanced drive properties

Format Options

Volume label
NCR USB 1
File system Cluster size
FAT32 (Default) 4096 bytes (Default)

» Hide advanced format options
Chuick fermat

Create extended label and icon files

Check device for bad blocks 1 pass
Status
READY
@ O = START CLOSE

1 device found
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b. Press Select to choose the image from the Boot Selection drop-down list.

& Rufus 341430 - X

Drive Properties

Device
MNCR USE (E:) [8GB] ~

Boot selection

Disk er ISO image (Please select)

« - 4 » ThisPC » Desktop » BIOS Update ~
Organize = Mew folder
N ~
I This PC Name
8 3D Objects (%) CX7_BIOS_UPDATE T0B.iso
[ Desktop
Documents 2
‘ Downloads
J! Music
[&=] Pictures
_ v £
File name: | CX7_BIOS_UPDATE_TOB.iso

® O® = START CLOSE

1 device found

Confidential and proprietary information of NCR Voyix.

Use and disclose solely pursuant to company instructions.

264



c. Press Start to load the i

mage.

Drive Properties

Device
NCR USB (E:) [8GB]

Boot selection
CX7_BIOS_UPDATE_TOB.iso

Partition scheme
MBR

v Show advanced drive properties

¥ ©

Target system

BIOS (or UEFI-CSM) ?

SELECT

Format Options

Velume label
NCR USB 3
File system
FAT32 (Default)
» Hide advanced format options
Quick format

Create extended label and icon files

[ Check device for bad blocks

Status

Cluster size

4096 bytes (Default)

1 pass

READY

® 0O =&

CLOSE

Using image: CX7_BIOS_UPDATE_TOB.isc
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o &~ w0 b

d. When the load is complete, select Close.

»* Rufus 3.4.1430

Drive Properties

Device

CXT7 (F) [8GB] ~
Boot selection

CX7_BIOS_UPDATE_TOB.iso ~ @' SELECT
Partition scheme Target system

MER BIOS (or UEFI-C5M]) ?

~ Show advanced drive properties

Format Options

Volume label
X7
File system Cluster size
FAT32 (Default) 4006 bytes (Default)

# Hide advanced format options
Quick format

Create extended label and icon files

[ Check device for bad blocks 1 pass i
Status

READY
@D D = START CLOSE

1 device found

Insert the CX7 USB Flash Drive into the USB Port.

Press [F8] during startup to bring up the Boot Menu.

Select the USB device to boot the CX7 BIOS flash key. An option menu will load.
Select option [1] to update BIOS with DMI preserved.

Note
After the update has completed and the terminal is rebooted, the terminal may reboot
additional times as it powers up. This is normal and expected behavior due to the

nature of the features of the BIOS/SPI.
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Using the Windows Flash Executable
B Note

Close all running programs prior to updating the BIOS.

To run the executable, right-click on the file and select Run as administrator. The terminal

will reboot after the flash process has completed.

A\ Caution

The reboot is important to ensure the BIOS initializes properly. Do not interrupt the

reboot process.
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Updating DMI

DMl information can be updated using a DMI Edit Tool.

e For CX7, refer to "AMIl-based BIOS Images"” below

* For CX7ii, refer to "Insyde-based BIOS Images"” on the next page

AMl-based BIOS Images

For CX7, which uses AMI-based BIOS images, the DMI can be updated using AMI's

Windows DMI Edit Tool (AMIDEWINX 64 . exe), a command-line DMI edit utility.

To update DM, follow these steps:

1. Download the DMI Edit Utilities from the NCR Drivers and Patches page:
https://www5.ncr.com/support/support_drivers_patches.asp.

The download path is: Retail Support Files (Drivers, Firmware, Operating Systems,
Platform Software (OPOS/JavaPOS), BIOS, etc.) >> NCR POS and SelfServ
Terminal and Operating System >> [select the POS product class] >> Windows
>> BIOS >> REF

2. Run amidewinx64.exe.

3. From a command prompt, use the following command:

DMI to Update Command

PID amidewinx64.exe /SP "[enter PID number]”

Example
amidewinx64.exe /SP "7602-1100-8801"

Serial Number amidewinx64.exe /SS "[enter serial number]”

Example
amidewinx64.exe /SS "54-19378230"
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Insyde-based BIOS Images
For CX7ii, which uses Insyde-based BIOS images, the DMI can be updated using Insyde's

H2OSDE™ SMBIOS Data Editor (H20SDE-Wx 64 . exe). The tool is located in the NCR
Drivers and Patches page:

https://www5.ncr.com/support/support_drivers_patches.asp.

The download path is: Retail Support Files (Drivers, Firmware, Operating Systems,
Platform Software (OPOS/JavaPOS), BIOS, etc.) >> NCR POS and SelfServ Terminal
and Operating System >> NCR CX7ii POS (7772-5xxx) >> Windows >> BIOS >>
DMI Tool

For more information about the tool, refer to the PDF document included in the download

package.
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Initial Terminal Imaging

Introduction

Factory default SSD images for the CX7 are distributed on bootable auto-imaging USB Flash
Drive media. The following procedures describe how to apply/restore an image on the

terminal.

A Warning

Using this procedure will replace any previously stored OS images created using the

Disk Image Backup and NCR Image Recovery Tool.

B Note

A USB Keyboard is required to perform this operation.

Imaging Procedure

1. Connect the USB flash drive to the target terminal that you wish to image.
2. Connect a USB keyboard to the terminal.

3. Power on the terminal and boot from the USB Flash Drive. This can be done by
pressing [F8] during the boot and choosing the USB option (NCR), or by entering
BIOS Setup and changing the boot order.

4. The system boots in the Windows PE OS environment. Press [Y] on the keyboard at the
confirmation prompt to re-image the terminal.

5. When the imaging process is complete, enter Exit on the keyboard to reboot the

system.

6. After the reboot, remove the USB Flash Drive and disconnect the keyboard.
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Wireless Adapter Switching

Wireless Adapter Switching is a feature that disables the wireless adapter when a wired

Ethernet connection is present.

The latest NCR OS Images include the driver, but is not pre-installed. The driver can be

installed from the \Install\drivers\wireless directory.

Installing the Software and Driver

1. Runthe Intel . exe self-extracting executable.

2. Agree to the End User License Agreement (EULA) and choose Customize.

(intel) Intel® PROSet/Wireless Software

v17.05

M 1 have reviewed and agree to the End User License Agreement (EULA).

fault settings

Customize

ze the Install location and selec
optional features to install or

system.
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3. Check both Intel® PROSet/Wireless Enterprise Software and Administrator
Toolkit. Clear the check box for Intel® My WiFi Technology. Click Install.

v17.0.5

intel' Intel® PROSet/Wireless Software

Location: ‘ CAProgram Files\Intel

M Intel® My Wik Technology
The Intel® My Wik Technology provides components for
personal area network connectivity.

Intel® PROSet/Wireless Enterprise Software
Intel® PROSet/Wireless Enterprise Software provides
connechivity between PCs and wireless LAN.

Administrator Toolkit

Administrator Tool allows system administrators to create
install packages

€ Install

Installation takes several minutes (progress bar shown on-screen).
4. After the installation is complete, click Start>>Wireless Administrator Tool.

5. Enter the Administrator Tool Password (not the Windows Administrator password).
You are prompted to create a password if this is the first time using the tool. The

password cannot be blank.

-

Enter Password

Enter the password to access the Administrator T ool.

Pazzword:
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6. Select Create a new package>>OK.

10.

5
Open Administrator Package u

Administrator Packages contain profiles and other settings. v'ou can copy
or zend this zelf-extracting executable file to chents on wour network,

¥ Create a new package

" Open an existing package

Hel? _oc et

Select the Application Settings tab.
Check Include Application Settings in this package.
Select Adapter Switching.

Check Enable Adapter Switching.
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11. Click Close.

[ File Tools Help

Profiles | Application Settings | Adapter Settings | Intel® MWT Settings | Intel® WiD |
¥ Include Application Settings in this package.

Specify which Intel® PROSet/ Wireless WiFi Software application settings will be enabled on the
user's computer.

802 1X Authentication L

Administrator Tool Select to allow Intel (R) PROSet/Wireless WiFi

Application Auto Launch software to turn the WiFi radio off when a wired
o , Ethernet connection is present.

Certificate Expiration Waming

Driver Event Logging v Enable Adapter Switching

Import and Export

Location-Based Services

Profile Connectivity

Security Level

Single Sign On

Support Information

Voice over IP

Wireless Event Viewer Setting

€ 1his setting is used for Windows* 7 Ciient only.

o

12. Click Yes.

,
T Seeweser- - S

EE The current package is changed. Would you like to save the changes?
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13. Enter a filename and choose a location to save the package file.

g Sanve As

w-“.ncmw-osmpmup

- | -"..| | Learch Intel

Organize = Mew folder

il 05153 “  Name
I;l'-iw.:l 1 BtremeGraphics
L Logs

ks

4 Drvvers
& FCC

L. inetpub
b Intel
@ M50Cache
ke

I

b

I8

| B

mspd 30 _wiprlcs!
MultiTest 7.0
Matienal Instru
Packages

Date modified Type

926 013830 P Filefolder
ST 948 P File folder

4

Perflogs

File name: | adapter_profile

Save a5 type: | Executable Package Files(".exe)

= Hide Falders

Sove | | Cancel

14. Click Finish after the save operation completes.
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15. Click Apply this package to this computer.

B Note

You can open and apply the saved package file on other computers that have

the Administrator Toolkit installed.

e

Package Saved

The fallowing package was created:

File M amne: adapter_profile. exe
Location: C:hlntkel
Profiles: ez
Application 5ettings: Y'ez
Adapter Settings: Mo
EAP-FAST: Ma
WD Settings Mo
Mo what?

Y'ou can copy o gend out this self-extracting executable to clients on paur netwark.
When it ig run, the contents will be inztalled and configured on the destination
camputer.

v Apply this package to this cormputer E

When connecting and disconnecting the wired LAN cable you should now see system

tray icons, indicating PROSet disabling and enabling the wireless adapter.
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Enabling Intel® vPro (Active Management Technology)

This chapter describes how to enable Intel® Active Management Technology (Intel® AMT) in
NCR motherboards. It also provides an overview of the features, as well as information on

configuring Intel® Active Management Technology, and minimum system requirements.

These are the NCR motherboards that support Intel® AMT:

* NCR CX7 All-in-One POS (7772) — code named Sonoma
* NCR CX8 POS (7736) — code named VegasT

Overview

Intel® AMT allows you to remotely power on, monitor, update, repair, or control computers
with Intel® vPro™ processors regardless of its power state or if it has a functioning OS or not.
The only condition is that the computer must be connected to a power source and a network.

Intel® AMT is part of the Intel® vPro™ technology.
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Preconditions

PC core must have at least i5 or higher processor with Intel vPro. i3 processors will support
the smaller set of features known as Intel Standard Manageability (ISM). Using
MeshCommander tool, all features are supported on an i5 processor. The following features

are not supported on i3 processor:

* Remote Desktop

* Internet Settings

AMT features are supported on version 9.0 and higher. To check ME Firmware Version,

follow these steps:

1. Reboot the motherboard.
2. Press [Delete] to enter BIOS Setup Utility.

3. Go to the Main tab and record ME Firmware Version.
* CX7 (7772) — Intel ME Version / SKU: 12.0.0.0

» CX8 (7736) — Intel ME Version / SKU: 12.0.0.0

Before configuring the motherboard, you must know the computer name/ IP address. To

know the IP Address in Microsoft Windows, follow these steps:

1. In DOS shell in Windows, type ipconfig /all.
2. Record the IP Address.

2 Example

153.60.36.39

To know the IP Address in other operating systems, consult your system manual.
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Enabling Intel® Active Management in
BIOS Utility

To enable Intel® AMT in NCR Motherboard with vPro processor, follow these steps:

1. Reboot the system.

2. Press [F2] or [Delete] during POST.

3. Enter the current BIOS admin password.
4

. Go to Advanced tab and do one of the following:
* Select Active Management Technology Support

* Select Intel AMT Support and set the value to Enabled

(6]

. Press [F10], then press [Enter] to save and exit.
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Configuring Intel® AMT Settings in Intel®
MEBx Menu

Intel® Management Engine BIOS Extension (Intel® MEBx) is a BIOS menu extension on the
Intel® AMT system. This menu can be used to view and configure some of the Intel® AMT

settings.

1. Reboot the system.

Press [Esc] during POST.

Select Intel Management Engine BIOS Extension, then press [Enter].
Enter the current BIOS admin password.

Select MEBx Login, then press [Enter].

o 0 M Wb

Enter the MEBx password.

B Note

The first time this program is entered, you must use the default password,

admin.

7. Define your own unique MEBx password.

2 Example
Ncr@2020

B Note

You must use a strong password. Strong passwords are between 8 and 32
characters long, have at least one upper case character, one lower case
character, one number, and one special character (examples are !, @, #, S, %,
*, &, *). Also, you should use a unique password for each provisioned Intel
AMT system, to prevent someone from possibly obtaining a master password

and compromising the security of the entire network.
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Activating Network Access

—

Select Intel(R) AMT Configuration and press [Enter].
Select SOL/IDER/KVM and press [Enter].

Set SOL, IDER and KVM Feature Selection to Enabled.
Set Legacy Redirection Mode to Disabled.

Press [Esc].

Select User Consent and press [Enter].

Set User Opt-in to NONE.

Set Opt-in Configurable from Remote ITto Disabled.

O ® N & 0~ w0 DN

Press [Esc].

©

Select Activate Network Access and press [Enter].

—
—

. Press [Y] to activate the network interface.

—_
N

. Press [Esc] >> [Esc] >> [Y] to exit the Intel ® Management BIOS Extension and reboot

the system.

13. The motherboard should now be accessible using its IP address.
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Configuring a Static IPv4 Address

—

Open Control Panel.

Select Network and Sharing Center.

Click Change adapter settings.

Right-click on Ethernet Network Connection.
Select Properties.

Select Internet Protocol Version 4 (TCP/IPv4).
Click Properties.

Check the Radio Button for Use the following IP address.

O ® N & 0~ w0 DN

Provide the IP Address, Subnet Mask, and Default Gateway.

©

Click OK.

Note
CX7 and CX8 support both IPv4 and IPv6 protocol.
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Verifying Intel® AMT Using Internet

Explorer

1. Using Internet Explorer on another computer, login to the AMT.

* Enterhttp://IP Address:16992 inthe address field.
¢ Enter admin as the username.

* Enter the MEBx password set in "Configuring Intel® AMT Settings in Intel®
MEBx Menu" on page 280.

2. Verify all basic functions that are available.

* Verify System Status (On, Off and Standby)
* Verify Hardware Information (System, Processor, Memory, Disk, etc.)
* Login to system during all power states (On, Off and Standby)
3. Verify Remote Control functions.
* Perform system resets
* Perform system power cycles (Off then On)

* Bring system out of standby

e B http://153.77.226.196:16992/ O ~ & & Intel® Active Management... [T ot o7 8 @

Intel® Active Management Technology

Computer:

System Status Remote Control
Hardware Information
gystem Power staie: On
M::r?]?]sr:m Send a command o this computer: :
Disk ® Tum power off* Select a boot option:
Event Log ) Cycle er off and on™
Remote Control o Ri l""" Boot from local CD/DVD drive
Power Policies set* Boot from local hard drive
Network Settings
IPv6 Network Settings
System Name Settings *Caution: These commands may cause user application data loss.

User Accounts
Web Applications Links

Send Command
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Verifying Intel® AMT Using

MeshCommander

1. Download the MeshCommander tool from

https: //www.meshcommander.com/meshcommander and install it on another

computer.
2. Open the MeshCommander tool.

3. Click the Add Computer button to add a new computer.
a. Inthe Add Computer window, enter the following:
* IP Address
* Username — typically admin

* MEBx Password — as set up in "Configuring Intel® AMT Settings in
Intel® MEBx Menu” on page 280

b. Click OK.

A MeshCommander

File Tools Script  Security Help

MeshCommander

Remote Management Console v0.7 6

A Computer

No known computers
B
Friendly Name
Group Mame
Hostnams 153.77.226.125
Auth / Security Digest / None v
Username admin
Password®  |aeees

“Minimum 8 characters with upper. lowercase, 0-8, and one of @#5%"&"()*-

| OK || Cancel |
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. Click on your AMT motherboard’s IP Address in the Computer Management list then

click the Connect button.

B Note

This will take about 5-10 seconds to connect. If unsuccessful, the button will

revert to “Connect”. If successful, the button will change to “Disconnect”.

. Check that all AMT features listed below are present and verify that features are working

properly.
* System Status

* Remote Desktop (on i5 processor only)
* Serial-over-LAN

* Hardware Information

* Event Log

* Audit Log

» Storage

* Network Settings

* Internet Settings (on i5 processor only)
* Security Seftings

e Agent Presence

» System Defense

* User Accounts

* Subscriptions

* Wake Alarms

* Script Editor

* WSMAN Browser
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6.

In the list of Intel AMT features, select System Status and record the details.

A4 MeshCommander - [m} x

File Script Help

MeshCommander

Computer: None

[ Visconnect s System Status

Serial-over-LAN Power : +Fower on
Hardware Information Mame & Domain + None
Event Log System ID 03165102-0004-1000-b9b9-2044353cdab
Audit Log Intel® ME v11.8.60 activated in Admin Confrol Mode (ACM)
:m:gi Setti Active Features + Redirection Port, Serial-over-LAN, IDE-Redirect
etwork Settings
MotR d
Security Settings User Consent p#°R01CHUNE
Agent Presence Fower Policy +ONin 50, ME Wake in 53, S4-5
System Defense Date & Time 61272019, 12:02:29 AM
User Accounts
Subscriptions | Refresh | | Power Actions... | | Save State.. | | Run Script._. |
Wake Alarms
Script Editor
WSMAN Browser
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7. Under System Status tab, click the Power Actions button.
a. Inthe Power Actions window, verify that the AMT motherboard will respond
properly to the following remote power commands:

* Power up
* Power cycle
* Power down

* Reset

b. Record the results.

At MeshCommander - m} x
File Script Help

MeshCommander

Computer: None

Riscomnect System Status

Serial-over-LAN [P = + Foweron
Hardware Information Name & Domain s
Event Log System ID - e
Audit Log Intel® ME Power Aclions
:?t\r:gﬁt Settings gaciveleaiie R P Acti
ower Action Power up M
Security Settings % . s i .
DI | PowerPolicy | 'Warning: Some power actions Power ccle
e e Date & Time disconnect the desktop, terming Power dé'wn
User Accounts y Reset
Subscriptions | Refresh | Iﬂ: Soft-off H
Wake Alarms Soft-reset
Script Editor Sleep
WSMAN Browser Hibernate

Power up to BIOS

Reset to BIOS

Reset to IDE-R Floppy
Power on te IDER Floppy
Reset to IDE-R CDROM
Power on to IDE-R CDROM
Reset to PXE

Power on to PXE

Custom action..

User consent..
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In the list of Intel AMT features, select Remote Desktop.

9. Under the Remote Desktop tab, click the Connect button.

B Note

If the video is distorted (like image below), click on Settings and set Image

Encodingto RLE16, Recommended.

A MeshCommander

File Desktop Script Help

MeshCommander

Computer: None

HiEcoppect Remote Desktop

System Status

Disconnect | Connected Poweron | Full Settings IDER Power Actions O U

Serial-over-LAN
Hardware Information

|1 :
Event Log '@ Remote Deskiop Setings

Audit Log
Storage

Network Settings
Internet Settings
Security Settings
Agent Presence
System Defense
User Accounts
Subscriptions
Wake Alarms
Script Editor
WSMAN Browser

‘V"l’ i n

v

Image Encoding

Other Settings

Send

Ctrl-Alt-Del

| RLE16, Recommended M
RLES, Fastest

RLE16, Recommended
RAWS, Slow
| RAW16, Very Slow

Limit Frame Rate

OK

View only

10. While remote desktop session is running, verify that the remote video, keyboard, and

mouse work.

a. On the desktop, rightclick and create a new Text Document.
b. Double-<click the document to open.

c. Test keypresses to ensure the correct keystrokes are being sent to the remote

desktop.
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11. In the list of Intel AM T features, select Network Settings.

12. In the Network Settings tab, check network settings and record the details.

A MeshCommander

File Script  Help

MeshCommander

Computer: None

e Disconnect | Network Settings

System Status

Remote Desktop Refresh  Changing network settings may cause this page to becaume unavailable.

Serial-over-LAN

Hardware Information General Settings

Event Log

Audit Log Name & Domain + None

Storage Dynamic DNS + Update by DHCP server

Inlerne_zt Set‘li|_1gs Wired Interface

Security Settings o

Agent Presence Link state Linkis up

System Defense MAC address e0-41-43-53-c8-a1

User Accounts Respond to ping + ICMP & RMCF response

:vut;(sczﬂtmns IPv4 state + Automatic using DHCP server

ake Alarms

Script Editor IPv4 address 153.77.226.119

WSMAN Browser |Pvd gateway / Mask 15377.226.1/ 255 256 2550
IPv4 domain name server 131.222.10.30/192.127.152.103
IPvG state + Disahled

13. In the list of Intel AMT features, select Security Settings.

14. In the Security Settings tab, check security settings and record the details.

A MeshCommander

File Script Help

MeshCommander

Computer: None

Hiscopnect Security Settings

System Status + Disabled
Remote Desktop Remote TLS security

Serial-over-LAN Local TLS security + Disabled
Hardware Information

Event Log

Audit Log Manage Intel® AMT cerificates for this computer.
Storage

Network Settings
Internet Settings

No certificates found

Agent Presence
System Defense | Refresh 18 Add Certificate. .. N Issue Certificate... |
User Accounts

Subscriptions

Wake Alarms

Script Editor

WSMAN Browser

15. In the list of Intel AMT features, select Wake Alarms.
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16.

In the Wake Alarms tab, verify the operations of alarm clock.

&) MeshCommander

File Script Help

MeshCommander

Computer: None

Disconnect

System Status
Remote Desktop
Serial-over-LAN
Hardware Information
Event Log

Audit Log
Storage

Network Settings
Internet Settings
Security Settings
Agent Presence
System Defense
User Accounts
Subscriptions

Wake Alarms

Manage wake alarms.

Remave all alarms

Refresh

Script Editor
WSMAN Browser

Reference

Add new alarm

Alarm name

Wake date (year-month-day})
Wake time (hour:min:sec)
Interval (days-hours-min)

After wake

*

Testing
2019-06-27 |
20:11:00
Keep alarm v
0K Cancel

https://www.intel.com/content/www/us/en/architecture-and-technology/intel-active-

management-technology.html
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Configuring AMT
This chapter explains how to configure an NCR CX7 All-in-One POS (7772) so it can be

accessed remotely using Intel’s Active Management Technology (AMT).

Configuring the Terminal

1. Boot the terminal.

2. When the NCR logo appears, press [Del] several times to start the BIOS Setup Utility.

Aptio Setup Utility - Copyright (C) 2019 American M
2 Chipset Security Boot Save & Exit

American Megatrends
D-NR6-D-077

R100-0B

09/03/2019

Main

Y1.0

[Tue /28/2020]
[15:48:39]

NCR Corporation
7773-1216-8801
NCR BIDS
75-56975448

8192 MB (DDR3L)
1600 MHz
3.1.60.2280
10.0.1035
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Under the Advanced tab, select AMT Configuration and press [Enter].

Aptio Setup Utility - Copyright (C) 2020 American Megatrends
GEVEWERE Chipset  Security  Boot 2 Exi

1 Configuration
Conf igurat ion

Version 2.20.1275. Copyright (C) 2020 Amer
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4. Enable AMT Support.
a. Highlight AMT Support and press [Enter].

Aptio Setup Utility - Copyright (C) 2020 American Megatrends, Inc.
Advanced

T Configuration

version 2.20.1275. Copuright (C) 2020 Amer

b. Setto Enabled.

c. Press [Enter].

5. Press [F10] and [Enter] to Save and Exit.

6. After the system reboots, press [Cirl] + [P] to launch the Intel(R) Management Engine
BIOS Extension Main Menu.

7. Highlight MEBx Login and press [Enter].
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8. Enter the [password]>> [Enter].

% Intel(R) Management Engine BINS Extension v12.0.0.0010/Intel(R)
Copyright (C) 2003-17 Intel Corporation. All Rights Resel

MAIN MENU

MEBx Login
> Intel(R) ME General Settings

Intel(R) Standard Manageability <Enabled>
> Intel(R) Standard Manageability Configuration

MEBx Exit

Intel(R) ME Password

[Td]=Move Highlight [Enter] =38

B Note

The first time this program is run you must use the default password, admin

(lower case). [admin]>> [Enter]

At the prompt, enter the new password (write it down to remember). The password

must contain upper, lower, symbol, and numeric characters.

2 Example
Ncr@2011

You must enter the password a second time for verification.
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9. Highlight Intel(R) Standard Manageability Configuration and press [Enter].

F Intel(R) Management Engine BIOS Extension v12.0.0.0010/Intel(R
X Copyright (C) 2003-17 Intel Corporation. All Rights R

MAIN MENU

MEBx Login
> Intel(R) ME General Settings

Intel(R) Standard Manageability <Enabled>
> Intel(R) Standard Manageability Configuration

MEBx Exit

Intel(R) ME Password

[T4]=Move Highlight [Enter] =Select Entry
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10.

11.
12.

13.

Highlight Activate Network Access and press [Enter].

! Intel(R) Management Engine BIDS Extension v12.0.0%
Copyright(C) 2003-17 Intel Corporation.

Manageability Feature Selection
SOL/Storage Redirection

User Consent

Password Policy <AnyYt ime>
> Network Setup

g

Act ivate Network Access
Unconf igure Network Access <Full Unprovision>
> Remote Setup And Configuration
Power Control

[T4]=Move Highlight [Enter]

Enter Yes to activate the network interface.

Press [ESC]>>[ESC]>>[Y] to exit the Intel(R) Management Engine BIOS Extension and

reboot the system.

The terminal should now be accessible using its IP address.
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APA Graphical Display

Configuring the APA Graphical Display

To configure the APA Graphical Display to read Kanji characters, follow these steps:

1. Download the latest RPSW Installer from the NCR website:

http://www5.ncr.com/support/support _drivers
patches.asp?Class=External /RPSW\5\3\4\0\display

2. Install RPSW.
3. Run RSM.

4. In the left menu, select Peripherals >> Line Display. In the Line Display window,
select Profile Name >> NCRLineDisplay.CX >> OK.

B Note

To create your own profile, select the Create button.

° &] C:\Program Files\NCR\RSM\Website\ConsoleLEhtm ~ & search.. 0~ S @
(2 NCR Retail Systems Manager... % | |
! F 7 User Help
Retail Systems Manager
+ Platform
3 A A "
- Peripherals = Line Display
Device Assets
Cash Drawer OPOS s
gz:g:;:::: Profile Name.... NCRLineDisplay.CX A
Hard Totals Programmatic ID NCROposSO.LineDisplay 1
Image Scanner Description NCR OPOS LineDisplay Service Object
OPOS Versi “son
Reylock ersion NCR5992LineDisplay.1
NCR Verson N o
MICR NCR Model Layer NCRLineDisplay.Z eDisplayAPA
MoR Connection Type... NCRLineDisplay.5972
PIN Pad Default Screen Mode... NCRLineDisplay.5973
POS Keytoard ProductiD NCRLineDisplay.CX isplayAPA
ZO? Printee VendoriD NCRXSeriesIntLineDisplay
Sz::ner USB Port... Xseriesint
" Device Usage Page XSeriesV2
Signature Capture
Tone Indicator Device Usage 1
+ Administration Reports 2
Clear After Read Enabled
Default Character Set... 858 (Intemational)
Maximum Device Windows... 5)
Java Character Encoding...
DataCapture ||
NCROposSO.LineDisplay... Default Logging v
NCRCXLineDisplayAPA... Default Logging

[ Diagnostics ] [ Create J [ Delete ]

Cancel
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5. Select Default Screen Mode >> 13x29 or 16x16 >> OK.

@ €1 C:\Program Files\NCR\RSM\Website\ConsoleLE.htm ~ & Search.

(& NCR Retail Systems Manager... | |_|
¥
Retail Systems Manager

+ Platform

~ N -
- Peripherals = Line Display
Device Assets
Cash Drawer
Check Scanner Profile Name... NCRLineDisplay.CX
Coin Dispenser Programmatic ID NCROposSO .LineDisplay
:‘a"’ T"S‘a's Description NCR OPOS LineDisplay Service Object
T STDRE OPOS Version 1.10.0
Keylock "
Li 5 NCR Version 3.16.2122
2
MICR NCR Model Layer NCRCXLineDisplayAPA
MSR Connection Type... iy
PIN Pad Default Screen Mode...
POS Keyboard ProductiD lisplayAPA
POS Printer VendoriD
Scale USB Port...
Scanner Device Usage Page
Slgnalun? Capture Device Usage 1
Tone-ln-dlcak-:r Reports 5
+Adminisiation Clear After Read Enabled
Default Character Set... 858 (Intemational)
Maximum Device Windows... 5
Java Character Encoding...
DataCapture
NCROposSO.LineDisplay... Default Logging
NCRCXLineDisplayAPA... Default Logging
v

6. Select Default Character Set >> 101 (Katakana) >> OK.

@ &) C:\Program Files\NCR\RSM\Website\ConsoleLE.htm ~ & Search...
& NCR Retail Systems Manager... % | |_|

"
Retail Systems Manager

P RY®®

User Help

>

[ Diagnostics J [ Create J [ Delete J

- Cancel

User Help

+ Platform A N B,
- Peripherals =z Line Display
Device Assets
Cash Drawer .
Check Scanner Profile Name... NCRLineDisplay.CX
Coin Dispenser Programmatic ID NCROposSO.LineDisplay ~
Hard Totals Description NCR OPOS LineDisplay Service Object
e OPOS Version 1100
eylock o
NCR Version - 3162122
MICR NCR Model Layer 437 (OEM United States) isplayAPA
MSR oo [ 858 g:l(:tlalf:a)tional)
PIN Pad Default Screen Mode... a
866 (Cyrillic)
POS Kgyboard ProductiD 101 (Katakana) layAPA
POS Printer VendoriD e e———————
Scale USB Port...
Scanner Device Usage Page
:ig"alt”:? C‘ap’“’e Device Usage 1
one Indicator Reports 2
*Adminisirafion Clear After Read Enabled
Maximum Device Windows... 5
Java Character Encoding...
DataCapture
NCROposSO.LineDisplay... Default Logging —
NCRCXLineDisplayAPA... Default Logging v
Diagnostics ] [ Create } [ Delete ]
v
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7. Select the Diagnostics button.

The Run Diagnostics window is displayed.

e €] C:\Program Files\NCR\RSM\Website\ConsoleLEhtm - & search..
(& NCR Retail Systems Manager

x|
I .
Retail Systems Manager

0~ %@

User Help

+ Platform
A - -
- Peripherals = Line Display
Device Assets
Cash Drawer
§2;°Ei§;::::: Profile Name... XSeriesV2 N
Hard Totals Programmatic ID NCROposSO.LineDisplay m
Image Scanner Description NCR OPOS LineDisplay Service Object
Keylock OPOS Version 1.10.0
NCR Version 3.16.2.122
MICR NCR Model Layer Run Diagnostics ies2x20LineDisplay
MSR Connection Type...
PIN Pad ProductiD ® Local Attended ies2x20LineDisplay
POS Keyboard VendorlD
POS Printer USB Port... O Local Unattended
Scale
S Device Usage Page
Signature Capture Device Usage Cancel
Tone Indicator Reports
+ Administration Clear After Read Enabled
Default Character Set... 858 (Intemational)
Brightness Level... 100
Screen Saver... off
Maximum Device Windows... 5
Java Character Encoding... —
DataCapture v
NCROposSO.LineDisplay... Default Logging
Diagnostics ] [ Create ] [ Delete ]

8. Select Local Attended >> OK.
The Select Test window is displayed.

Select Test

=
Display Generic Text
Display Specified Text

Get CCL Data

Start Display of All Characters in a Character Set
Stop Display of All Characters in a Character Set
Turn On All Display Elements

Fun Test Done |
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9. Select and run the desired test:

 Display a Character — Select this test to display a specific Kanji character.

2 Example
To display */, enter 8364, then select Finish.

Enter Parameter(s) X

Character to display {in 4 hex digits)

| Mext > | ’m Cancel |

* Display Specified Text — Select this test to input and display the desired Kanji

text.

Enter Parameter(s) X

Text to display

Input your texd]

I Finish | Cancel
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* Start Display of All Characters in a Character Set — Select this test to check
and confirm the Kanji characters.

a. Enter the character set, then select Next.

Enter Parameter(s) X

Character set (0 is current set)

g

| Next > | Firis ‘ Cancel I

b. Enter the time delay in milliseconds, then select Finish.

Enter Parameter(s) X

Delay (in milliseconds)

< Back ‘ Next = ‘ Finish Cancel

The Test Results window is displayed.
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Test Results

Result | Yalue

Status of t... Succeeded

c. Select OK to close the window.
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Flip Functionality

The flip functionality is a feature that detects and automatically adjusts the screen orientation

depending on the device position.

Default Screen Orientation
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Flipped Upwards

To enable the flip functionality, the G-Sensor driver must be installed. The NCR OS Image
includes a pre-installed G-Sensor driver. The driver can be found in the
C:\Install\drivers\G-Sensor directory. If not using an NCR OS Image, follow

these steps:

1. Download the G-Sensor driver from the NCR website:
https: //www5.ncr.com//support/support drivers

patches.asp?Class=External/GSensor\Windows\Driver

2. Rightclickon Setup.exe
3. Select Run as administrator.

4. Follow the GUI instructions to complete the installation.
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CX Display Touch Tool

In CX terminals with multiple touch displays, Windows may have difficulty assigning the touch
devices to the correct display. The CX Display Touch Tool is used to assign the touch device
to its correct display. The tool sets the Windows display to Extended Desktop and assigns

detected touch interfaces to the corresponding display.

The tool supports the following CX terminals:

« NCR CX3 POS (7776)
« NCR CX5 POS (7773)
« NCR CX7 POS (7772)

The tool is located in the following location: https://www5.ncr.com//support/support_

drivers_patches.asp?Class=External/CXDisplay%5CTouch%5CTool%5CDisplay

Refer to the Readme document for the installation procedure.
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